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1
Introduction
Intention of this paper is to motivate a new study item, focusing on 5GMS3 extensions (i.e. no architecture impact). The 3GPP Release 17 schedule has already progressed while SA4 was focusing on 5GMS3 finalization. The intention to bring this topic up early during SA4#111e is to have sufficient offline time to prepare a study item description.

SA4 has finalized first version of 5G Media Streaming. One identified issue is the Traffic Identification of a DASH based Streaming Session. A DASH streaming session typically uses many TCP connections simultaneously. A DASH player is often replacing TCP connections with new TCP connections. Thus, it may be a bit cumbersome to use 5-Tuple based traffic detection for DASH Streaming Services, since the Media Session Handler need to frequently modify the set of 5-Tuples (add new 5 Tuples and remove old 5-Tuples).
Another aspect may be M5 authorization, i.e. how to provide more fine grain authorization for the media session handler on the M5 API.

2
Discussions information flow
A DASH streaming session typically uses many TCP connections simultaneously. The DASH Manifest describes the acquisition of content components. Content components such as audio, video, subtitles, are described as individual adaptation sets and the DASH player picks one representation from each adaptation set. A unique URL is used to fetch content for different content components. 
The DASH Player has multiple options and considerations to use the network connectivity. As transport protocol, HTTP 1.1 (with persistent TCP connections) is still very popular. Usage of HTTP 2 (TCP transport) and HTTP 3 (QUIC / UDP transport are emerging. 
When using HTTP 1.1, a DASH Player typically uses multiple TCP connections, e.g. separate TCP connections for audio, video, subtitles, etc. This design prevents to touch e.g. audio connection, when the video quality must be changed. Some DASH Players use multiple TCP connections for one content component. For example, the first part of a segment is fetched with one TCP Connection and the last part of a segment with a second TCP connection.
One issue with HTTP1.1 is to stop an on-going reception, e.g. a DASH Player is receiving a segment and the DASH player needs to change the bitrate. Here, the DASH Player often closes the TCP connection. HTTP 2 introduces functionality to cancel and open HTTP request. Thus, a TCP connection could be re-used for other transaction.

HTTP 2 supports better multiplexing of multiple HTTP session on a single TCP connection. An HTTP body is subdivided into smaller frames, which allows interleaving of HTTP Bodies on a frame basis. However, it is not clear, whether a DASH Player will use only a single TCP connection for the entire DASH Streaming session and more.

HTTP 3 (QUIC) introduces UDP as transport to provide a reliable stream protocol. Like in TCP, QUIC includes a congestion avoidance algorithm to adjust the connection bitrate to the available link bitrate. The usage of UDP might be more suitable for 5-Tuple based traffic identification.  
However, many Media Player still use HTTP 1.1 for adaptive bitrate streaming. 
The 5G System offers a set of tools for traffic identification. Some of the tools are ruled out because of privacy & security considerations, such as HTTP URL based identification. Other tools like CDN Server IP address based might be too coarse grained, since servers offer multi-tenant capabilities (e.g. virtual hosts). 

One issue with a 5-Tuple based traffic identification solution is, that many HTTP libraries start using the TCP connection immediately after establishment. However, the 5-Tuple only becomes available after the TCP connection establishment. Thus, the initial data might not be subject for policy treatment.

The 5G System also offers ToS based traffic identification. For downlink streaming, a CDN server (5GMSd AS) would need to set the ToS field so that the 5G System can identify the flow accordingly. Potentially a client could trigger the marking similarly to the “reflective QoS” schemes. The “reflective QoS” features (when enabled) tells the UE to use the same 5QI for uplink traffic as received for downlink.

There are likely other solutions for traffic identification. 
3
Proposal
It is suggested to include these traffic identification issues into a new “5GMS extensions” study item according to S4-201431. The study should identify suitable traffic identification methods specifically for DASH streaming services. This may mean to study how different DASH Players use TCP and / or UDP connections.
