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1. Introduction 
This contribution briefs the current progress of UPCON in SA2 in section 2. Several options of congestion mitigation are discussed in section 3. The proposal is presented in section 4.
2. UPCON progress in SA2
In SA2, UPCON working is ongoing. The high level view of UPCON in the section 6.1.3 of 23.705 is provided below. 
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Figure 6.1.3-1: User-plane Congestion Management – High-level View


NOTE 1: The numbers do not necessarily imply a temporal order. 

NOTE 2: Step 5a and 5b are optional for solutions that are based on a CN only approach.

1. Congestion prediction/detection based on actual resource shortage or predictive algorithms in the RAN (P1).

2. Congestion indication to the CN (P2, P3, P4).

3. Selection of mitigation measures (e.g. policy rule provisioning) (P5, P6).

4. CN-based congestion mitigation (e.g. traffic limitation, gating, compression) (P5, P7).

5. Measures for RAN-based congestion mitigation (P5, P7).

a. 
Optional Service/QoS information to enable traffic differentiation in the RAN based on existing QoS measures.

Editor`s note: It is FFS how RAN user plane congestion awareness can also be exploited to optimize the performance of potentially agreed RAN-based congestion mitigation solutions. For example, the congestion information could be used to enable packet classification required to mark downlink packets, in order to minimize the performance impacts on the GGSN/PGW or the TDF. 
b. Optional RAN-based congestion mitigation (e.g. traffic prioritization, scheduling).
There are 7 solutions proposed and collected in the 23.705.
Overview of solution 1.1is depicted below.
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Figure 6.1.4.2-1: Overview of congestion mitigation based on policy decisions.

In solution 1.1 ‘policy based congestion mitigation’, some conclusion are made and listed below:
1) The PCRF may also provide – subject to agreement with the AF provider – an indication to the AFs (over the Rx interface). The detail of the indications / information provided to the AF over the Rx is FFS. 
2) The AF (e.g. an application server or proxy) can directly or indirectly support the congestion mitigation, e.g. by adapting the sending rate, through media transcoding or compression, or by delaying push services.
Solution 1.1 does not depend on how congestion awareness is achieved in the PCRF. Solution 1.2 and 2 provide 2 methods to convey RAN user plane congestion info up to the PCRF.
Solution 3’ Differentiation of IP flows mapped to the same QCI’ overview is depicted below:
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Figure 6.3.2-1:  RAN congestion mitigation based on the FPI 
In solution 3, the impact on the PCRF is the provision of policies to control FPI marking on per subscriber and/or per application basis. The application level of congestion mitigation is not covered in this solution.
Solution 4 ‘Unattended traffic limitation in the UE in case of RAN congestion’ is irrelevant to the DASH service, so it is skipped here.
Solution 5 is a similar approach as solution 3; the impact on the PCRF is the same as solution 3 too.
Solution 6 uses DPI instead of FQI marking approach, and it does not support content-level optimization or adaptation mechanisms.
In solution 7, a new logical function entity, RAN Payload Perceive Function (RPPF), is proposed to collect RAN user plane congestion information and further report to PCRF for the purpose of congestion mitigation. 
The PCRF may then report over Rx UE congestion information to applications that have subscribed to this information.
As a summary, the application can obtain RAN user plane congestion info supported by solution 1.1,1.2 and 2. The application can obtain RAN user plane congestion info supported by 7, and then the application can mitigate the congestion on the application level. Solution 3 and 5 do mention that the PCRF can use the policy of application to control FPI marking, but do not mention how the application plays the role. Solution 6 does not support content level optimization.  In this proposal, the application level mitigation solution will be investigated.
The Rx AVP is copied from 29.214 below. The relevant attribute is highlighted green. The event relevant info is highlighted yellow.
Table 5.3.1: Rx specific Diameter AVPs 

	
	AVP Flag rules (note 1)
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Applicability
(note 3)

	Abort-Cause
	500
	5.3.1
	Enumerated
	M,V
	P
	
	
	Y
	

	Access-Network-Charging-Address
	501
	5.3.2
	Address
	M,V
	P
	
	
	Y
	

	Access-Network-Charging-Identifier
	502
	5.3.3
	Grouped
	M,V
	P
	
	
	Y
	

	Access-Network-Charging-Identifier-Value
	503
	5.3.4
	OctetString
	M,V
	P
	
	
	Y
	

	Acceptable-Service-Info
	526
	5.3.24
	Grouped
	M,V
	P
	
	
	Y
	

	AF-Application-Identifier
	504
	5.3.5
	OctetString
	M,V
	P
	
	
	Y
	

	AF-Charging-Identifier
	505
	5.3.6
	OctetString
	M,V
	P
	
	
	Y
	

	Application-Service-Provider-Identity
	532
	5.3.29
	UTF8String
	V
	P
	
	M
	Y
	SponsoredConnectivity

	Codec-Data 
	524
	5.3.7
	OctetString
	M,V
	P
	
	
	Y
	

	Flow-Description
	507
	5.3.8
	IPFilterRule
	M,V
	P
	
	
	Y
	

	Flow-Number
	509
	5.3.9
	Unsigned32
	M,V
	P
	
	
	Y
	

	Flows
	510
	5.3.10
	Grouped
	M,V
	P
	
	
	Y
	

	Flow-Status
	511
	5.3.11
	Enumerated
	M,V
	P
	
	
	Y
	

	Flow-Usage
	512
	5.3.12
	Enumerated
	M,V
	P
	
	
	Y
	

	Service-URN
	525
	5.3.23
	OctetString
	M,V
	P
	
	
	Y
	

	Specific-Action
	513
	5.3.13
	Enumerated
	M,V
	P
	
	
	Y
	

	Max-Requested-Bandwidth-DL
	515
	5.3.14
	Unsigned32
	M,V
	P
	
	
	Y
	

	Max-Requested-Bandwidth-UL
	516
	5.3.15
	Unsigned32
	M,V
	P
	
	
	Y
	

	Media-Component-Description
	517
	5.3.16
	Grouped
	M,V
	P
	
	
	Y
	

	Media-Component-Number
	518
	5.3.17
	Unsigned32
	M,V
	P
	
	
	Y
	

	Media-Sub-Component
	519
	5.3.18
	Grouped
	M,V
	P
	
	
	Y
	

	Media-Type
	520
	5.3.19
	Enumerated
	M,V
	P
	
	
	Y
	

	MPS-Identifier
	528
	5.3.30
	OctetString
	V
	P
	
	M
	Y
	Rel10

	Min-Requested-Bandwidth-DL
	534
	5.3.32
	Unsigned32
	V
	P
	
	M
	Y
	Rel10

	Min-Requested-Bandwidth-UL
	535
	5.3.33
	Unsigned32
	V
	P
	
	M
	Y
	Rel10

	RR-Bandwidth
	521
	5.3.20
	Unsigned32
	M,V
	P
	
	
	Y
	

	RS-Bandwidth
	522
	5.3.21
	Unsigned32
	M,V
	P
	
	
	Y
	

	Service-Info-Status
	527
	5.3.25
	Enumerated
	M,V
	P
	
	
	Y
	

	SIP-Forking-Indication
	523
	5.3.22
	Enumerated
	M,V
	P
	
	
	Y
	

	Sponsor-Identity
	531
	5.3.28
	UTF8String
	V
	P
	
	M
	Y
	SponsoredConnectivity

	Sponsored-Connectivity-Data
	530
	5.3.27
	Grouped
	V
	P
	
	M
	Y
	SponsoredConnectivity

	AF-Signalling-Protocol
	529
	5.3.26
	Enumerated
	V
	P
	
	M
	Y
	ProvAFsignalFlow

	Required-Access-Info
	536
	5.3.34
	Enumerated
	V
	P
	
	M
	Y
	NetLoc

	Rx-Request-Type
	533
	5.3.31
	Enumerated
	V
	P
	
	M
	Y
	

	IP-Domain-Id
	537
	5.3.35
	OctetString
	V
	P
	
	M
	Y
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [10].

NOTE 2:
The value types are defined in RFC 3588 [10].
NOTE 3: 
AVPs marked with “ProvAFsignalFlow”, “SponsoredConnectivity”, “Rel10” or “NetLoc” are applicable as described in clause 5.4.1


The indication of ‘RAN user plane congestion’ and ‘UE congestion information’ is not supported in the Rx interface [29.214] yet. 
3. Congestion mitigation at the application level
An Application Function may be notified with the indication of congestion. In this case several possible approaches may be taken to mitigate the congestion. 
Option A:  Congestion Notification
Once the Application Function receives the indication of congestion (with or w/o rate limitation) info, the Application Function, the AF may act to reduce the congestion. Options on congestion mitigation are discussed in S4-130818. 
This option requires that the Rx interface supporting ‘indication of congestion’ and ‘rate limitation’ information (between AF and PCRF) can be enhanced. 
Option B: Rejection of new DASH request
Once the HTTP proxy receives the indication of congestion info, the HTTP proxy continues to serve ongoing DASH service. At the same time, for the new coming HTTP request of new DASH client, the HTTP proxy may send HTTP Server Error message containing congestion/overload indication to the DASH client. The new DASH client service request will be rejected in this option. 
This option requires that proper HTTP status code is available.
Option C: Differentiation DASH service by mobile subscription
Once the HTTP proxy receives the indication of congestion (with or w/o rate limitation) info, the HTTP proxy can check the current serving DASH client’s subscription level (for example: gold, silver and bronze level) with the PCRF over Rx interface, if DASH client A is a gold level user, the HTTP proxy continues serving the DASH client A using option D. If DASH client B is a bronze level user, the HTTP proxy may leave it alone without any action. 
It is required that the Rx interface is enhanced to allow the HTTP proxy to check the status of mobile subscription level.
Option D: Bearer type upgrade
The DASH service is carried over default EPS bearer serving other non-DASH service within the UE.

If the HTTP proxy receives the indication of congestion (with or w/o rate limitation) info, the HTTP proxy may decide to change the bearer type carrying DASH traffic. The HTTP proxy can interact with the PCRF, and the PCRF switches the bearer type to GBR type from BE type. The DASH service experience is maintained and other non-DASH traffic is throttled. 
This option requires that the technologies are available that enable to transfer a BE type bearer into a GBR type bearer with different AVPs in case congestion occurs 
4. Proposal

It is proposed to adopt these options in section 3 of this proposal into section 6.14.4 ‘Gap Analysis’of 26.938.
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