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**\*\*\* Start of Second Change \*\*\***

7.X LI at NWDAF

7.X.1 Provisioning over LI\_X1

7.X.1.1 Provisioning of IRI-POI in NWDAF

The IRI-POI present in the NWDAF is provisioned over LI\_X1 by the LIPF using the X1 protocol as described in clause 5.2.2.

The POI in the NWDAF shall support the target identifier types given in table 7.X.1.1-1.

**Table 7.X.1.1-1: TargetIdentifier types for data analytics**

|  |  |  |  |
| --- | --- | --- | --- |
| **Identifier** | **Owner** | **ETSI TS 103 221-1 [7] TargetIdentifier type** | **Definition** |
| SUPIIMSI | ETSI | SUPIIMSI | See ETSI TS 103 221-1 [7] |
| SUPINAI | ETSI | SUPINAI | See ETSI TS 103 221-1 [7] |

Table 7.X.1.1-2 shows the minimum details of the LI\_X1 ActivateTask message used for provisioning the IRI-POI in the NWDAF.

If the IRI-POI in the NWDAF receives an ActivateTask message and the ListOfServiceTypes parameter contains a ServiceType that is not supported, the IRI-POI in the NWDAF shall reject the task with an appropriate error as described in ETSI TS 103 221-1 [7] clause 6.2.1.2.

**Table 7.X.1.1-2: ActivateTask message for the IRI-POI in the NWDAF**

|  |  |  |
| --- | --- | --- |
| **ETSI TS 103 221-1 [7] field name** | **Description** | **M/C/O** |
| XID | XID assigned by LIPF. | M |
| TargetIdentifiers | One of the target identifiers listed in the paragraph above. | M |
| DeliveryType | Set to “X2Only”. | M |
| ListOfDIDs | Delivery endpoints for LI\_X2 for the IRI-POI in the NWDAF. These delivery endpoints are configured using the CreateDestination message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to the task activation. | M |
| ListOfServiceTypes | Shall be included when the explicit identification of specific CSP service types to be intercepted by the task as described in clause 5.2.4 is required. This parameter is defined in ETSI TS 103 221-1 [7], clause 6.2.1.2, table 4. | M |

7.X.1.2 Provisioning of the MDF2

The MDF2 listed as the delivery endpoint over LI\_X2 for xIRI generated by NWDAF shall be provisioned over LI\_X1 by the LIPF.

The target identities listed in clause 7.X.1.1 shall apply for the provisioning of MDF2.

Table 7.X.1.2-1 shows the minimum details of the LI\_X1 ActivateTask message used for provisioning the MDF2.

**Table 7.X.1.2-1 ActivateTask message for MDF2**

|  |  |  |
| --- | --- | --- |
| **ETSI TS 103 221-1 [7] field name** | **Description** | **M/C/O** |
| XID | XID assigned by LIPF. | M |
| TargetIdentifiers | One or more of the target identifiers listed in clause 7.X.1.1. | M |
| DeliveryType | Set to “X2Only”. (Ignored by the MDF2). | M |
| ListOfDIDs | Delivery endpoints of LI\_HI2. These delivery endpoints shall be configured using the *CreateDestination* message as described in ETSI TS 103 221-1 [7] clause 6.3.1 prior to first use. | M |
| ListOfMediationDetails | Sequence of Mediation Details, See table 7.X.1.2-2 | M |

**Table 7.X.1.2-2: Mediation Details for MDF2**

|  |  |  |
| --- | --- | --- |
| **ETSI TS 103 221-1 [7] field name** | **Description** | **M/C/O** |
| LIID | Lawful Interception ID associated with the task. | M |
| DeliveryType | Set to “HI2Only”. | M |
| ListOfDIDs | Details of where to send the IRI for this LIID. Shall be included if deviation from the ListofDIDs in the ActivateTask message is necessary. If included, the ListOfDIDs in the Mediation Details shall be used instead of any delivery destinations authorised by the ListOfDIDs field in the ActivateTask Message. | C |
| ServiceScoping | Service type set to “Data”. Other fields are dependent on the warrant. | M |

7.X.2 Generation of xIRI over LI\_X2

7.X.2.1 General

The IRI-POI present in the NWDAF shall send the xIRIs over LI\_X2 for each of the events listed in TS 33.127 [5] clause 7.X.4, the details of which are described in the following clauses.

7.X.2.2 Events subscription

The IRI-POI in the NWDAF shall generate an xIRI containing an NWDAFEventSubscription record when the IRI-POI present in the NWDAF detects that an NF consumer has subscribed, updated a subscription or deleted a subscription for UE related analytics events for a target UE.

Accordingly, the IRI-POI in the NWDAF generates the xIRI when any of the following events is detected (see TS 29.520 [129] clause 4.2.2.1):

- NWDAF returns a Nwdaf\_EventsSubscription\_Subscribe Response in response to Nwdaf\_EventsSubscription\_Subscribe Request received from an authorized NF consumer to subscribe to UE related analytics events for a target UE.

- NWDAF returns a Nwdaf\_EventsSubscription\_Subscribe Response in response to Nwdaf\_EventsSubscription\_Subscribe Request received from an NF consumer to update a subscription to UE related analytics events for a target UE.

- NWDAF returns a Nwdaf\_ EventsSubscription\_Unsubscribe Response in response to Nwdaf\_EventsSubscription\_Unsubscribe Request received from an NF consumer to unsubscribe from UE related analytics event notifications for a target UE.

**Table 7.X.2.2-1: Payload for NWDAFEventsSubscription record**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Field name** | **Type** | **Cardinality** | **Description** | **M/C/O** |
| sUPI | SUPI | 1 | Identifies the SUPI of the target UE. | M |
| nWDAFConsumerNFType | NWDAFConsumerNFType | 1 | Identifies the type of NF consumer. | M |
| nWDAFEventsSubscriptionOpType | NWDAFEventsSubscriptionOperation | 1 | Identifies the type of Nnwdaf\_EventsSubscription service operation, i.e., POST to create a subscription, PUT to update a subscription, DELETE to delete a subscription. | M |
| nWDAFSubscribedEventList | SET OF NWDAFEvent | 1..MAX | Identifies the list of analytics events the NF consumer subscribes to. | C |
| nWDAFEventsSubscription | SBIType | 0..1 | Includes the NnwdafEventsSubscription resource which contains a set of events and their configuration data the NF consumer subscribes to. Encoded according to TS 29.520 [129] clause 5.1.6.2.3. The SBIReference for this parameter shall be populated with  'TS29520\_Nnwdaf\_EventsSubscription.yaml#/components/schemas/NnwdafEventsSubscription' as specified in TS 29.520 [129] clause A2. | C |
| nWDAFEventsSubscriptionID | UTF8String | 0..1 | Identifies the subscription. It is present in the Location header of the 201 Created response when the subscription is created using the POST method as defined in TS 29.520 [129], clause 5.1.3.2.3, table 5.1.3.2.3.1-4. It represents the resource URI of both the PUT method for subscription update and DELETE method for subscription deletion. | C |
| nWDAFEvent SubscriptionResponseCode | NWDAFEventSubscriptionResponseCode | 1 | Identifies the response code associated with the Nwdaf\_EventsSubscription service operation executed by the NWDAF. | M |

7.X.2.3 Events notification

The IRI-POI in the NWDAF shall generate an xIRI containing an NWDAFEventsNotification record when the IRI-POI present in the NWDAF detects that the NWDAF has notified an NF consumer about UE related analytics events for a target UE.

Accordingly, the IRI-POI in the NWDAF generates the xIRI when any of the following events is detected (see TS 29.520 [129] clause 4.2.2.1):

- NWDAF sends a Nnwdaf\_EventsSubscription\_Notify Request to notify a NF consumer about subscribed UE related analytics events for a target UE.

**Table 7.X.2.3-1: Payload for NWDAFEventsNotification record**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Field name** | **Type** | **Cardinality** | **Description** | **M/C/O** |
| sUPI | SUPI | 1 | Identifies the SUPI of the target UE. | M |
| nWDAFNotifiedEventList | SET OF NWDAFEvent | 1..MAX | Identifies the analytics events notified to the NF consumer. | M |
| nWDAFEventsNotification | SBIType | 1 | Includes a NwdafEventsSubscriptionNotification resource which provides information about the observed events. The NwdafEventsSubscriptionNotification is encoded according to TS 29.520 [129] clause 5.1.6.2.4. The SBIReference for this parameter shall be populated with  'TS29520\_Nnwdaf\_EventsSubscription.yaml#/components/schemas/NnwdafEventsSubscriptionNotification' as specified in TS 29.520 [129] clause A2.  The NwdafEventsSubscriptionNotification resource includes the SubscriptionId which enables correlating the events subscription and events notification. | M |

7.X.2.4 Analytics info query

The IRI-POI in the NWDAF shall generate an xIRI containing an NWDAFAnalyticsInfoQuery record when the IRI-POI present in the NWDAF detects that an authorized NF consumer queries a UE-related analytics for a target UE.

Accordingly, the IRI-POI in the NWDAF generates the xIRI when any of the following events is detected (see TS 29.520 [129] clause 4.3.2.1):

- NWDAF returns a Nwdaf\_AnalyticsInfo\_Request Response in response to Nwdaf\_AnalyticsInfo\_Request Request received from an authorized NF consumer to get analytics data for a UE related analytics event for a target UE.

**Table 7.X.2.4-1: Payload for NWDAFAnalyticsInfoQuery record**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Field name** | **Type** | **Cardinality** | **Description** | **M/C/O** |
| sUPI | SUPI | 1 | Identifies the SUPI of the target UE. | M |
| nWDAFEvent | NWDAFEvent | 1 | Identifies the analytics event being requested. | M |
| nWDAFEventReportingRequirement | SBIType | 0..1 | Includes an EventReportingRequirement resource associated to the requested event to identify the type of reporting required. The EventReportingRequirement is encoded according to TS 29.520[129] clause 5.1.6.2.7. The SBIReference for this parameter shall be populated with  'TS29520\_Nnwdaf\_AnalyticsInfo.yaml#/components/schemas/EventReportingRequirement' as specified in TS 29.520 [129] clause A3. | C |
| nWDAFEventFilter | SBIType | 0..1 | Includes an EventFilter resource associated to the requested event to identify the requested analytics. The EventFilter is encoded according to TS 29.520 [129] clause 5.2.6.2.3. The SBIReference for this parameter shall be populated with  'TS29520\_Nnwdaf\_AnalyticsInfo.yaml#/components/schemas/EventFilter' as specified in TS 29.520 [129] clause A3. | C |
| nWDAFAnalyticsData | NWDAFAnalyticsInfoResponse | 1 | Includes an AnalyticData resource present in the response when the response code is 200 OK. The AnalyticsData is encoded according to TS 29.520 [129] clause 5.1.6.2.13. The SBIReference for the UeCommunication parameter shall be populated with  'TS29520\_Nnwdaf\_AnalyticsInfo.yaml#/components/schemas/AnalyticsData' as specified in TS 29.520 [129] clause A3. | C |
| nWDAFAnalyticsInfoResponseCode | NWDAFAnalyticsInfoResponseCode | 1 | Identifies the response code associated with the Nwdaf\_AnalyticsInfo\_Request service operation (i.e., GET) executed by the NWDAF. | M |

7.X.2.5 Roaming scenarios

7.X,2.5.1 General

In the roaming scenario, the NWDAF in the visited network that receives a request from the NF consumer (of visited network) may pass the query to the NWDAF in the home network and vice versa. As described in TS 33.127 [x], the NWDAF is V-RE-NWDAF (when it is in the visited network) or a H-RE-NW-DAF when it is the home network.

The IRI-POI functions described in this clause applies to the V-RE-NWDAF or H-RE-NWDAF depending on which of the twe receives the query from the other NWDAF. The NWDAF that provides the IRI-POI functions is referred to as RE-NWDAF in the following two sub-clauses..

7.X,2.5.2 Roaming analytics subscription

The IRI-POI in the RE-NWDAF shall generate an xIRI containing an NWDAFRoamingAnalyticsSubscription record when the IRI-POI present in the RE-NWDAF detects that an NWDAF consumer has subscribed, updated a subscription or deleted a subscription for UE related analytics events for a target inbound or outbound roaming UE.

Accordingly, the IRI-POI in the RE-NWDAF generates the xIRI when any of the following events is detected (see TS 29.520 [129] clause 4.9.2.1):

- RE-NWDAF returns a Nwda\_RoamingAnalytics\_Subscribe Response in response to Nwdaf\_RoamingAnalytics\_Subscribe Request received from a NWDAF consumer to subscribe to UE related analytics events for a target UE.

- RE-NWDAF returns a Nwdaf\_RoamingAnalytics\_Subscribe Response in response to Nwdaf\_RoamingAnalytics\_Subscribe Request received from a NWDAF consumer to update a subscription to UE related analytics events for a target UE.

- RE-NWDAF returns a Nwdaf\_ RoamingAnalytics\_Unsubscribe Response in response to Nwdaf\_RoamingAnalytics\_Unsubscribe Request received from a NWDAF consumer to unsubscribe from UE related analytics events notifications for a target UE.

**Table 7.X.2.5-1: Payload for NWDAFRoamingAnalyticsSubscription record**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Field name** | **Type** | **Cardinality** | **Description** | **M/C/O** |
| sUPI | SUPI | 1 | Identifies the SUPI of the target UE. | M |
| pLMNID | PLMNID | 1 | Identifies the PLMN ID of the consumer NWDAF. | M |
| nWDAFEventsSubscriptionOpType | NWDAFEventsSubscriptionOperation | 1 | Identifies the type of Nnwdaf\_EventsSubscription service operation, i.e., POST to create a sbscription, PUT to update a subscription, DELETE to delete a subscription. | M |
| nWDAFSubscribedEventList | SET OF NWDAFEvent | 1..MAX | Identifies the list of events the NWDAF consumer subscribes to. | C |
| nWDAFEventsSubscription | SBIType | 0..1 | Includes the NnwdafRoamingAnalyticsSubscription resource which contains a set of events and their configuration data the NWDAF consumer subscribes to. Encoded according to TS 29.520 [129] clause 5.8.6.2.2. The SBIReference for this parameter shall be populated with  'TS29520\_Nnwdaf\_EventsSubscription.yaml#/components/schemas/RoamingAnalyticsSubscription' as specified in TS 29.520 [129] clause A9. | C |
| nWDAFEventsSubscriptionID | UTF8String | 0..1 | Identifies the subscription. It is present in the Location header of the 201 Created response when the subscription is created using the POST method as defined in TS 29.520 [129], clause 5.8.3.2.3, table 5.8.3.2.3.1-4. It represents the resource URI of both the PUT method for subscription update and DELETE method for subscription deletion. | C |
| nWDAFEvents SubscriptionResponseCode | NWDAFEventsSubscriptionResponseCode | 1 | Identifies the response code associated with the NwdafRoamingAnalytics service operation executed by the NWDAF. | M |

7.x,2.5.3 Roaming analytics notification

The IRI-POI in the RE-NWDAF shall generate an xIRI containing an NWDAFRoamingAnalyticsNotification record when the IRI-POI present in the RE-NWDAF detects that the RE-NWDAF has notified a NWDAF consumer about UE related analytics events for a target inbound or outbound roaming UE.

Accordingly, the IRI-POI in the RE-NWDAF generates the xIRI when any of the following events is detected (see TS 29.520 [129] clause 4.9.2.1):

- NWDAF sends a Nnwdaf\_AnalyticsInfo\_Notify Request to notify a NF consumer about subscribed UE related analytics events for a target UE.

**Table 7.X.2.6-1: Payload for NWDAFRoamingAnalyticsNotification record**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Field name** | **Type** | **Cardinality** | **Description** | **M/C/O** |
| sUPI | SUPI | 1 | Identifies the SUPI of the target UE. | M |
| nWDAFNotifiedEventList | SET OF NWDAFEvent | 1..MAX | Identifies the analytics events notified to the NF consumer. | M |
| nWDAFEventsNotification | SBIType | 1 | Includes a NwdafRoamingAnalyticsNotification resource which provides information about the observed events. The NwdafRoamingAnalyticsNotification is encoded according to TS 29.520 [129] clause 5.8.6.2.3. The SBIReference for the NwdafRoamingAnalyticsNotification parameter shall be populated with  'TS29520\_Nnwdaf\_RoamingAnalytics.yaml#/components/schemas/RoamingAnalyticsNotification' as specified in TS 29.520 [129] clause A9. | M |

7.X.3 Generation of IRI over LI\_HI2

When an xIRI is received over LI\_X2 from the IRI-POI in the NWDAF/RE-NWDAF, the MDF2 shall send the IRI message over LI\_HI2 without undue delay. The IRI message shall contain a copy of the relevant record received from LI\_X2. The record may be enriched by other information available at the MDF (e.g. additional location information).

The timestamp field of the ETSI TS 102 232-1 [9] PSHeader structure shall be set to the time at which the NWDAF/RE-NWDAF event was observed (i.e. the timestamp field of the xIRI).

The IRI type parameter shall be included and coded according to table 7.14.2-19 (see ETSI TS 102 232-1 [9] clause 5.2.10).

**Table 7.15.3-1: IRI type for IRI messages**

|  |  |
| --- | --- |
| **Record type** | **IRI Type** |
| NWDAFEventsSubscription | REPORT |
| NWDAFEventsNotification | REPORT |
| NWDAFAnalyticsInfoQuery | REPORT |
| NWDAFRoamingAnalyticsSubscription | REPORT |
| NWDAFRoamingAnalyticsNotification | REPORT |

The threeGPP33128DefinedIRI field (see ETSI TS 102 232-7 [10] clause 15) shall be populated with the BER-encoded IRIPayload.

**\*\*\* End of Second Change \*\*\***

**\*\*\* Start of Third Change \*\*\***

---a/33128/r18/TS33128Payloads.asn  
+++b/33128/r18/TS33128Payloads.asn

@@ -251,7 +251,14 @@ XIRIEvent ::= CHOICE

251 251 ePSRANHandoverCommand [148] EPSRANHandoverCommand,

252 252 ePSRANHandoverRequest [149] EPSRANHandoverRequest,

253 253 mMERANTraceReport [150] MMERANTraceReport,

254 - mMEUEServiceAccept [151] MMEUEServiceAccept

254 + mMEUEServiceAccept [151] MMEUEServiceAccept,

255 +

256 + --NWDAF events, see clause 7.X.2

257 + nWDAFEventsSubscription [152] NWDAFEventsSubscription,

258 + nWDAFEventsNotification [153] NWDAFEventsNotification,

259 + nWDAFAnalyticsInfoQuery [154] NWDAFAnalyticsInfoQuery,

260 + nWDAFRoamingAnalyticsSubscription [155] NWDAFRoamingAnalyticsSubscription,

261 + nWDAFRoamingAnalyticsNotification [156] NWDAFRoamingAnalyticsNotification

255 262 }

256 263

257 264 -- ==============

@@ -495,7 +502,14 @@ IRIEvent ::= CHOICE

495 502 ePSRANHandoverCommand [148] EPSRANHandoverCommand,

496 503 ePSRANHandoverRequest [149] EPSRANHandoverRequest,

497 504 mMERANTraceReport [150] MMERANTraceReport,

498 - mMEUEServiceAccept [151] MMEUEServiceAccept

505 + mMEUEServiceAccept [151] MMEUEServiceAccept,

506 +

507 + --NWDAF events, see clause 7.X.3

508 + nWDAFEventsSubscription [152] NWDAFEventsSubscription,

509 + nWDAFEventsNotification [153] NWDAFEventsNotification,

510 + nWDAFAnalyticsInfoQuery [154] NWDAFAnalyticsInfoQuery,

511 + nWDAFRoamingAnalyticsSubscription [155] NWDAFRoamingAnalyticsSubscription,

512 + nWDAFRoamingAnalyticsNotification [156] NWDAFRoamingAnalyticsNotification

499 513 }

500 514

501 515 IRITargetIdentifier ::= SEQUENCE

@@ -4994,6 +5008,130 @@ FiveGMSAFErrorCode ::=ENUMERATED

4994 5008 unsupportedMediaType415(4)

4995 5009 }

4996 5010

5011 + -- =================

5012 + -- NWDAF definitions

5013 + -- =================

5014 +

5015 + NWDAFEventsSubscription ::=SEQUENCE

5016 + {

5017 + sUPI [1] SUPI,

5018 + nWDAFConsumerNFType [2] NWDAFConsumerNFType,

5019 + nWDAFEventsSubscriptionOpType [3] NWDAFEventsSubscriptionOpType,

5020 + nWDAFSubscribedEventList [4] SET OF NWDAFEvent OPTIONAL,

5021 + nWDAFEventsSubscription [5] SBIType OPTIONAL,

5022 + nWDAFEventsSubscriptionID [6] UTF8String OPTIONAL,

5023 + nWDAFEventsSubscriptionResponseCode [7] NWDAFEventsSubscriptionResponseCode

5024 + }

5025 +

5026 + NWDAFEventsNotification ::=SEQUENCE

5027 + {

5028 + sUPI [1] SUPI,

5029 + nWDAFNotifiedEventList [2] SET OF NWDAFEvent,

5030 + nWDAFEventsNotification [3] SBIType

5031 + }

5032 +

5033 + NWDAFAnalyticsInfoQuery ::=SEQUENCE

5034 + {

5035 + sUPI [1] SUPI,

5036 + nWDAFEvent [2] NWDAFEvent,

5037 + nWDAFEventReportingRequirement [3] SBIType OPTIONAL,

5038 + nWDAFEventFilter [4] SBIType OPTIONAL,

5039 + nWDAFAnalyticsData [5] SBIType OPTIONAL,

5040 + nWDAFAnalyticsInfoResponseCode [6] NWDAFAnalyticsInfoResponseCode

5041 + }

5042 +

5043 + NWDAFRoamingAnalyticsSubscription ::=SEQUENCE

5044 + {

5045 + sUPI [1] SUPI,

5046 + pLMNID [2] PLMNID,

5047 + nWDAFEventsSubscriptionOpType [3] NWDAFEventsSubscriptionOpType,

5048 + nWDAFSubscribedEventList [4] SET OF NWDAFEvent OPTIONAL,

5049 + nWDAFEventsSubscription [5] SBIType OPTIONAL,

5050 + nWDAFEventsSubscriptionID [6] UTF8String OPTIONAL,

5051 + nWDAFEventsSubscriptionResponseCode [7] NWDAFEventsSubscriptionResponseCode

5052 + }

5053 +

5054 + NWDAFRoamingAnalyticsNotification ::=SEQUENCE

5055 + {

5056 + sUPI [1] SUPI,

5057 + nWDAFNotifiedEventList [2] SET OF NWDAFEvent,

5058 + nWDAFEventsNotification [3] SBIType

5059 + }

5060 +

5061 + -- ==============

5062 + -- NWDAF parameters

5063 + -- ==============

5064 +

5065 + NWDAFEventsSubscriptionOpType ::= ENUMERATED

5066 + {

5067 + pOST(1),

5068 + pUT(2),

5069 + dELETE(3)

5070 + }

5071 +

5072 + NWDAFEventsSubscriptionResponseCode ::= ENUMERATED

5073 + {

5074 + oK200(1),

5075 + created201(2),

5076 + noContent204(3),

5077 + temporaryRedirect307(4),

5078 + permanentRedirect308(5),

5079 + badRequest400(6),

5080 + unauthorized401(7),

5081 + forbidden403(8),

5082 + notFound404(9),

5083 + notAcceptable406(10),

5084 + lengthRequired411(11),

5085 + payloadTooLarge413(12),

5086 + unsupportedMediaType415(13),

5087 + tooManyRequests429(14),

5088 + internalServerError500(15),

5089 + notImplemented501(16),

5090 + badGateway502(17),

5091 + serviceUnavailable503(18)

5092 + }

5093 +

5094 + NWDAFAnalyticsInfoResponseCode ::= ENUMERATED

5095 + {

5096 + oK200(1),

5097 + noContent204(2),

5098 + badRequest400(3),

5099 + unauthorized401(4),

5100 + forbidden403(5),

5101 + notFound404(6),

5102 + notAcceptable406(7),

5103 + uRITooLong414(8),

5104 + tooManyRequests429(9),

5105 + internalServerError500(10),

5106 + badGateway502(11),

5107 + serviceUnavailable503(12)

5108 + }

5109 +

5110 + NWDAFConsumerNFType ::= ENUMERATED

5111 + {

5112 + pCF(1),

5113 + nSSF(2),

5114 + aMF(3),

5115 + sMF(4),

5116 + nEF(5),

5117 + aF(6),

5118 + lMF(7),

5119 + oAM(8),

5120 + nWDAF(9),

5121 + dCCF(10),

5122 + cEF(11)

5123 + }

5124 +

5125 + NWDAFEvent ::= ENUMERATED

5126 + {

5127 + serviceExperience(1),

5128 + uEMobility(2),

5129 + uEComm(3),

5130 + abnormalBehaviour(4),

5131 + dispersion(5),

5132 + relativeProximity(6),

5133 + pDUSessionTraffic(7)

5134 + }

4997 5135

4998 5136 -- ===================

4999 5137 -- 5G LALS definitions

**\*\*\* End of Third Change \*\*\***

**\*\*\* End of Last Change \*\*\***