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## \*\*\*\* START OF FIRST CHANGE (MAIN DOCUMENT) \*\*\*\*

## M.1.1 General

The subclauses below define LI structures to allow for the reuse of externally defined structures and schemas.

The current version of this specification the following specific encapsulated information types are defined:

- SBIType for carrying messages or parameters defined by 3GPP for use over the Service Based Interfaces (SBIs).

- XMLTypes for carrying messages or parameters in XML.

- MIMEEntity for carrying MIME Entities.

- MSRPMessage for sending information formated in an MSRP Message.

- ExternalASNType for sending information encoded using an externally defined ASN.1 schema.

The encapsulated information type of the outermost layer of the encapsulated payload shall be used to report the payload.

## \*\*\*\* START OF NEXT CHANGE (MAIN DOCUMENT) \*\*\*\*

### M.1.2.1 Simple Types for encapsulate information reporting

Table M.1.2.1-1: Simple Types for LI reporting of encapsulated information

|  |  |  |
| --- | --- | --- |
| Type name | Type definition | Description |
| EncapsulatedMSRP | UTF8String | Shall contain the entire MSRP Message in the original encoding. |
| SBIReference | UTF8String | JSON pointer that indicates the schema definition for the reported SBIValue. Shall be sent in the form of a JSON string value (see RFC 6901 [117], clause 5). When using the SBIType as a parameter within a record, the value of the SBI Reference shall be clearly indicated in the associated description field of the table describing the record. |
| SBIValue | UTF8String | Shall contain the entire value of the SBI Message or parameter being reported. |
| XMLNamespace | UTF8String | XML namespace that indicates the schema definition for the reported XMLValue. When using the XMLType as a parameter within a record, the value of the XML namespace shall be clearly indicated if known in the associated description field of the table describing the record. |
| XMLValue | UTF8String | The contents of the XML document being reported. Shall be sent as an XML document that matches the schema indicated by the xMLNamespace. |
| EncapsulatedMIMEEntity | UTF8String | Shall contain the entire MIME entity (see RFC 2045 [114] clause 2.4) in the original encoding. |
| MIMEContentType | UTF8String | Shall contain the MIME Content Type of the entity being described. |
| ExternalASNReference | UTF8String | The formal reference notation (as described in clause D.5) for the ASN.1 component used to encode the parameter or message reported in the EncodedASNValue. When using the ExternalASNType as a parameter within a record, the value of the ASNReference shall be clearly indicated if known in the associated description field of the table describing the record. |

## \*\*\*\* START OF NEXT CHANGE (MAIN DOCUMENT) \*\*\*\*

### M.1.2.6 Type: MIMEPartIdentifier

Table M.1.2.6-1: Structure of the MIMEPartIdentifier type

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Field name** | **Type** | **Cardinality** | **Description** | **M/C/O** |
| index | INTEGER | 1 | Indicates a MIME Body Part of a multipart MIME Message. When referring to the MIME Body Parts, the index starts at one. | M |

### M.1.2.X Type: ExternalASNValue

Table M.1.2.X-1: Structure of the ExternalASNType type

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Field name** | **Type** | **Cardinality** | **Description** | **M/C/O** |
| moduleIdentifier | OBJECT IDENTIFIER | 0..1 | The Object Identifier of the ASN.1 module used to encode the parameter or message reported in the EncodedASNValue. When using the ExternalASNType as a parameter within a record, the value of the Object Identifier for the ASN.1 Module shall be clearly indicated if known in the associated description field of the table describing the record. Shall be present unless otherwise specified in the table describing the record using the ExternalASNType. | C |
| aSNReference | ExternalASNReference | 0..1 | The formal reference notation (as described in clause D.5) for the ASN.1 component used to encode the parameter or message reported in the EncodedASNValue. When using the ExternalASNType as a parameter within a record, the value of the ExternalASNReference shall be clearly indicated if known in the associated description field of the table describing the record. Shall be present if the OBJECT IDENTIFIER is not enough to unambiguously decode the EncodedASNValue. | C |
| encodedASNValue | ExternalASNValue | 1 | The contents of the encoded message or parameter being reported. | M |

### M.1.2.Y Type: ExternalASNValue

Table M.1.2.Y-1: Choices for the ExternalASNValue type

|  |  |  |
| --- | --- | --- |
| **Field name** | **Type** | **Description** |
| ber | OCTET STRING | Shall be used if the reported value is a BER, DER or CER encoded ASN.1 value. Shall be populated with the entire BER encoded payload. |
| alignedPER | OCTET STRING | Shall be used if the reported value is an aligned PER encoded ASN.1 value. Shall be populated with the entire PER encoded payload. |

## \*\*\*\* START OF NEXT CHANGE (MAIN DOCUMENT) \*\*\*\*

## \*\*\*\* END OF MAIN DOCUMENT CHANGES \*\*\*\*

## \*\*\*\* START OF FIRST CHANGE (ATTACHMENTS) \*\*\*\*

---a/33128/r18/TS33128Payloads.asn  
+++b/33128/r18/TS33128Payloads.asn

@@ -7053,4 +7053,23 @@ MIMEBody ::= CHOICE

7053 7053 bodyPart [2] MIMEPartIdentifier

7054 7054 }

7055 7055

7056 + -- =======================================================

7057 + -- Externally Defined Structures - External ASN Parameters

7058 + -- =======================================================

7059 + ExternalASNType ::= SEQUENCE

7060 + {

7061 + moduleIdentifier [1] OBJECT IDENTIFIER OPTIONAL,

7062 + aSNReference [2] ExternalASNReference OPTIONAL,

7063 + encodedASNValue [3] ExternalASNValue

7064 + }

7065 +

7066 + ExternalASNReference ::= UTF8String

7067 +

7068 + ExternalASNValue ::= CHOICE

7069 + {

7070 + ber [1] OCTET STRING,

7071 + alignedPer [2] OCTET STRING

7072 + }

7073 +

7074 +

7056 7075 END

## \*\*\*\* START OF NEXT CHANGE (ATTACHMENTS) \*\*\*\*

## \*\*\*\* END OF ALL CHANGES \*\*\*\*