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**** START OF FIRST CHANGE (MAIN DOCUMENT) ***
[bookmark: _Toc135777590]7.2.2.3.8	UE Authentication response
The IRI-POI in the UDM shall generate an xIRI containing the UDMUEAuthenticationResponse record when it detects the following events:
-	When the UDM receives the AuthenticationInfoRequest from the AUSF as part of Nudm_UEAuthentication service operation (see TS 29.503 [25], clause 6.3.6.2.2) and the UDM sends the AuthenticationInfoResult to the AUSF as part of the Nudm_UEAuthentication service operation (see TS 29.503 [25], clause 6.3.6.2.3).
-	When the UDM receives the HSSAuthenticationInfoRequest from the HSS as part of the Nudm_UEAuthentication service operation (see TS 29.503 [25], clause 6.3.6.2.10) and the UDM sends the HSSAuthenticationInfoResult to the AUSF as part of the Nudm_UEAuthentication service operation (see TS 29.503 [25], clause 6.3.6.2.11).
When a target UE registers from both 3GPP and non-3GPP access, two separate xIRIs each containing the UDMUEAuthentication report record may be generated by the IRI-POI in the UDM.
Table 7.2.2.3.8-1: Payload for UDMUEAuthenticationResponse record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	sUPI
	SUPI
	1
	SUPI currently associated with the target UE, see TS 29.571 [17].
	M

	authenticationInfoRequest
	UDMAuthenticationInfoRequest
	1
	Indicateds information provided in the UEAuthenticationInfoRequest. See Table 7.2.2.3.8-2 for details of payload.
	M

	aKMAIndicator
	BOOLEAN
	0..1
	Indicates whether AKMA keys are needed for the UE, Sshall be included if AKMA keys are requested in the AuthenticationInfoRequest.
	C

	problemDetails
	UDMProblemDetails
	0..1
	Shall Indicate reason for AuthenticationInfoResultfailure. Shall be included if failure occurs. See TS 29.571 [17], clause 5.2.4.1.
	C

	authAAA
	BOOLEAN
	0..1
	Boolean value that indicates whether authentication is required to be perfromed using AAA as sent in the UEAuthenticationInfoResult. Included when present in the AuthenticationInfoResult. See TS 29.503 [25], clause 6.3.6.2.3.
	C

	pvsInfo
	ServerAddressingInfoList
	0..1
	Provides remote provisioning server information when the PLMN is used for target UE SNPN onboarding. Include when known at the NF See TS 29.503 [25] clause 6.3.6.2.3.
	C



Table 7.2.2.3.8-2: Payload for UDMAuthenticationInfoRequest parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	infoRequestType
	UDMInfoRequestType,
	1
	Indicates whether the AuthenticationInfoRequest was sent by the HSS, AUSF or other.
	M

	rGAuthCtx
	SEQUENCE (SIZE (1..MAX)) OF SubscriberIdentifier
	1..MAX
	Contains the UE ID (i.e. SUPI, SUCI) provided in the authentication indication, at least one shall be present.
	M

	authType
	PrimaryAuthenticationType
	1
	Indicates the authentication method provided by the HSS or AUSF in the AuthenticationInfoRequest.
	M

	servingNetworkName
	PLMNID
	1
	Serving network name. See TS 33.501 [11] clause 6.1.1.4.
	M

	aUSFInstanceID
	NFID
	0..1
	Identifies the AUSF instance which generated the AuthenticationInformatoinRequest. Shall be included if known.
	C

	cellCAGagInfo
	CAGID
	0..1
	Provides CAG cell information (e.g. CAGId) if UE is attempting registration from a CAG.
	C

	n5GCIndicator
	BOOLEAN
	0..1
	Boolean value that indicates whether the device is a N5GC device. Include if provided in the AuthenticationInfoRequest.
	C



**** END OF MAIN DOCUMENTS CHANGES ***
**** START OF ATTACHMENT CHANGE ***

---a/33128/r18/TS33128Payloads.asn
+++b/33128/r18/TS33128Payloads.asn
@@ -2700,7 +2700,9 @@ UDMUEAuthenticationResponse ::= SEQUENCE
2700	2700	    sUPI                        [1] SUPI,
2701	2701	    authenticationInfoRequest   [2] UDMAuthenticationInfoRequest,
2702	2702	    aKMAIndicator               [3] BOOLEAN OPTIONAL,
2703	-	    problemDetails              [4] UDMProblemDetails OPTIONAL
-	2703	    problemDetails              [4] UDMProblemDetails OPTIONAL,
-	2704	    authAAA                     [5] BOOLEAN OPTIONAL,
-	2705	    pvsInfo                     [6] ServerAddressingInfoList OPTIONAL
2704	2706	}
2705	2707	
2706	2708	UDMStartOfInterceptionWithRegisteredTarget ::= SEQUENCE
@@ -2710,6 +2712,17 @@ UDMStartOfInterceptionWithRegisteredTarget ::= SEQUENCE
2710	2712	    uDMSubscriptionDataSets     [3] SBIType
2711	2713	}
2712	2714	
-	2715	ServerAddressingInfoList ::= SEQUENCE (SIZE(1..MAX)) OF ServerAddressingInfo
-	2716	
-	2717	ServerAddressingInfo ::= SEQUENCE
-	2718	{
-	2719	    iPv4Address [1] IPv4Address,
-	2720	    iPv6Address [2] IPv6Address,
-	2721	    fQDNList    [3] FQDNList
-	2722	}
-	2723	
-	2724	FQDNList ::= SEQUENCE (SIZE(1..MAX)) OF FQDN
-	2725	
2713	2726	-- =================
2714	2727	-- 5G UDM parameters
2715	2728	-- =================

**** END OF ATTACHMENT CHANGES ***
**** END OF ALL CHANGES ***

