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*** First change ***
7.X.2.7
Deployment considerations

As described in TS 33.127 [5], some of the service types may have two deployment options denoted as "default option" and "alternate option". 

As illustrated in Annex G, the LIPF provisions the LI functions in a NF based on the option the CSP has deployed within the network. 
7.X.2.8
Identifying the intercepted IMS-based communications
7.X.2.8.1
General concepts

An IMS based communication is intercepted when one of the following is true: 

-
The calling party identity on session originations or SMS originations is a target.

-
The called party identity on session originations is a target non-local ID. 

-
The destination party identity in SMS originations is a target non-local ID.

-
The called party identity on session terminations or SMS terminations is a target.

-
The calling party identity on session terminations is a target non-local ID. 

-
The origination party identity in SMS terminations is target non-local ID.

-
The redirecting party identity on session terminations is a target non-local ID.

-
In the alternate deployment option for redirected sessions (see TS 33.127 [5]), redirecting party is a target.  

-
The conference URI in a conferencing session is a target. 

The above identities are used to identify that an IMS session is intercepted in the IRI-POI and in the CC-TF, the latter when the LI requires CC interception. In addition, the CC-TF uses the redirecting party identity to trigger the CC-POI even if the target is not a non-local ID. 

7.X.2.8.2
Target match

7.X.2.8.2.1
General

When an IMS UE performs an IMS registration (using SIP REGISTER) request, the IRI-POI/CC-TF examines the following for a target match: 

-
From header and To header of the SIP REGISTER when the target identity is IMPU. 

-
+sip.instance-id of Contact header of the SIP REGISTER when the target identity is PEIIMEI or IMEI. 

- 
Digest username of Authorization header of the SIP REGISTER when the target identity is IMPI. 

NOTE:
The SIP REGISTER that carries the Authorization header is sent in response when the initial Registration is challenged. 

A target match for SIP REGISTER can only be done when the NF where the IRI-POI resides is in the path of the SIP REGISTER flow (e.g. P-CSCF, S-CSCF). 

7.X.2.8.2.2
Session based IMS services

This clause describes the method used to identify a session-based IMS service such as IMS-based voice service.
When an IMS session is originated from an IMS UE (using SIP INVITE), the IRI-POI/CC-TF examines the following to verify for a target match: 

-
P-Asserted Identity header and From header present in the SIP INVITE when the target identity is IMPU. 

-
Request URI header and To header present in the SIP INVITE when the target identity is IMPU and target is non-local ID.

-
Digest username of Authorization header of the SIP REGISTER when the target identity is IMPI. 

-
+sip.instance-id of Contact header received in the SIP REGISTER request when the target identity is PEIIMEI or IMEI. 

When an IMS session is terminated at an IMS UE (using SIP INVITE), the IRI-POI/CC-TF examines the following to verify for a target match: 

-
Request URI and To header present in the SIP INVITE when the target identity is IMPU. 

-
P-Asserted-Identity, From header, History Info header and Diversion header present in the SIP header when the target identity is IMPU and target is non-local ID.

-
Digest username of Authorization header of the SIP REGISTER when the target identity is IMPI. 

-
+sip.instance-id of Contact header received in the SIP REGISTER request when the target identity is PEIIMEI or IMEI. 

NOTE:
IRI-POI/CC-TF that uses the information received in the SIP REGISTER to perform a target match cannot do such a target match unless the NF is on the signaling path of SIP REGISTER flow. 

In addition, the CC-TF and the IRI-POI in the alternate deployment option (TS 33.127 [5]), examine the following to verify a target match when an IMS session is terminated to an IMS UE: 

-
History Info header and Diversion header present in the SIP header when the target identity is IMPU and the target is not a non-local ID. 

For conference sessions, the IRI-POI and CC-TF examine the following to verify a target match: 

-
P-Asserted-Identity, From header present in the SIP INVITE when a target initiates a conference session or when the target joins a "meet-me" conference session. 

-
Conference URI present in the SIP INVITE when the conference URI is the target. 

IRI-POI/CC-TF may use the Via header or the Route header to determine whether the SIP INVITE is for an originating IMS session or a terminating IMS session. IRI-POI/CC-TF stores (locally) the SIP Call Id to associate the subsequent SIP messages received on the same session for a target match.  

7.X.2.8.2.3
Session independent IMS services 

This clause describes the method used to identify a session-independent IMS service (i.e. SMS over IP).

The target match for the SIP MESSAGE is done as shown below: 

-
For MO-SMS over IP, P-Asserted Identity header and From header present in the SIP MESSAGE when the target identity is IMPU.

-
For MO-SMS over IP, TP-DA field of SMS-SUBMIT within the Message-body of SIP MESSAGE when the target identity IMPU for target non-local ID. 

-
For MT-SMS over IP, the Request URI and To header present in the SIP MESSAGE when the target identity is IMPU. 

-
For MT-SMS over IP, the TP-OA field or TP-RA field of SMS-SUBMIT within the Message-body SIP MESSAGE when the target identity IMPU for target non-local ID. 

-
Digest username of Authorization header of the SIP REGISTER when the target identity is IMPI. 

-
+sip.instance-id of Contact header received in the SIP REGISTER request when the target identity is PEIIMEI or IMEI. 

NOTE:
IRI-POI/CC-TF that uses the information received in the SIP REGISTER to perform a target match can do such a target match unless the NF is on the signaling path of SIP REGISTER flow. 

IRI-POI may use the Via header or the Route header to determine whether the SIP MESSAGE is for MO-SMS over IP or MT-SMS over IP.

7.X.2.9
Handling of correlation information 

The IRI records delivered to the LEMF over the LI_HI2 and the CC delivered to the LEMF over LI_HI3 shall be correlated. 

According to the protocol defined in ETSI TS 103 221-1 [7] and ETSI TS 103 221-2 [8], the xIRI messages and the xCC carry the CorrelationID which enables the MDF2 and MDF3 to provide the needed correlation between the IRI and CC. 

When the CC-POI is triggered by a CC-TF, the CC-TF sends the CorrelationID to the CC-POI over the LI_T3 interface in the ActivateTask message. The CC-POI uses that CorrelationID in the xCC sent to the MDF3. 

NOTE:
The IRI-POI and CC-POI may be provided within the same NF (e.g. PTC Server, RCS Server). When the CC-POI is triggered from a CC-TF, the IRI-POI and CC-TF may be provided within the same NF (e.g. P-CSCF, AS/MRFC) or in different NFs (e.g. IRI-POI in S-CSCF and CC-TF in P-CSCF). 

When the IRI-POI and CC-POI (or CC-TF in a triggerred CC-POI case) are in the same NF, the procedures can be similar to the way the correlation of xIRI and xCC are done in the packet core system (e.g. IRI-POI and CC-TF in the SMF). The details of any needed interactions between those LI functions are not defined in the present document. 

When the IRI-POI and CC-TF are in separate NFs, any additional procedures that may be needed are also implementation specific and the details of the same are not described in the present document. 

*** End of all changes ***
