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*** First change  **
Annex X (informative):
LIPF logic 

X.1
Background
According to TS 33.126 [3], clause 6.4 , the CSP only delivers Interception Product relating to specific CSP services which are specified implicitly or explicitly in the warrant.  In other words, the CSP performs the interception only for the services indicated in the warrant.  
NOTE:
The term “interception” used in this annex refers to step that involves actual capturing and then delivery of the Intercept Product to the LEMF. 

This annex considers the following possibilities in the analysis:  

· The intended target may have subscribed to only a specific service and in this case, by default, the interception would apply only to such service when specified in the warrant. The CSP network would provide the interception as and when the service is accessed by the target. 

· The intended target may have subscribed to multiple services and in this case, the interception would have to be done based on the service type specified in the warrant as and when CSP network detects that such services are accessed by the target.  

· A NF may be involved in providing only a particular service and in this case, by default, the interception performed by the POI present in that NF would apply to such service when specified in the warrant. 

· A NF may be involved providing multiple services and in this case, the interception performed by the POI present in that NF would have to be based on the service type applicable to the warrant. 

· There may be multiple warrants with differing service types active on a target, in this case, all applicable services would have to be intercepted at the POIs, and the MDFs would have to then deliver Interception Product based on the service type applicable to the warrant. 

In supporting the above claims, as per clause 4.4 (present document)  the LIPF will have to provision the POIs, TFs and the MDF2/MDF3 according to the CSP service type(s) applicable to a warrant. 

The above points also reveal that to cover all cases, the service type may have to be part of LI provisioning data sent to the MDFs. Whether a service type will have to be provisioned to the POIs and TFs as an indication will depend on the services provided by the NFs that have such POIs and TFs. 

In addition to the CSP service type, a few other factors present in the warrant may influence the LIPF logic in provisioning the POIs, TFs and MDF2/MDF3. Few examples are: 
· Delivery type.

· LALS triggering.

· CSP deployment options.

· The target type (local Vs non-local ID). 
For the target non-local ID, only the service type Voice and Messaging apply. In this case, the other party communicating with the target non-local ID happens to access the service provided by the CSP.  
This annex illustrates the LIPF logic through a series of flow-charts in provisioning the POIs and the TFs. The provisioning aspect of MDF2/MDF3 are not shown. 
X.2
Governing scenarios

With respect to the interception performed within the CSP network, there are five scenarios:

1. The target (or party communicating with a target non-local ID) is non-roaming.  

2. The target (or party communicating with a target non-local ID) is outbound roaming with HR.

3. The target (or party communicating with a target non-local ID) is outbound roaming with LBO.

4. The target (or party communicating with a target non-local ID) is inbound roaming with HR.

5. The target (or party communicating with a target non-local ID) is inbound roaming with LBO. 

The scenario 4 is also referred to as N9HR or S8HR, depending on whether the packet core is 5GC or EPC.  As indicated clause X.1, a target can be a non-local ID only when the service type is Voice or Messaging. 

The same NF that provides an LI function may be present in one or more of the above scenarios. The LIPF logic even though may not aware of a roaming nature of a target, will have to accommodate the above five scenarios while provisioning the LI functions.  
X.3
Top-level LIPF provisioning logic
The flow-chart in figure X.3-1 shows a top-level logic within the LIPF to branch off into separate processes according to the service type provisioned in the warrant. 
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Figure X.3-1: Top-level view of LIPF logic in handling the service type
Within the CSP network, 

· For the service type of Data, it is assumed that the  NFs in the packet core network are involved and hence, provide the IRI and CC interception.  
· For the service type of Voice, it is assumed that the NFs in the IMS domain are involved and hence, provide the IRI and CC interception. 

· For the service type of Messaging (that includes SMS and MMS), the NFs in the packet core network, IMS or MMS Proxy Relay are involved and hence, provide the IRI and CC interception. The interception of SMS has only the IRIs. 

· For the service type of PTC, the PTC Server is involved and hence, provides the IRI and CC interception. 

· For the service type of LALS, the LI-LCS Client provides the IRI interception, and the CC interception does not apply to LALS.

The UDM and HSS are also the NFs that have the IRI-POI and the provisioning of IRI-POI in UDM and HSS is independent of the service type indicated in the warrant as long as the target is not indicated as a non-local ID.  
** End of all changes **
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