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	Reason for change:
	Initial specification exits on protection of UE capability transfer procedure for 5GS Rel-16. It needs to be updated to cover CIoT feature.    

	
	

	Summary of change:
	It is proposed to rely on AS security for protection of RRC procedures.

Clause 6.5.3 is updated adding a note which generally states that when there is no AS security, security in RRC layer does not exist

This DRAFT CR targets the living CR for CIOT work..
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*** START OF CHANGES ***
6.5.3	RRC UE capability transfer procedure
The network should activate AS security (i.e., perform a successful AS SMC procedure) before running the RRC UE capability transfer procedure.
With the exception of unauthenticated emergency calls, and the UEs using Control plane CIoT optimization, if the network had acquired UE capabilities using RRC UE capability transfer procedure before AS security activation, then the network shall not store them locally for later use and shall not send them to other network entities. In that case, the network shall re-run the RRC UE capability transfer procedure after a successful AS SMC procedure.

NOTE 1: For UEs that do not support AS security (e.g., UEs using Control Plane CIoT optimization), RRC UE radio capability transfer procedure cannot be protected.
Editor’s Note: It is FFS how to handle UE radio capability transfer for CIoT UEs that only support CP optimization.
*** END OF CHANGES ***

