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	Feature / Item:
	eNS: Enhanced Network Slicing Security

	Affects:
	UICC apps:

	ME:

X
	AN:

X
	CN:

X
	Others (specify):


	Expected Completion Date:
	SA#88, June 2020

	Service(s) impacted:
	Network Slice specific authentication and authorization.

	Specification(s) affected:
	TS 33.501

	Task(s) within work which are not complete:
	Draft CR for eNS is still not complete, particularly following tasks:

1. Authentication for access to specific Network Slices 
2. Security and privacy aspects related to the solution for Network Slice specific access authentication and authorization


	Consequences if not included in Release 16:
	Network Slice specific authentication and authorization feature will be missed.


Abstract of document: Rel-16 Enhanced Network Slice security could not be completed because of outstanding issues yet to be resolved. Copy of draft CR attached.
Contentious Issues:
1. Role of AUSF in Network Slice specific authentication and authorization

2. Sending of NSSAI to external AAA-S for Network Slice specific authentication and authorization
