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1
Decision/action requested

SA3 is kindly requested to endorse the proposals as in section 4.
2
References

[1]
S3-182661 LS on Secondary Re-Authentication
[2]
S3-183283 Reply LS on Secondary Re-Authentication.

3
Rationale

In SA3 #92 meeting in August, SA3 sent an LS to SA2 [1] with the following question: “what information DN needs to provide to the network to identify the UE and the PDU session in order to initiate the Secondary Re-authentication procedure”
SA2 answered in S3-183283 (S2-1811431) that 

“During Secondary Authentication, as specified in TS23.502 (clause 4.3.2.3), the SMF notifies the DN-AAA with the GPSI, if available, and the IP/MAC address(es) of the PDU Session. 
The DN-AAA can use the IP/MAC address(es), GPSI to identify the UE and the PDU session in order to initiate the Secondary Re-authentication procedure.”
Based on the above answer, the companion CR contribution (S3-183467) updates the secondary authentication procedure to align with SA2 procedure. 
4
Detailed proposal

SA3 is kindly requested to endorse the companion CR contribution S3-183467. 
