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1	Decision/action requested
This contribution proposes a pCR for a key issue to TR 33.825.
2	References
[1]   3GPP TR 23.725 v100: “Study on enhancement of Ultra-Reliable Low-Latency Communication (URLLC) support in the 5GC.”
3	Rationale					
In order to efficiently support URLLC scenarios, it is necessary to consider whether there is a need for improvement of normal authentication procedures. How to minimize the latency impact brought by the authentication procedure for URLLC services shall be taken into account in this part of the study. 
This proposal aims to introduce a key issue to investigate authentication for URLLC services.
4	Detailed proposal
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5.X	Key Issue #X: Authentication adaptations for URLLC service
5.X.1	Key issue details
5GS is expected to accommodate URLLC services. In order to guarantee better support for low latency scenarios, the 3GPP network should consider how to make sure that the authentication procedures are fast enough. On the other hand, from the security perspective, the authentication for URLLC service must be at least of equivalent level of security as the authentication for the normal service. The Release 15 authentication procedures may be too time-consuming for some low-latency services.
For the high-reliability services, the authentication is at least as important as for other services. Because the high-reliability is expected to be provided by redundancy solutions, it may be that the signalling overhead due to authentication procedures is increasing.  
Hence, it is necessary to study how the authentication procedure needs to be adapted for supporting efficiently the URLLC services. 
5.X.2	Security threats
If authentication procedures are too heavy, they may be executed less frequently, resulting in lower overall security. Significant signalling overhead due to authentication may provide potential for Denial of Service attacks against URLLC services, especially, because even a slight slow-down could be critical for low latency scenarios.

5.X.3	Potential Security requirements
The 5G system shall provide an authentication framework which efficiently supports the URLLC service.
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