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1	Decision/action requested
Approve the pCR to the Enhanced Net Slice TR
2	References
 [1]	3GPP TR 23.740
[2]	SA1 requirements 
3	Rationale
This contribution proposes a key issue on performing Slice specific authentication using additional credentials other than the credentials used for primary authentication. 
4	Detailed proposal
****************************** Start of pCR to e-Net Slice TR 33.813 **********************************
5.x Key issue #y: Authentication for access to specific Network Slices using secondary authentication
5.x.1	Description
[bookmark: _Hlk528410838]This key issue will study how to perform Network Slice Access authentication and authorization specific for the Network Slice Access authentication that uses User Identities and Credentials different from the 3GPP SUPI and that takes place after the primary authentication which is still required between the UE and the 5GS for PLMN access authorization and authentication.
In particular, the key issue will will address: Access control to Network Slices that require additional authorization and authentication:
-	How do the UE and the Network know that additional authorization and authentication is required for a Network Slice?
-	How is the additional authorization and authentication triggered and performed? E.g. which procedures are used and when.
5.x.2 Potential security threat
If Slice specific authentication is not performed, unautherized UEs may access the Slice which those UEs are not entitled to access. The unautherized UEs may consume resources of the Network Slice and they may cause DoS to legitimate UEs.
The unauthorized UEs may be any regular UE, which may have successfully completed the primary authentication using 3GPP credentials, but do not have credentials for access the specific Network Slice. Hence such UEs need to be prevented from accessing the Network Slice. 
5.x.1.2 Potential security requirements
It should be possible to perform Network Slice Access authentication and authorization specific Network Slice, in addition to primary authentication if the Slice is configured for such aditional authentication. 
It should be possible to perform the additional authentication on top of primary authentication using credentials other than credentials used for primary authentication used for 3GPP access.
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