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1
Decision/action requested

SA3 should open a living document for the LTE positioning solution
2
References

3
Rationale

3.1
General
SA3 has been asked to develop a solution for encryption of LTE Positioning data. SA3 already has agreements on this but to avoid that they are lost they should be captured in a living document. Additionally, a solution does not require its own TS, instead the living document is a place where SA3 can progress and agree on the final solution which should later be included into 36.305.

3.2
Agreements

Protecting the location information from tampering on the radio link requires a complex solution without mitigating all threats. Threats such as GPS spoofing and forwarding or replaying valid broadcasts from other locations to an UE are likely to remain.

Due to these concerns SA3 has decided not to protect the broadcasted positioning assistance data against such threats.
4
Detailed proposal
***** First Change *****
Annex A (normative):
Ciphering and integrity protection of broadcast data
Editor’s Note: This annex shall describe the solution for encryption of broadcasted LTE Positioning data
***** End of Changes *****

