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1	Introduction
This contribution proposes to add security reuqirenment for TS33.501 clasue 5.4.2 security configurability.
The requirements of the security policies to protect user’s data may different among users with considering the security capabilities of the access networks or services, so it is proposed that 5G system provide users with means to configure security policies to protect user’s data with considering the security capabilities of the access networks or services.
We kindly propose SA3 to agree the following pCR.

2	Proposal
It is proposed to approve below pCR.

**********************Begin of changes********************************
[bookmark: _Toc483244704][bookmark: _Toc483315443][bookmark: _Toc483409313][bookmark: _Toc490577348][bookmark: _Toc490643464]5.4.2	Security configurability
Security configurability lets a user to configure certain security feature settings on a UE that allows the user to manage additional capability or use certain advanced security features.  The following configurability features should be provided:
-	granting or denying access to USIM without authentication as described in TS 33.401[10]
-    security policies configurability to protectect user’s data with considering the security capabilities of the access networks or services.
· e.g. the preferred security capabilities (e.g. levels or parameters) which UEs try to satisfy when UEs choose or negotiate with access networks or services is configurable.
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