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1	Introduction
This contribution proposes to add a key issue on Network Slice Instance creation conflict detection. During the network slice instance creation, if the response of the CSFM A’ request have some delay, the CSFM A may deliver NFI request continuously in the short time. The related security threats and potential security requirements are also proposed.
We kindly propose SA3 to agree the following pCR.

2	Proposal
It is proposed to approve below pCR.

**********************Begin of changes********************************
[bookmark: _Toc495584946]5.x	Key issue #x: Network slice instance creation conflict detection
[bookmark: _Toc495584947]5.x.1	Key issue details
The management aspects of a Network Slice Instance are described in TS 28.530 [2] by the four phases:
- Preparation
- Commissioning
- Operation
- Decommissioning
[bookmark: _Toc495584948]Network slice provisioning in the commissioning phase involves the creation of an NSI. During NSI creation all resources to the NSI have been created and configured to satisfy the network slice requirements. The creation of an NSI can include the creation or modification of NSI constituents. 
During the network slice instance creation, if the response of the Communication Service Management Function (CSFM) A’ request have some delay, the CSFM A may deliver NFI request continuously in the short time. For the first time NSI request from the CSFM A, the Network Slice Management Function (NSMF) is in the commissioning phase that to create an NSI X for A, for the delay issue, the CSFM A deliver the same NSI request repetitively. If the NSMF create an NSI Y for user A, the resource will be wasted, and if the CSMF A deliver the same NFI request many time before the first time NSI creation successful, the resource exhaustion may occured.
5.x.2	Security threats 
The network resource may be wasted, and what’s more, the resource exhaustion attack may be occurred if the NSMF assign the NSI for the user who delivers the same network slice instance requirement repetitively.
[bookmark: _Toc495584949]5.x.3	Potential security requirements
The conflict detection mechanism shall be supported in NSMF in the NSI creation to avoid the assign the NSI for the same request repetitively.
· A notification includes an acknowledgement between Communication Service Management Function (CSFM) and Network Slice Management Function (NSMF) is needed for the NSI creation successfully.

*********************************End of changes*******************************
