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1
Decision/action requested

It is proposed to accept the pCR
2
References

 [1]
3GPP draft TS 33.501v0.4.0 
3
Rationale

To be consistent, it is suggested that KAUSF is also optional in the EAP-AKA’ procedure. Considering the KSEAF is mandatory to implement after authentication and key agreement but KAUSF is optional, it is not reasonable to use the KAUSF to be as the input key for derivation function of KSEAF. Hence it is suggested that the anchor key KSEAF calculation should be based on the first 256-bits of EMSK rather than KAUSF.
There are also some companion contributions S3-173144, S3-173145 addressing the same topic.
4
Detailed proposal

It is proposed to approve the following pCR to draft TS33.501.
********************************** Start of changes ********************************

A.6
KSEAF derivation function

When deriving a KSEAF during EAP-AKA’ run, the following parameters shall be used to form the input S to the KDF.

-
FC = 0x??,

-
P0 = < serving network name>,

-
L0 = length of < serving network name>

Editor’s note: The exact definition of < serving network name> is FFS (see discussion in clause 6.11.3). It is also FFS if other parameters are needed.

The input key Key shall be the first 256 bits of EMSK.
**************************************** End of changes ****************************************

