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Abstract of the contribution:

This contribution analyzes the key issue –privacy role.
1 Introduction 
Communications tasks require multiple different entities, when conducting privacy analysis of a system/protocol/, the entities involved may take on different -- roles from a privacy considerations perspective in different communication phases. Refer to 3GPP TR 22.949[X], and also with considering the network evolving, possible roles involved in privacy analysis are analyzed.

Consequently, we propose privacy requirements as follows.

The roles involved and their obligations in privacy life time need to be clarified.

We kindly propose SA3 to agree the following PCR.

2 pCR 

***
BEGIN CHANGE
***
*** CHANGE 1***
X. Key issue #X: privacy role
X.1 Issue details
Communications tasks require multiple different entities, when conducting privacy analysis of a system/protocol, the entities involved may take on different -- roles from a privacy considerations perspective in different communication phases. 
X.2 Threats
Undefined privacy action (e.g. collect, use, and share) for a role (e.g. user, operator, service provider) may bring privacy abuse. Ambiguous obligations for the privacy roles may take conflict for investigate and affix the responsibility for privacy abuse/disclosure. 
X.3 Privacy requirements
The roles involved and their obligations with respect to privacy need to be clarified.
*** END OF CHANGE 1***
*** CHANGE 2***
3.1
Definitions and Terminology

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Refer to 3GPP TR 22.949[X], and also with considering the network evolving, possible roles involved in privacy analysis are listed as follows.
-
The user:
In general it is assumed, that the user is provided with a 3GPP subscription and extended to service specific entities. 

-
The home operator:
The PLMN operator, with whom the user has the subscription.

-
A "visited" operator:
An operator of a PLMN, which is not the home operator. A visited operator may e.g. be the operator of a 3GPP network, in which the user currently is roaming.

-
The service provider:
1) A service provider who is a 3GPP operator – home or visited – (e.g. location services);

2) A third party service provider who use operator’s network to provide service (e.g. MTC service provider) and has a cooperation with the visited or home operator.

3) A third party service provider who just uses the network connectivity to provide service, but has no business relationship with the operator.

-
The operating administrator and maintenance personal:
The person who administrates/maintains privacy information during its whole life time , person responsible for administration and/or maintenance, may be also responsible for  privacy issues like  privacy storage in network element.
*** END OF CHANGE 2***
***
END OF CHANGES
***
