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Documents treated were the presentations from SA2 (S2-140133) and SA3 (S3-140212).
SA2 presentation by ALU:

It was requested to note that Orange disagreed on slide 4 (Supported scenario: WIC registration of individual Public User Identity with IMS using IMS digest)

NSN: WWSF assigns IMS identities to the users scenario hasn't been discussed in SA3 yet.

The Chairman requested whether the scenario bulk registration of a wildcard  would make into Rel-12. ALU admitted that some companies didn't support this and it wasn't clear to make it for Rel-12.
The SA3 Chairman pointed out that it is very difficult that security work on this scenario would not be ready for Rel-12.

ALU: the e-PCSCF checks the token. There is knowedlge between the e-PCSCF and the WWSF of the keys. There is trust between them. 
Questions to SA3:

· Is there a need from strong trust between the WWSF and the eP-CSCF (meaning that they should belong to the same operator or to entities with trust between each other).
· NSN: yes.
· Are there security implications of deploying eP-CSCF in the VPLMN?
· Ericsson: this seems a very unlikely scenario.

ALU distributed the draft CR (not agreed at that time) S2-140123 for information

SA3 presentation:

ALU agreed on the assumptions except: Scenario 3 and wildcarded IMPU are still under discussion by SA2.

Orange didn't agree with having roaming and device centric out of scope.  Roaming is not out of scope.

ALU: WWSF in the VPLMN would only work where the user is not authenticated by WWSF and it is assigned a random IMPU. 

NSN: why do you need HPLMN in this case if there is a WWSF in the VPLMN? 

ALU: this is access roaming, not IMS roaming.

NSN: why do you call this roaming?

ALU: in this case IMS roaming is out of scope.

NSN: if we don’t get the things on time, probably this week, we will not make it/

The SA3 Chairman pointed out that SA3 will wait for the last three bullets to be solved this week.

Standardize 3rd protocol?

ALU: standardize at least the security requirements of such protocol.

Orange: second bullet is not true. Besides it is a CT1 decision to standardize a signalling protocol.
The conclusion was that SA3 would provide an example protocol. This is an open issue in SA2.

Ericsson: do you plan to especify a signalling protocol in later releases?

ALU: too early to say.

ALU: SA2 will not do further work on this. 
Oath considered in the architecture?

ALU: WWSF can contain multiple servers for multiple purposes. 

ALU: SA3 should not constrain the server belonging to the PLMN operator.

Subscription information synchronization: 

No answer

TURN server:

No answer was provided either.

ALU: question 4 is more critical than question 3.
SA2 Chairman: there is probably no time for creating CRs in this meeting. We could probably answer in March.

