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******* NEXT CHANGE ***********

Annex H (normative): 
Usage of the AMF 

The 16 bits in the AMF are numbered from "0" to "15" where bit "0" is the most significant bit and bit "15" is the least significant bit (see subclause 3.4)

Bit "0" is called the "AMF separation bit". It is used for the purposes of EPS (Evolved Packet System) and is specified in

-
TS 33.401 [28] for E-UTRAN access to EPS;

-
TS 33.402 [29] for non-3GPP access to EPS.
Bit "1" is called the "device binding bit". It is used to signal an authentication vector is bound to a KME and its use is specified in TS 33.187 [aa].
Bits "2" to "7" are reserved for future standardization use.

Bits "8" to "15" can be used for proprietary purposes. See Annex F for examples usages.
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