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Abstract of the contribution: This contribution is a companion contribution to S3-140119 and contains a pCR to TR 33.868 proposing a conclusion for USIM-device binding solution. 
1. Introduction
The below pCR implements the conclusion proposed in S3-140119. 

It is proposed that SA3 agree the below pCR for inclusion in 3GPP TR 33.868 on MTC. 

3. Pseudo-CR to 3GPP TR 33.868

************************************ START of 1st CHANGE *************************************

7
Conclusions

Editor's Note:
This section is intended to list conclusions that have been agreed during the course of the work item activities.
7.X
Conclusion on Solution 5 - Restricting the USIM to specific MEs/MTC Devices 

Considering the complexity of this feature regarding the expected level of security and the desire to select a right combination of solutions to address as much as possible MTC deployment scenarios, the combination of the two following solutions is chosen in Rel-12 to give a good balance:
· One UE-based solution with USAT application pairing solution defined in clause 5.4.4.1.2, and
· One network-based solution defined in a combination of clauses 5.4.4.2.1, 5.4.4.2.3.2 and 5.4.4.2.3.3.1
Both solutions are optional to implement since they will not be needed for all terminals/subscriptions and MTC deployments. 

The network-based solution consists of three optional building blocks which can be deployed in phases. Optional phases of this network-based solution can be deployed gradually, at Operator’s discretion, based on the Operator’s market and security requirements. The rationale for a recommendation is as follows:
· If the Operator chooses to rely on a simple check of IMEI-IMSI binding at the HSS, without cryptographic verification of the IMEI reported by the UE, the Operator can use existing functionality in MMEs or the ADD feature in SGSNs and MSCs.

· If the Operator wants to verify that the IMEI reported by the UE is authentic, the Operator can enhance the simple check at the HSS by adding the KME provisioned at the ME and HSS, and issuing post-processed Authentication Vectors to the devices that require the binding. This solution offers cryptographic protection against ME’s reporting false IMEI.
· If the Operator wants to dynamically manage provisioning of the KME at the UE and HSS, the dynamic provisioning procedure can be added.

************************************ END of 1st CHANGE *************************************

************************************ START of 2nd CHANGE *************************************

8
Impacts to normative specifications

Editor's Note:
This section is intended to capture the impacts to normative specifications within the responsibility of SA3. It can be used as a placeholder to document agreements until a set of normative CRs can be generated for the selected solutions(s).

8.x
 Solution 5 – Restricting the USIM to specific MEs/MTC Devices
The following normative work is impacted by the solution choice:
· 3GPP TS 33.187 for main description of the feature.
And small changes to other SA3 specifications to align with the above description, e.g. TS 33.102 to specify a device binding bit in AMF.

· Stage 3 work in CT1 and CT4 to specify the network-based pairing mechanism and in CT6 to specify UE-based application pairing mechanism.

************************************ END of 2nd CHANGE *************************************

