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SA3 thanks SA2 for the LS and the attached CRs to TS 23.234. The CRs take into account that the scope of TS 23.234 was widened to cover also non-WLAN access networks.
The LS states that “SA2 would like to have SA3 feedback on the proposed changes, and also if SA3 has any recommendations on the protocols that should be used on that interface”. Furthermore, “SA2 kindly requests SA3 to take into account of the changes in their I-WLAN security specifications”.

SA3 discussed the LS and the attached CRs during their meeting SA3#44. SA3 agreed that further study and more information from SA2 were needed before a definitive answer could be given.  However, SA3 would like to give the following preliminary answer:

The I-WLAN-related specification under the responsibility of SA3 is TS 33.234. This specification provides two security mechanisms: 

· Security for Direct IP access (formerly Scenario 2)

· Security for 3GPP IP access (formerly Scenario 3)

Security for Direct IP access: SA3 would like to point out that this solution requires as a minimum that the EAP framework is supported by the non-WLAN access network. Furthermore, it seems required that the EAP authenticator in the access network and the EAP peer (the UE in 3GPP terms) establish link layer security, based on keys derived from an EAP protocol run. Other functions may also be required of the access network, which is ffs. The formulations “providing equivalent security” and “equivalent functionality” in the CRs attached to the LS are not sufficiently concrete to allow SA3 to determine whether the security mechanism for Direct IP access would still work. 

Security for 3GPP IP access: the security mechanism for 3GPP IP access seems unlikely to be affected by the changes to TS 23.234, as it requires only IP connectivity between the UE and the PDG. 
In order to avoid misunderstanding, SA3 would also like to remark that SA3 does not try to answer the question whether a certain type of access network should only be used with an IPsec tunnel between UE and PDG, provided by 3GPP IP access. 
Actions to SA2: 
Take the above into account and provide SA3 with more information about the capabilities of the non-WLAN access networks. SA2 is kindly requested to answer the following questions in particular: 
· Is the non-WLAN access network required to support the EAP framework?

· Do the EAP authenticator in the access network and the EAP peer establish link layer security, based on keys derived from an EAP protocol run?
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