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==== BEGIN CHANGE ==== 

3.1 Definitions 
For the purposes of the present document, the following terms and definitions apply: 

Bootstrapping Server Function: BSF is hosted in a network element under the control of an MNO. BSF, HSS, and 
UEs participate in GBA in which a shared secret is established between the network and a UE by running the 
bootstrapping procedure. The shared secret can be used between NAFs and UEs, for example, for authentication 
purposes. 

Editor's note: Definition to be completed. 

ME-based GBA: in GBA_ME, all GBA-specific functions are carried out in the ME. The UICC is GBA-unaware. If 
the term GBA is used in this document without any further qualification then always GBA_ME is meant, see clause 4 of 
this specification. 

UICC-based GBA: this is a GBA with UICC-based enhancement. In GBA_U, the GBA-specific functions are split 
between ME and UICC, see clause 5 of this specification. 

Network Application Function: NAF is hosted in a network element under the control of an MNO. GBA may be used 
between NAFs and UEs for authentication purposes, and for securing the communication path between the UE and the 
NAF. 

Editor's note: Definition to be completed. 

Bootstrapping Transaction Identifier: the bootstrapping transaction identifier (B-TID) is used to bind the subscriber 
identity to the keying material in reference points Ua, Ub and Zn. 

GBA User Security Setting: An application-specific parameter set describing the security related usage of 
bootstrapping function by the BSF and, optionally, some types of NAFs in the context of an application and in relation 
to a subscriber. A user security setting has two parts, an authentication part, which contains the list of identities of the 
user needed for the application (e.g. IMPI, IMPUs, MSISDN, pseudonyms), and an authorisation part, which contains 
the user permission flags (e.g. access to application allowed, type of certificates which may be issued). Sometimes also 
called application-specific user security setting. 

GBA User Security Settings: the set of all application-specific user security settings. 

==== BEGIN NEXT CHANGE ==== 

4.3.3 Reference point Zh 

The reference point Zh used between the BSF and the HSS allows the BSF to fetch the required authentication 
information and all GBA user security settings from the HSS. The interface to the 3G Authentication Centre is HSS-
internal, and it need not be standardised as part of this architecture. 

Editor’s note: It is ffs, jointly with CN4 and SA2, whether the authorisation part of all USSs is transferred over Zh, 
or by other means. SA3 expresses a preference for Release 6, however, to transfer the authorisation 
part of the USSs for, at least, the GBA-specific entities PKI-portal (cf. TS. 33.221) and Authentication 
Proxy (TS 33.222) over Zh. 

4.3.4 Reference point Zn 

The reference point Zn is used by the NAF to fetch the key material agreed during a previous HTTP Digest AKA 
protocol run over the reference point Ub from the UE to the BSF. It is also used to fetch application-specific user 
security settings from the BSF, if requested by the NAF. 

Editor’s note: It is ffs, jointly with CN4 and SA2, whether the authorisation part of the application-specific USSs is 
transferred over Zn, or by other means. SA3 expresses a preference for Release 6, however, to transfer 
also the authorisation part of the application-specific USSs for, at least, the GBA-specific entities PKI-
portal (cf. TS. 33.221) and Authentication Proxy (TS 33.222) over Zn. 

==== END CHANGE ==== 
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