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1. Overall Description: 

To access PS services like IMS a WLAN UE has to establish first a secure tunnel to the PDG in the mobile core 
network providing the service. The tunnel endpoint IP address is determined by the WLAN UE resolving the 
selected W-APN FQDN using standard DNS mechanisms. The WLAN UE obtains its local IP address from the 
WLAN AN or the VPLMN. In principle the WLAN UE can associate to a WLAN AN that supports IPv4 or IPv6 
addresses. On the other hand, the W-APN DNS resolution procedure may return also an IPv4 or IPv6 address. 
It is not clear to SA2 whether the WLAN UE is able to establish a secure tunnel to the PDG, if the tunnel 
endpoints at the WLAN UE and PDG use IP addresses of different IP versions. 

 
2. Actions: 

SA2 kindly asks whether SA3 sees any problems from a security point of view to establish a secure tunnel 
between the WLAN UE and the PDG, if the WLAN UE has obtained a local address with an IP version different 
from that of the tunnel endpoint at the PDG, e.g. by using mechanisms like IP-in-IP encapsulation. 
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TSG-SA2 Meeting #41 16-20 August 2004 Montreal, Canada 
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