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1. Overall Description: 

SA2 has noted that section 5.1.1 of TS 23.246 v 6.2.0 includes three security requirements that should be under 
the remit of SA3. The requirements are as follows: 
 
 
5.1.1 Content Provider Authentication, Authorization and Charging 
 
The BM-SC shall be able to authenticate 3rd party content providers, providing content for MBMS transmissions. 
 
3rd party content providers may wish to initiate an MBMS transmission. In such cases, the BM-SC shall be able to 
authorize content providers to transmit data over MBMS bearer services depending on operator policy. 
 
The BM-SC shall be able to verify the integrity of data received from content providers. 
 
 
SA2 intend to remove these requirements from TS 23.246 and SA2 would like to ask SA3 to include these 
requirements to SA3 TS 33.246 since they are under the remit of SA3.  
 
 
2. Actions: 

To SA3 group. 

ACTION:  SA2 kindly asks SA3 opinion to move the above mentioned requirements to SA3 TS 33.246 and 
inform SA2 of the SA3 decision. 

 

3. Date of Next TSG SA2 Meetings:    

SA2 40 17th – 21st May 2004 Sofia Antipolis, France 

SA2 41 16th – 20th August 2004 Montreal, Canada 
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