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Reason for change: � The specification in section 6.1.2 that the path length of the CA certificate should 

be at least 2 is unnecessarily restrictive since a path length of 1 would also be 
acceptable. In fact it should be possible to specify a path length of 1 in 
deployments to improve security.  

  
Summary of change: � Change the path length of the CA certificate to "unlimited or at least 1". 
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6.1.2 CA Certificate profile 

In addition to clause 6.1.1, the following requirements apply: 

- The RSA key length shall be at least 2048-bit; 

- Extensions: 

- Optionally non critical authority key identifier; 

- Optionally non critical subject key identifier; 

- Mandatory critical key usage: At least keyCertSign and CRL Sign should be asserted; 

- Mandatory critical basic constraints:  CA=True, path length unlimited or at least 21. 
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