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Annex C (normative): 
Structure of the RAND for GBA_U  
 

This section specifies the structure of the special-RAND for GBA_U. A GBA-aware UICC shall recognize the GBA_U 
special-RAND and perform the key derivations that are described within section 5 and Annex B. An HSS (AuC) that 
supports GBA_U shall only generate the special-RANDs defined within this Annex C when, for a GBA-aware UICC, 
an Authentication Vector Request originates from a GBA_U aware BSF. 

The ME takes the received RAND unmodified as the input to the authentication and ciphering key generation 
algorithms A3 and A8.  

The structure of special RAND values is the following for GBA_U:  

 

 

 

 

Bit 0 is the most significant bit of RAND and bit 127 is the least significant bit of RAND. 

- length of Flag:     32 bits; 

- length of Context:      4 bits; 

- length of Non predictable bits: 92 bits. 

Flag:  

In special-RAND values, the flag is set to a particular binary pattern (all 32 bits set to 1) to indicate that bits 32-35 
(Context bits) shall be interpreted by the UICC. 

Context: 

The value 0000 is used for GBA_U. 

 

           Flag Context Non predictable bits 

0 31 32 35 36 127
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