3GPP TSG-SA3 Meeting #115-adhoc-e 	draft_S3-241205-r2 
Online, April 15 – April 19, 2024

Source:	Intel, Nokia
Title:	Security Assumptions
Document for:	Approval
Agenda Item:	5.15
1	Decision/action requested
Approve the pCR to TR 33.754
2	References
[bookmark: _Hlk524429755][1]   3GPP TR 23.700-54 V0.2.0 "Study on Multi-Access (DualSteer and ATSSS_Ph4)" 
3	Rationale
[bookmark: _Hlk1462039]This contribution proposes input text for the security assumptions of TR 33.754.

4	Detailed proposal
SA3 is requested to approve the following pCR.
*****START CHANGE*****
[bookmark: _Toc159226032][bookmark: _Toc162518003][bookmark: _Toc158643687][bookmark: _Toc112758897][bookmark: _Toc116921929][bookmark: OLE_LINK8][bookmark: OLE_LINK9]4	Security assumptions

Before authorizing UE communications over Non Integrated Non-3GPP access, UE is authenticated by the core network via 3GPP access.

Two UEs as a part of the DualSteer device don’t share any private/security data (e.g., SUCI/SUPI, key vectors, etc.).
Editor’s Note: This clause includes the security assumptions for the study. 
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