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1	Decision/action requested
It is proposed to approve the change described in this document.
2	References
[1]	3GPP TR 33.883: "Study on security enhancements for 5G multicast-broadcast services phase 2".
3	Rationale
[bookmark: _Hlk99111327]To address the security requirement in key issue#1, it’s proposed to use the solution#3 and user-plane procedure in solution#1 as baseline for normative work.
4	Detailed proposal
*** 1st CHANGE ***
[bookmark: _Toc116916253][bookmark: _Toc116916371][bookmark: _Toc119703373][bookmark: _Toc108098899][bookmark: startOfAnnexes]7	Conclusions
7.X	Conclusion on Key Issue #1
The following conclusions are made on Key Issue #1: Security handling in MOCN network sharing scenario:
· 
· 
· If the content is protected by application, the security protection in service layer is not required.
· [bookmark: _GoBack]If the MOCN optimization feature is activated, the security protection in service layer will be disabled. The security of broadcast session will rely on application layer.
*** END OF 1st CHANGE***

	
	
	



