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1
Decision/action requested

Approve this document to provide a new solution for KI#2.
2
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3
Rationale

The contribution proposes to add a solution for key issue #2 to secure the procedures with respect to temporary slices. 

4
Detailed proposal

***  BEGINNING OF CHANGES  ***

5.Y
Solution #Y: Secure the temporary network silces by authorization revocation
5.Y.1
Introduction

This solution addresses key issue #2 on securing the temporary network slices.
In this solution, it is proposed that the AMF also sends S-NSSAIs availability policies to the AAA-S to align the temporary network slice information.
For the UEs do not support the availability policies, the authorization revocation procedure described in clause 16.5 of TS 33.501 [4] is used to revoke the authorization of the UE for certain temporary network slices.
5.Y.2
Solution details
After the UE is authenticated and authorized to access temporary network slices according to the procedures described in clauses 16.2 and 16.3 of TS 33.501 [4], the AMF sends the authorized temporary S-NSSAIs availability policies to the UE. For certain S-NSSAIs that the slice-specific authenticated and authorized is required, the AMF also sends the availability policies to the AAA-S via NSSAAF.
NOTE:
Whether S-NSSAI validity policies is sent to the UE in the Configured NSSAI or separate is to be determined by SA2.

When the AAA-S determines the availability of certain temporary S-NSSAIs is not valid for the UE according to the availability policies, the AAA-S triggers the slice-specific authorization revocation as described in clause 16.5 of TS 33.501 [5] to revoke the authorization of UE for the S-NSSAIs. The AMF removes any status it may have kept of the corresponding S-NSSAIs in the UE context and sends the UE Configuration Update message to the UE to remove these S-NSSAIs from the current Allowed NSSAI.
5.Y.3
Evaluation

This solution addresses KI#2 to secure the temporary network slices by revoking the authorization of the UE for temporary slices that are not valid according to the availability policies.
After the slice-specific authentication and authorization, the AMF also sends the availability policies to AAA-S for alignment of temporary slice information. When certain temporary slices are not valid for the UE, the authorization of the UE for accessing these network slices will be revoked by the slice-specific authorization revocation procedure to prevent the UE from accessing the terminated slices.

***
END OF CHANGES
***

