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1
Decision/action requested

It is requested to approve this proposal in TR 33.898 [1].
2
References

[1]
3GPP TR 33.898: “Study on Security and Privacy of AI/ML-based Services and Applications in 5G”.
3
Rationale

This propose is aimed to add evaluation for solution#1.
4
Detailed proposal

**** Start of Changes****

5.1
Solution #1: Reusing existing mechanism for authorization of 5GC assistance information exposure to AF
5.1.1
Introduction 

This solution addresses key issue#1 on authorization for 5GC assistance information exposure to AF. It is proposed to reuse existing mechanism for authorization of 5GC assistance information exposure to AF.
5.1.2
Solution details

5GC assistance information exposure to external AF in the data network is authorized by reusing the OAuth-based authorization mechanism as depicted in clause 12.4 in TS 33.501 [4]. If CAPIF is used, authorization method for 5GC assistance information exposure to AF defined in clause12.5 in TS 33.501 [4] is reused.

5.1.3
Evaluation

This solution addresses the key issue #1 “Privacy and authorization for assistance information exposure to AF”.
This solution proposes reusing existing mechanism (e.g. OAuth-based authorization mechanism, CAPIF ) to authorize the AF accessing assistance information. Therefore, it has no impact.
**** End of Changes****

