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1	Decision/action requested
It is proposed to approve the change described in this document.
2	References
[1]	3GPP TR 33.883: "Study on security enhancements for 5G multicast-broadcast services phase 2".
3	Rationale
[bookmark: _Hlk99111327]As stated in the TR 33.883 [1], an attacker eavesdrop over the paging channel for MBS UEs may be able to infer members of the MBS group presence in the paging area. If operators has such kind of privacy concern, the AMF may choose part of or all the UEs may be notified by regular paging. With this approach, limited information will be acquired by attacker. 
In SA3#110 meeting, some companies provided comment on the paging handling for MOCN case. Considering the group paging is only used in multicast case, such comment is not applicable for MOCN, which covers broadcast case. 
4	Detailed proposal
*** 1st CHANGE ***
[bookmark: _Toc108098899]6.X	Solution # X: A new solution to mitigate the privacy attack with TMGI
[bookmark: _Toc108098900]6.X.1	Introduction 
To address the key issue#2 of present document, the solution proposed to use paging strategies against inferring members of the MBS group presence by eavesdropping from an attacker.
[bookmark: _Toc108098901]6.X.2	Solution details
At MBS session activation procedure, the multicast group paging is used as specified in clause 7.4.5.2 in TS 23.247 [6]. To address the privacy concern, part of or all the UEs may be notified by regular paging. The paging strategies of using group paging and/or regular paging is up to AMF implementation.
[bookmark: _Toc108098902]6.X.3		System impact
The solution aligns with the procedure as specified in clause 7.4.5.2 in TS 23.247 [6].
[bookmark: _Toc108098903]6.X.4	Evaluation
The solution addresses the key issue#2 in present document and provides a mean to mitigate the privacy attack based on paging strategies. No additional procedures are added.
*** END OF 1st CHANGE***
	
	
	



