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1	Decision/action requested
It is proposed to approve the pCR to TR 33.739.
2	References
[1]	3GPP TR 33.739: "Study on security enhancement of support for edge computing phase 2"
3	Rationale
This contribution proposes to update conclusion of the key issue #2.1 to consider the security of the EAS discovery related messages between V-EASDF and DNS server of HPLMN and to consider the non-roaming case. 
4	Detailed proposal
Approve the following changes to TR 33.739 [1]. 
*** Start of Change ***
[bookmark: _Toc128687201]7.8		Conclusions for Key Issue #1.2
It is proposed to reuse the DNS over (D)TLS specified in Annex P of TS33.501 to protect the discovery message between UE and V-EASDF and it is recommended to reuse the DNS over (D)TLS specified in Annex P of TS 33.501 to protect the discovery messages between V-EASDF and DNS server of HPLMN. 
Hence, it is required to clarify in Annex T of TS33.501 that the UE and (V-)EASDF need to support DNS over (D)TLS, and if the core network is used to configure the security information used for (D)TLS protection to the UE as specified in Annex P of TS33.501, the (V-)SMF as the specific NF of the core network is used to provide the security information of (V-)EASDF to the UE. 
NOTE: The security information of V-EASDF provided to the UE is only related with the VPLMN parameter. 
Editor’s Note: The non-roaming case on the configuration is FFS
Editor’s Note: The security of the communication between V-EASDF and H-EASDF/DNS is FFS
Editor’s Note: Further conclusion is FFS
*** End of Change ***

