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1	Decision/action requested
This contribution updates the conclusion on KI#3 in TR 33.882.
2	References
[bookmark: _Hlk524429755][1]   3GPP TR 33.882 V0.5.0 " Study on personal IoT networks security aspects" 

3	Rationale
[bookmark: _Hlk1462039]This pCR proposes a conclusion for KI #2 "Authorization of PIN capabilities",:
Solution #8 addresses the authorization of PIN capabilities in a network, according to TS33.882[1]. The solution authorizes an Application Function (AF) to manage a specific PIN using OAuth 2.0.The PIN identity is included in the access token sent to the AF for authorization. The solution uses OAuth 2.0, which is already covered in TS 33.501 clauses 12 and 13. It is recommended to reuse existing methods for Authorization of PIN capabilities
4	Detailed proposal
It is proposed to approve the following changes for inclusion in TR 33.882.
*****START CHANGE*****
[bookmark: _Toc112758897][bookmark: _Toc116921929][bookmark: OLE_LINK8][bookmark: OLE_LINK9]7	Conclusions 
[bookmark: _Toc21380][bookmark: _Hlk126749306]7.X	Conclusion on Key Issue #2 " Authorization of PIN capabilities."
The conclusions for KI#2 are:
-	Application function authorization to manage resources associated with a PIN uses OAuth 2.0 token-based authorization. The NEF uses information provided by the AF.
-	The NEF verifies the validity of the OAuth token included in the request and checks that the application ID included in the token is authorized to access the requested resource.
- 	The PIN ID should be considered when authorizing the PIN AF to access the UDR for modifying data related to that specific PIN ID.
	
Note: The details and procedure for mapping the application and pin id and corresponding authorization aspects are to be specified during the normative phase. 
*****END CHANGE*****

