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1	Decision/action requested
Discussion on the procedure of HONTRA.
2	References
[1] 	TR33.737 v0.5.0
[2] 	S3-231478
3	Rationale
There are five editor's notes in the procedure of HONTRA.
Editor’s Note 1: Whether a new UDM service is needed is FFS, whether it is needed that a consumer NF (e.g. AUSF) triggers the UDM is FFS. 
Editor’s Note 2: The handling of multiple AMFs registered to the UDM is FFS. 
Editor’s Note 3: The name and the type (request/reply, subscribe notify etc) of the interaction between the AMF and UDM is FFS. 
Editor’s Note 4: The serving network has its own authentication policy. Moreover it is possible that the UE cannot be reached. Therefore it is FFS whether it can start a primary authentication right away after receiving the authentication message from the UDM.
Editor’s Note 5: The step details such as for aspects covering operator/local configuration/policy usage, UDM logic, or trigger to UDM etc. are FFS.
This contribution discusses how to solve these editor's notes.
4	Detailed proposal
A. In AKMA service, if there is no AKMA context in the AAnF or the AKMA key is invalid, the AAnF can use a new service operation to notify the UDMs to trigger the primary authentication.
Observation 1: In AKMA service, the AAnF can use a new service operation to notify the UDMs to trigger the primary authentication.
Proposal 1: To resolve EN1, a new UDM service is needed, and a consumer NF (e.g. AAnF) can notify the UDM to trigger the primary authentication.

B. During multi-registration, the UDM may store AMF IDs in two access modes. The UDM can select the latest accessed AMF to trigger the primary authentication. However, since 3GPP access has wider coverage than non-3GPP access. and the UDM is not aware of the UE location, it is recommended that the AMF corresponding to 3GPP access is preferred to trigger the primary authentication.
Observation 2: UDM may store AMF IDs in two access modes,  it is recommended that the AMF corresponding to 3GPP access is preferred to trigger the primary authentication.
Proposal 2: To resolve EN2, the AMF accessed by 3GPP is preferred to trigger the primary authentication.

C. In the clause 5.1.2 of the TS 24.501, primary authentication must occur when the UE is in 5GMM-CONNECTED mode. However, the UDM that is responsible for triggering the primary authentication can get to know that the UE is in the 5GMM-CONNECTED mode only during a registration procedure.
When a UE roams from the EPC to the 5GS, the UDM may find that there is no AUSF address corresponds to the UE. In this case, if the home network supports SORs and UPU, or the UE subscribes to AKMA services, a primary authentication needs to be triggered. At this time, the UDM knows that the UE is in 5GMM-CONNECTED mode and the UDM only needs to respond to the AMF registration message.
If the UDM does not know the mode of the UE, the UDM needs a new service operation to trigger primary authentication.
Observation 3 and 5: There are two scenarios for the UDM to trigger primary authentication. One is that the UDM knows that the UE is in 5GMM-CONNECTED mode, and only one response message is required. In addition, if the UDM does not know the mode of the UE, the UDM needs a new service operation.
Proposal 3: To resolve EN3, a new procedure is added for the condition that only one response message is required.

D. When a UE is in 5GMM-IDLE mode, the AMF needs to page or notify the UE to trigger a service request. The primary authentication can be triggered only when the UE is in 5GMM-CONNECTED mode. If the UE is unreachable and cannot respond to the paging or notification message, the AMF can return a response message to the UDM and notify the UDM the current status of the UE. In addition, a timer can be set to trigger the primary authentication. In addition, the AMF can notify the UDM of this policy.
Observation 4: When a UE is in 5GMM-IDLE mode, the AMF needs to page or notify the UE to trigger a service request. The primary authentication can be triggered only when the UE is in 5GMM-CONNECTED mode.
Proposal 4: To resolve EN4, it is recommended that the AMF needs to page or notify the UE to trigger a service request when UE is in 5GMM-IDLE mode. If UE is unreachable and cannot respond to the paging or notification message, the AMF can return a response message to the UDM and notify the UDM the current status of the UE.
[bookmark: _Toc107949223][bookmark: _Hlk102751453]5	Conclusions and proposals
Proposal 1: To resolve EN1, a new UDM service is needed, and a consumer NF (e.g. AAnF) can notify the UDM to trigger the primary authentication.
Proposal 2: To resolve EN2, the AMF accessed by 3GPP is preferred to trigger the primary authentication.
Proposal 3: To resolve EN3, a new procedure is added for the condition that only one response message is required.
Proposal 4: To resolve EN4, it is recommended that the AMF needs to page or notify the UE to trigger a service request when UE is in 5GMM-IDLE mode. If UE is unreachable and cannot respond to the paging or notification message, the AMF can return a response message to the UDM and notify the UDM the current status of the UE.
The draft CR S3-231846 updates the procedure of HONTRA according to the above four proposals.
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