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Decision/action requested

Approve the pCR below in TR 33.740
2
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3

Rationale

For the security for UE-to-UE Relay discovery, it is proposed to agree on interim conclusion of using a single set of security parameters associated with the RSC for the protection of discovery messages (Approach#1 below) as this constitutes the common core set of security parameters required by both approaches below. 
It is proposed that further conclusions are FFS with regards to Approach#2 to be considered based on progress (i.e., Model A support).
· Approach#1 - single key set 
One key set associated with RSC used by End UE and U2U Relay for U2U Relay discovery message protection
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· Approach#2 - multiple key sets 
One first key set as above plus additional key set used at the End UE for per direct discovery set protection
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4
Detailed proposal

It is proposed to approve the following changes for inclusion in TR 33.740 [1]. 
*** BEGIN CHANGES ***

7.1
Key Issue #1: Security for UE-to-UE Relay discovery
For Key Issue #1, the followings are taken as conclusions:

· For UE-to-UE Relay discovery security, the direct discovery sets and the U2U discovery set are protected using a single set of discovery security materials associated with RSC.

· 5G PKMF and 5G DDNMF can provide discovery security materials to UE-to-UE Relay, Source UE and Target UE.

Editor’s Note: Further conclusions are FFS

*** END OF CHANGES ***

