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1
Decision/action requested

It is requested to approve the new key issue on authentication of UE behind RG.
2
References

[X]
3GPP TS 33.501 " Security architecture and procedures for 5G system"
[Y]
3GPP TR 33.887 "Study on Security aspects for 5WWC Phase 2"
[Z]
3GPP TR 33.316 "Wireless and wireline convergence access support for the 5G System (5GS)"
3
Rationale
This contribution addresses the new KI in TR 33.887 [X].
4
Detailed proposal

SA3 is kindly requested to agree to the below pCR to TR 33.887[X].

**** START OF CHANGE ****
6.X
KI #X: Authentication of UE behind RG and connected via NSWO
6.X.1
Key issue details
As per the existing specs, UE can connect to RG and get the services via trusted access or non-trusted access. Authentication aspects are defined in TS 33.501[X] clause 7B.4. 
A UE can connect to a WLAN access network using its 5GS credentials without registering with 5GS. The architecture is based on the Non-Seamless WLAN Offload Function (NSWOF) defined in TS 33.501[X] annex S.

.
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However, there is also a possibility that UE can be connected to RG via WLAN or wireline and can access NSWO to offload some traffic.
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In this case, how UE shall be authenticated towards NSWOF is not defined. The solutions to this key issue need to address the following aspects:
· Authentication of UE at NSWO connected via RG

6.X.2
Security threats
TBD. 

6.X.3
Potential requirements
TBD. 
**** END OF CHANGE ****
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