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	Expected Completion Date:
	April 2022 (SA3#106-e-Bis)

	Service(s) impacted:
	ProSe services

	Specification(s) affected:
	TS 33.503

	Task(s) within work which are not complete:
	- Control Plane based security procedure for 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay. 

- A new Prose anchor function may be defined for storage of 5G PRUK keys.

- Details on the security of UE-to-NW relay discovery procedures

- Details on the CP based secondary authentication procedures

- Remaining Editor's notes

	Consequences if not included in Release 17:
	- No Control Plane based security mechanism defined for 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay

- Unclear how UE-to-NW relay discovery works

- Unclear how CP based secondary authentication works 

- Open Editor's Notes in technical spec.


Abstract of document:

In SA3#106-e meeting, it is decided that the 5G PRUK and 5G PRUK ID shall be stored for the Control Plane based security procedure for 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay. However, where 5G PRUK and 5G PRUK ID are stored is still under discussion.
This work item exception requests to extend the deadline of the SA3 5G_ProSe work till April 2022.
Contentious Issues:

None
