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***** START OF CHANGES *****
7.16	Key Issue #16: Privacy protection of PDU session-related parameters for relaying

With a L2 UE-to-Network relay between the Remote UE and the network, no new security vulnerabilities related to KI #16 is identified, hence no new solution is needed. The existing mechanism in TS 23.501 [15] and TS 33.501 [14] are capable to meet the security requirements of KI #16. 
[bookmark: _Hlk69716001]As per TS 23.304[16], for a L3 UE-to-Network relay, both remote UE and the UE-to-Network relay are provisioned with a set of PDU session parameters for each Relay Service Code (RSC) during the initial provisioning step. But the PDU session parameters are not exchanged during discovery and PC5 connection setup procedures, so no new security vulnerabilities regarding this KI are identified. The RSC may indirectly reveal the PDU session parameters, but is protected during discovery as per KI#1 and protected during connection setup as per KI#5. Therefore, no solution is needed for the normative work. 

NOTE:	The conclusion for the case of an L3 U2N relay between the Remote UE and the network is not addressed in the present document.


***** END OF CHANGES *****

