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***** START OF CHANGES *****
[bookmark: _Toc84683274][bookmark: _Toc84683915][bookmark: _Toc85213446][bookmark: _Hlk69716001]7.5	Key Issue #5: Privacy protection over the UE-to-Network Relay
The following text is taken as a conclusion for the UE-to-Network Relay solution (L2, L3 with/without N3IWF):
Solution #42 is used as a basis for the normative work to protect the privacy of identifiers (e.g., RSC and PRUK ID) sent in the Direct Communication Request message, when restricted discovery is used.  
Path switch is not included in the present document, no normative work is needed to address any privacy issue for the path switch scenario.
NOTE: A conclusion on updating of User Info ID to (out-of-coverage) Remote UEs is not addressed in this document.
***** END OF CHANGES *****

