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\*\*\* 1st CHANGE \*\*\*

# W.4 Security mechanisms for MBS traffic transmission

## W.4.1 Key derivation, management and distribution

### W.4.1.1 General

For security protection of MBS traffic, control-plane procedure and user-plane procedure are optionally supported in service layer. The user plane security between UE and RAN shall be deactivated when 5GC shared MBS traffic delivery method for MBS data transmission is used to avoid redundant protection.
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