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# 1 Overall description

SA3 thanks RAN2 for their LS on QoE report handling at QoE pause. SA3 discussed the potential security issue raised for Option 1 (“Application layer is responsible for storing QoE reports when the UE receives QoE pause indication”) and arrived at the following conclusion:

Regarding the Option 1, QMC (the function controlling QoE measurements configuration and reporting) and Media Client (the function collecting and reporting QoE measurements according to the configured QoE metrics) are trusted if they are implemented by the UE vendor. In that case, the QMC and the Media Client do not expose QoE pause indication to the applications and then SA3 does not see any security issue with Option 1. If there is any UE implementation in which the application knows about the QoE pause indication, SA3 does not prefer Option 1.

In addition, SA3 does not see any security issue with Option 2.

# 2 Actions

**To RAN2:**

**ACTION:** SA3 kindly asks RAN2 to take the above information into account in their future work.
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