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	Reason for change:
	1. “The received 5G security context” is not clear here. In registration with AMF reallocation via direct NAS reroute, the target AMF receives the 5G security context from initial AMF. If 5G-GUTI is included in the received the Registration Request message, the target AMF also receives the 5G security context from old AMF when retrieving the UE context from old AMF. 
2. In addition, the target AMF uses the 5G security context from initial AMF instead of the 5G security context from old AMF. It’s not needed to retrieve the 5G security context from old AMF.
3.  In normal case, if SUCI is included in the received the Registration Request message, the AMF is required to perform authentication. However, if the UE security context and SUPI is available for target AMF, it is optional to perform authention based on local policy, which may decrease the signalling overload between UE and network side.
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	1. Clarification on the used 5G security context via direct NAS reroute.
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********** START OF 1st CHANGE **********
6.9.6
Security handling in registration with AMF reallocation via direct NAS reroute
In registration with AMF reallocation via direct NAS reroute, the initial AMF shall use its local policy to determine whether to perform horizontal KAMF derivation on current KAMF. 
If the target AMF receives the indication of horizontal KAMF derivation (i.e., keyAmfHDerivationInd) from the initial AMF, it shall initiate NAS SMC.  If the target AMF does not receive keyAmfHDerivationInd, the target AMF shall use the received security context from initial AMF and send protected NAS message including protected authentication request message if authentication is needed. The target AMF decides whether to perform authentication based on local policy when SUCI/5G-GUTI is included in the received the Registration Request message.
********** END OF 1st CHANGE **********
