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1. Discussion
As discussed in SA2#96, specifications currently allow an ISRP rule to contain multiple lists of Routing Rules, each one including a prioritized list of access networks. This is shown in the figure below, which shows an ISRP rule with four flow distribution rules; two for NSWO, one for IFOM and one for MAPCON. In theory, every flow distribution rule can contain a different Routing Rule, i.e. a different list of prioritized access networks. Having multiple different Routing Rules in the same ISRP rule makes it difficult for the UE to select a WLAN access network. Which Routing Rules should be used for selecting a WLAN network? Should the UE combine all these Routing Rules? The problem is that current specifications do not provide an answer to these questions and thus different UE implementation may use different WLAN selection algorithms, which leads to inconsistent UE behavior in practice.
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Given that the WLAN selection behavior of the UE should be clearly specified in the Rel-12 specifications, we investigate below a few solutions for handling this problem.
NOTE: The above problem does not exist when the UE applies an active ISMP rule because the ISMP rules are defined to include only a single list of preferred access networks.
1.1. Possible Solutions
NOTE: The solutions discussed below do not affect how the UE selects the active ISRP rule in the roaming case. The solutions apply after the UE has selected the active ISRP rule by using the procedures specified in clause 6.3.3 of TR 23.865.
A. Solution that keeps the existing ISRP structure

This solution is essentially the one agreed in SA2#96 (and included in TR 23.865) but it is further explained here. As shown in the figure below, the ISRP structure remains unchanged: It contains a list of flow distribution rules, each one with a Rule Priority, an IPFlow specification, Validity conditions and a Routing Rule, which contains a prioritized list of access networks. This solution however applies a restriction to the current specifications. It allows only two different Routing Rules (i.e. prioritized access lists) in the same ISRP node: One Routing Rule that applies to all rules for NSWO (shown as List 1) and another Routing Rule that applies to all MAPCON and IFOM rules (shown as List 2). To satisfy this restriction, the ANDSF should make sure that a single ISRP node cannot contain more than two different Routing Rules. 
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The rational of allowing up to two different Routing Rules in the same ISRP node is the following. In most practical cases, it is expected that operators will have either (i) one list of preferred accesses for IFOM, MAPCON and NSWO or (ii) two lists of preferred accesses: one list for IFOM/MAPCON (i.e. for EPC access) and another list for NSWO. Therefore, in most practical scenarios, the active ISRP rule is sufficient to include only two different lists of access preferences or two different Routing Rules.
If the active ISRP rule in the UE can have up to two different lists of access preferences, then the WLAN selection behavior of the UE can be straightforward: The UE can select a WLAN by considering one list first, say the list for NSWO. If the UE can discover a WLAN that mathes this list, this WLAN is selected. If however no discovered WLAN can match this list, then the UE considers the second list. Which list the UE considers first depends on UE configuration and/or user preferences (e.g. the UE may be configured to prefer WLAN for NSWO over WLANs for EPC access).
The benefit of this solution is that it keeps the same ISRP structure and thus (a) it requires very few specification changes and (b) it creates no backwards compatibility issues. This solution requires the following specification changes: 
(i) Specify that in the same ISRP node (a) all ForServiceBased (MAPCON) and all ForFlowBased (IFOM) rules must contain the same Routing Rules (i.e. that same list of access preferences) and (b) all ForNonSeamlessOffload (NSWO) rules must also contain the same Routing Rules (i.e. that same list of access preferences).

(ii) Specify the UE behavior when it applies an ISRP rule that contains two different Routing Rules. That is, specify which of these two Routing Rules is considered first for selecting a WLAN access network.
B. Solution that modifies the ISRP structure 
This solution modifies and expands the ISRP structure as shown in the figure below. The ISRP structure is expanded to include one new node that includes “WLAN preferences” and the existing RoutingRule is restricted to include a prioritized list of Access Technologies (i.e. WLAN priority 1, 3GPP access priority 2), not a prioritized list of access networks. 
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The expanded ISRP rule includes again a list of flow distribution rules but each of these rules has a Routing Rule that indicates a prioritized list of access technologies (either WLAN or 3GPP). As an example, a flow distribution rule for MAPCON may indicate to “establish PDN connections to the Internet APN during rush hours over: WLAN access (priority 1) or 3GPP access (priority 2)”. The UE evaluates the flow distribution rules in priority order and determines the access technology (WLAN or 3GPP) that should be used for a particular IP flow or PDN connection.
Note that the “WLAN preferences” node may include either (a) one prioritized list of WLAN access networks or (b) two prioritized lists of WLAN access networks: one list with preferred WLANs for NSWO and another list with preferred WLANs for EPC Access (i.e. for IFOM/MAPCON). Having two separate lists provide the operators the flexibility to define a preferred WLAN list for NSWO and a preferred WLAN list for EPC access. This can be useful particularly in roaming situations: A roaming UE configured to prefer WLANs from the HPLMN, would select a WLAN based on the “WLAN preferences for NSWO” provided by the home operator. 

When the “WLAN preferences” node includes two prioritized lists of WLAN access networks, these lists may include a relative priority. The UE considers first the list with the highest priority. 
Note that the “WLAN preferences” node does not have any linkage to flow distribution rules which are also included in the same ISRP node. The “WLAN preferences” node is used by the UE for selecting the most preferred WLAN access network whereas the flow distribution rules are used by the UE for routing IP flows either to WLAN or to 3GPP access.

The benefit of this solution is that it provides clear WLAN preferences to the UE and also decouples specific IP flows from specific access networks – IP flows are only associated with an access technology, not with specific access networks. This solution requires the following specification changes: 

(i) Specify that the Routing Rules should include only an access technology. Possibly the Rel-12 UE should ignore specific access networks, if included.
(ii) Specify a new node in the ISRP rule to include the WLAN preferences (one or two separate lists).

One disadvantage of this solution is that the ANDSF should provide different ISRP rules to Rel-12 UEs and pre-Rel-12 UEs. However, since there are almost no pre-Rel-12 UEs that support ANDSF functionality, this is not expected to be a big issue in practice.
2. Proposed Changes

It is proposed to include solution B into TR 23.865 by accepting the following changes.
***************************** START OF CHANGES *****************************
Solution #3: WLAN Selection Based on ANDSF Rules

6.3.1
Overview

This solution describes how a UE selects a WLAN access network (out of many available) based on the preferences included in the “active” ISMP or ISRP rule in the UE. The “active” ISMP / ISRP rule is the rule applied by the UE.

The solution is characterized by the following:

1. The UE (re-)selects a WLAN based on provisioned ISMP / ISRP rules. The WLAN (re-)selection procedure is triggered in the UE after an ISMP / ISRP rule becomes active. How the UE selects the active ISMP / ISRP rule is specified in clause 6.3.3.

2.  The WLAN selection in the UE is based on enhanced ISMP / ISRP rules. The enhanced ISMP / ISRP rules can include not only SSID preferences but also additional preferences such as realms (i.e. preferred service providers), OUIs, available backhaul bandwidth, connectivity capabilities, etc. The UE can discover the supported realms, bandwidth and other properties of HS2.0 capable WLANs by means of HS2.0 discovery mechanisms (e.g. ANQP). 

An example of an enhanced ISRP rule is shown below. This example is only provided to aid the understanding of the proposed WLAN selection procedure. Details of how ISRP rules will be enhanced is for stage 3 to define.

Example of enhanced ISRP rule:

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator”

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps

· Access Priority 3: WLAN, any SSID, realm = “example1.com”

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com”

· Access Priority 2: 3GPP access

3. For this solution, the WLAN selection procedure does not require the UE to support the I-WLAN and PLMN selection procedures specified in TS 23.234 and TS 24.234. 

6.3.1.1
WLANs that best match the ISMP / ISRP rules

The proposed WLAN selection procedure (see section 6.3.2) requires the UE to identify the available WLANs that best match the active ISMP / ISRP rule. This section explains how the UE can determine these WLANs (the details should be specified by stage-3). 

When the UE has an active ISMP rule (i.e. the UE cannot simultaneously route IP traffic over multiple radio accesses), then the WLANs that best match the active ISMP rule are derived by comparing the available WLANs against the prioritized list of WLAN networks in this rule (included in the PrioritizedAccess node). For example, when the active ISMP rule is the one shown below, the WLANs that best match this rule are the WLANs that match access priority 1. If none of the available WLANs match access priority 1, then the WLANs that best match the active ISMP rule are the WLANs that match access priority 2, etc.

Example of active ISMP rule:

· Access to EPC should be obtained over the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator”

· Access Priority 2: WLAN, any SSID, realm = “partner1.com”, minimum backhaul bandwidth = 1000 Kbps

· Access Priority 3: WLAN, any SSID, realm = “partner1.com”

When the UE has an active ISRP rule (i.e. the UE can simultaneously route IP traffic over multiple radio accesses), the determination of the WLANs that best match this rule is not very straightforward. This is because the active ISRP rule may include multiple sets of WLAN preferences. This is illustrated in the figure below, which shows an ISRP rule with three different sets of WLAN preferences: one set for IFOM, a second set for MAPCON and a third set for NSWO. Although these multiple sets give the operator the flexibility to define different WLAN preferences for IFOM, MAPCON and NSWO, yet, they make the WLAN selection in the UE more complex. Up to now, how the UE selects a WLAN in this scenario has been left up to the UE implementation. However, if a consistent UE behaviour is expected, the WLAN selection procedure specified in this TR should clearly specify the UE behaviour. 
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Rule Priority 1: Flow distribution rule for NSWO: YouTube application traffic should be routed to the following
prioritized accesses:

o Access Priority 1: WLAN, SSID = “myOperator™

o Access Priority 2: WLAN, any SSID, realm = “partner].com”, minimum backhaul bandwidth = 1000
Kbps

o Access Priority 3: WLAN, any SSID, realm = “partner].com™

Rule Priority 2: Flow distribution rule for IFOM: UDP traffic to the IMS APN should be routed to the following
prioritized accesses:

o Access Priority 1: WLAN, SSID = “myOperator™ 7
o Access Priority 2: WLAN, any SSID, realm = “partner2.com™

Rule Priority 3: Flow distribution rule for MAPCON: PDN connections to the Internet APN should be routed to
the following prioritized accesses:

o Access Priority 1: WLAN, any SSID, realm = “partner3.com™





Figure 6.3.1.1-1: Multiple sets of WLAN preferences in an ISRP rule.

To address the above issue, the structure of the ISRP rule is modified as shown in the figure below. The ISRP structure is expanded to include one new node that includes “WLAN preferences”. Also, the existing RoutingRule is restricted to include a prioritized list of Access Technologies (e.g. WLAN priority 1, 3GPP access priority 2), not a prioritized list of access networks. 
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Figure 6.3.1.1-2: Modified structure of ISRP rule.

The expanded ISRP rule includes a list of flow distribution rules but each of these rules has a Routing Rule that indicates a prioritized list of access technologies (either WLAN or 3GPP). As an example, a flow distribution rule for MAPCON may indicate to “establish PDN connections to the Internet APN during rush hours over: WLAN access (priority 1) or 3GPP access (priority 2)”. The UE evaluates the flow distribution rules in priority order and determines the access technology (WLAN or 3GPP) that should be used for a particular IP flow or PDN connection.

Note that the “WLAN preferences” node may include either (a) one prioritized list of WLAN access networks or (b) two prioritized lists of WLAN access networks: one list with preferred WLANs for NSWO and another list with preferred WLANs for EPC Access (i.e. for IFOM/MAPCON). Having two separate lists provide the operators the flexibility to define a preferred WLAN list for NSWO and a preferred WLAN list for EPC access. This can be particularly useful in roaming situations: A roaming UE configured to prefer WLANs from the HPLMN, would select a WLAN based on the “WLAN preferences for NSWO” provided by the home operator. 

When the “WLAN preferences” node includes two prioritized lists of WLAN access networks, these lists may include a relative priority. A UE that attempts to select a WLAN considers first the list with the highest priority. 

The “WLAN preferences” node does not have any linkage to flow distribution rules which are also included in the same ISRP node. The “WLAN preferences” node is used by the UE for selecting the most preferred WLAN access network whereas the flow distribution rules are used by the UE for routing IP flows either to WLAN or to 3GPP access.
The UE performs WLAN selection based on the contents of the “WLAN preferences” node and does not take into account real-time events associated with the active ISRP rule. For example, when a new IP flow in the UE matches the traffic selector in an ISRP rule, this event should not trigger WLAN re-selection. If the conditions for WLAN selection change every time a new application runs or when certain IP flows are detected, the WLAN selection in the UE will be complex and may lead to frequent WLAN re-selections that would negatively affect the user experience and the battery consumption. In general, when an IP flow matches the active ISRP rule, this rule is used to determine how the IP flow should be routed across the existing radio accesses and should not trigger WLAN (re-)selection.

NOTE: Events such as change of WLAN load information, change of UE location, change of time of day may lead to WLAN (re-)selection.
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It is possible that multiple WLANs best match the preferred WLANs in the active ISMP / ISRP rule. The UE behavior is this case is described in section 6.3.2.
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