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Abstract

What is the behavior of a UE that is capable of making emergency calls on an LTE network and the UE finds that emergency bearer services are not supported on that domain and CS network does not exist or unauthenticated emergency calls fail on the CS network (unauthenticated emergency calls are less in favor in many jurisdictions).  In the remainder, the above two scenarios are considered examples of "attempt on the CS domain was not successful". 

Should the UE attempt the emergency call on the LTE network using non-emergency bearer services or should no call be attempted?
1.
Introduction
1.1
UE requirements for supporting emergency call procedures

1.1.1
Stage 1
TS 22.101 (rel-9) in 10.4 requires that a UE supporting MMTel speech media also supports making emergency calls via an access network that supports speech media. Such a UE does support emergency call procedures. 

1.1.2
Stage 2

1.1.2.1
UE detectable emergency session
For IP-CANs that do not define emergency bearers, emergency calls can be made using the same source IP address as is used for non-emergency calls.

For E-UTRAN and UTRAN, Annex H.2 of TS 23.167 (rel-9) states:

-
A UE shall establish an emergency PDN connection and perform an IMS emergency registration before initiating a UE detectable emergency session via UTRAN or E-UTRAN.

1.1.2.2
non UE detectable emergency session
It is possible that a "non UE detectable emergency session" is allowed by the network in IP-CANs that do not define emergency bearers. 
A "non UE detectable emergency session" may also be allowed for E-UTRAN and UTRAN, per Annex H.2 of TS 23.167 (rel-9):

-
A UE shall not establish an emergency PDN connection if the UE initiated a non UE detectable emergency session and is subsequently informed by the network that the ongoing session is an emergency session.

1.2
Network requirements for supporting emergency call procedures

1.2.1
Stage 1
TS 22.101 states "It shall be possible to establish an emergency speech or GTT [26], subject to national requirements, call". Emergency calls are or aren’t supported on a PLMN or country basis. No requirements are given to support emergency calls only on particular access networks or particular domains in a PLMN or country.

1.2.2
Stage 2
IP-CANs that do not define emergency bearers architecturally support emergency calls.

A "non UE detectable emergency session" is architecturally supported when using UTRAN or E-UTRAN. 

When using UTRAN or E-UTRAN, network procedures are also defined for supporting "UE detectable emergency session" using emergency bearers, according to:
-
A UE shall not establish an emergency PDN connection if the UE initiated a non UE detectable emergency session and is subsequently informed by the network that the ongoing session is an emergency session.

1.3
Domain prioritization for emergency call attempts

1.3.1
Stage 1 

TS 22.101 (rel-9) in 10.1.2 requires that a serving network policy can be provided. The serving network policy expresses the guidance that a UE attempts an emergency call first on a particular first domain. Furthermore, a UE supporting emergency calls should make a second attempt on the other domain, if the attempt on the first domain failed.
1.3.2
Stage 2
In IP-CANs that do not define emergency bearers, a UE can attempt making an emergency call on the PS domain using a RAN that is normally used for voice calls, after an attempt on the CS domain was not successful.

When using UTRAN or E-UTRAN, it is deduced from TS 23.167 that the Emergency Service Support (EMS) indicator as defined in TS 23.401 and TS 23.060 indicates serving network policy. However, in the event serving network policy indicates emergency bearer services are not provided (see rows C, D and F in table H.1 of clause H.5 of TS 23,167), annex H.5 does not provide additional guidance for the second Emergency Call (EMC) Attempt beyond what is specified in the main body of TS 23.167.

Table H.1: Domain Selection Rules for emergency call attempts for UTRAN and E-UTRAN radio access networks

	
	CS Attached
	PS Attached
	VoIMS
	EMS
	First EMC Attempt 
	Second EMC Attempt

	[..]

	C
	N
	Y
	Y or N
	N
	CS if available and supported
	

	D
	Y
	N
	Y or N
	Y or N
	CS
	PS if available and EMS is "Y"

	[..]

	F
	Y
	Y
	Y or N
	N
	CS
	

	[..]


The main body of TS 23.167 describes the general procedures for making "UE Detectable Emergency Session"; i.e. SIP requests for emergency with the same source IP address as the source IP address used for non-emergency SIP requests.
2.
Problem

IP-CANs that do

-
not define emergency bearers; and

-
define emergency bearers but have indicated emergency bearers are not supported,

architecturally support emergency calls to be made without emergency bearers. For IP-CANs that define emergency bearers but have indicated emergency bearers are not supported, the UE can attempt a "non UE detectable emergency session", which may be allowed by the network.

However, TS 23.167 is unclear about the procedure to use at the UE when the UE has failed an emergency call attempt on the CS domain (i.e. the emergency call is detected), and the UE wishes to retry the emergency all on the E-UTRAN (conforming requirements in TS 22.101).
Which procedure is invoked by the UE for a "UE detectable emergency session" on a E-UTRAN, where the E-UTRAN prefers emergency calls are made on the CS domain (i.e. has set Emergency Service Support (EMS) indicator such that the UE attempts an emergency call first on the CS domain)?

2.
Solutions

2.1
Solution 1

Correcting the fact that support for emergency bearers is optional in Rel-9. By defining that emergency bearers are mandatory part of the EPS or GPRS, the Emergency Service Support (EMS) indicator can be used as a serving network policy. Even when Emergency Service Support (EMS) indicator is set to indicate no emergency bearer services are provided, the UE actually interprets this as CS domain must be used for the first attempt, but procedures that use emergency bearers can be used if a second attempt is needed.
2.2
Solution 2

Relaxing the requirement that "UE detectable emergency sessions" on an E-UTRAN or UTRAN can only be made using emergency bearers. When Emergency Service Support (EMS) indicator is set to indicate no emergency bearer services are provided, the UE interprets this as CS domain must be used for the first attempt, but procedures that do not use emergency bearers can be used if a second attempt is needed.
3.
Proposal

Making emergency bearers mandatory at this stage seems not feasible.

CRs implementing solution 2 have been provided.
RIM have no strong preference between solution 1 or 2. A drawback with solution 2 is that emergency SRVCC may not be supported. RIM have submitted different CRs and discussion to enable emergency SRVCC based on ARP.
Annex A - Usecases

1. An LTE operator has deployed a HeNB in a basement.  There is no LTE coverage in the basement and the HeNB indicates the Emergency Service Support (EMS) indicator is set to indicate no emergency bearer services are provided.

2. A CDMA2000 / LTE UE has roamed to European country where the roaming operator provides emergency services via CS domain.  The Emergency Service Support (EMS) indicator is set to indicate no emergency bearer services are provided The UE implements no CS domain.
3. A dualmode UE is roaming in an LTE network where the Emergency Service Support (EMS) indicator is set to indicate no emergency bearer services are provided.  There is no CS coverage from the RPLMN however another PLMN has CS coverage.  Local regulation requires authenticated access before an emergency call can be made.

4. A US operator has deployed LTE however per FCC guidelines (see Annex B) is allowed to provide emergency services over CS domain when VoLTE has been deployed.  The Emergency Service Support (EMS) indicator is set to indicate no emergency bearer services are provided.  The UE attempts to make an emergency call however there is no CS coverage where LTE is provided.

Annex B

Title 47: Telecommunication

PART 20—COMMERCIAL MOBILE RADIO SERVICES
§ 20.18 911 Service.

(a) Scope of section. The following requirements are only applicable to Broadband Personal

Communications Services (part 24, subpart E of this chapter), Cellular Radio Telephone Service

(part 22, subpart H of this chapter), and Geographic Area Specialized Mobile Radio Services and

Incumbent Wide Area SMR Licensees in the 800 MHz and 900 MHz bands (included in part 90,

subpart S of this chapter) and those entities that offer voice service to consumers by purchasing

airtime or capacity at wholesale rates from these licensees, collectively CMRS providers. In

addition, service providers in these enumerated services are subject to the following requirements

solely to the extent that they offer real-time, two way switched voice service that is interconnected

with the public switched network and utilize an in-network switching facility which enables the

provider to reuse frequencies and accomplish seamless hand-offs of subscriber calls.

(b) Basic 911 Service. CMRS providers subject to this section must transmit all wireless 911 calls

without respect to their call validation process to a Public Safety Answering Point, or, where no

Public Safety Answering Point has been designated, to a designated statewide default answering

point or appropriate local emergency authority pursuant to §64.3001 of this chapter, provided that

“all wireless 911 calls” is defined as “any call initiated by a wireless user dialing 911 on a phone

using a compliant radio frequency protocol of the serving carrier.”

ANNEX C
APPENDIX C

Final Rules

Part 20 of the Code of Federal Regulations is amended as follows:

PART 20 – COMMERCIAL MOBILE RADIO SERVICES

2. The authority for Part 20 remains unchanged.

3. Section 20.18(h) is amended to read as follows:

* * *

(h) Phase II accuracy. Licensees subject to this section shall comply with the following standards for Phase II location accuracy and reliability, to be tested and measured either at the county or at the PSAP service area geographic level, based on outdoor measurements only:
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