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6.6
Alternative 6: Consolidated Architecture with SIP UA in HNB

6.6.1
Reference Architecture

Figure 6.6.1-1 shows the reference architecture that supports IMS HNBs. 
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Figure 6.6.1-1: Reference Architecture

The IMS capable HNB subsystem provides direct access to IMS through the Hm reference point and provides also access to IMS through the Gi/SGi reference point (not shown in Figure 6.6.1-1). Access to IMS through Gi/SGi is provided for supporting UEs with IMS capabilities. On the other hand, access to IMS through Hm is provided for supporting UEs that use typical CS signalling (based on TS 24.008 [4]) for originating/terminating CS services. The IMS HNB provides the necessary interworking functionality that interworks the UE CS signalling (TS 24.008 [4]) over Uu with the IMS signalling over Hm. This interworking functionality is similar to the interworking functionality provided by an MSC Server enhanced for ICS, as specified in TS 23.292 [7].
NOTE-1: 
The Hm reference point encompasses only the IMS specific control plane functionality and assumes an underlying IP connectivity between the IMS HNB and IMS. This IP connectivity is provided by the Iuh interface (the lower layers of the protocol stack) between the IMS HNB and IMS HNB GW and by the IP transport between the IMS HNB GW and IMS. Details of this are provided in clause 6.6.4.
Editor’s Note: Whether or not the IMS HNB-GW should also support a direct Iu-cs interface with MSCs not enhanced for IMS HNBs to improve deployment flexibility is FFS.

6.6.2
Functional Elements

6.6.2.1
IMS HNB

For the IMS Capable HNB Subsystem, the HNB, as defined in TR 23.830 [5], is further enhanced to contain a Home User Agent (HUA) function.

The Home User Agent (HUA) function includes a SIP User Agent that operates as per the procedures specified in TS 23.228 [11] and TS 24.229 [12]. The HUA acts as a CS-to-IMS interworking function providing IMS SIP UA behaviour on behalf of a UE that uses CS procedures for voice/video service. Specifically, the HUA does the following:

· Performs IMS registration upon CS Attach.

· Interworks CS session/service control with IMS session/service control over the Hm reference point.  This involves protocol interworking between TS 24.008 [4] Call Control (from/towards the UE) and 3GPP SIP (from/toward the IMS core). Procedures for such interworking are analogous to those defined in TS 23.292 [6] for the MSC Server Enhanced for ICS.
· Interworks CS user plane data with packet media over the IP transport provided by the Iuh reference point.  This involves protocol interworking between CS radio interface data frames and RTP.
· Initiates procedures for handover from IMS HNB to the macro CS network over the Iuh reference point.

· Routes requests for services that do not have an equivalent in IMS or are not otherwise implemented within HUA (e.g., Circuit Switched Data/Fax) to the MSC Server Enhanced for IMS HNB. This assumes the capability within the HUA to determine the appropriate domain to handle the service request that is incoming from the UE; such capability may be informed by operator policy.

· Implements a communication service setting conversion function between CS signalling (e.g. as described in TS 24.010 [18] for systems based on TS 24.008 [4]) and communication service setting procedures (as defined in TS 24.173 [16]). This assumes the capability within the HUA to configure through operator policies which communication services settings to be interwork with IMS.


6.6.2.2
IMS HNB-GW

The IMS HNB-GW is based on the HNB-GW according to TR 23.830 [5]. For the IMS Capable HNB Subsystem, the IMS HNB-GW provides in addition packet data gateway functionality that supports the Hi reference point. The functionality provided by the IMS HNB-GW for accessing IMS (via Hi) is similar to the functionality provided by a PDG for accessing IMS (via Wi). In other words, the IMS HNB-GW terminates the IPsec tunnel with the IMS HNB (as per TR 23.830 [5]) and provides a simple relay/routing function to route IP datagrams between the IMS HNB and IMS.

6.6.2.3
MSC Server Enhanced for IMS HNB

This entity is an MSC Server that has been enhanced to support Single Radio Voice Call Continuity (SRVCC) per TS 23.216 [10] and functions as needed from IMS Centralized Services per TS 23.292 [6]. In addition, this architecture assumes that the MSC Server is further enhanced to support some IMS HNB related functionality. More specifically, the key functions of the MSC Server Enhanced for IMS HNB are to:

· Perform CS Location Updates with CS authentication.  

· Assist the IMS Capable HNB Subsystem in execution of handover to the macro CS network; and interwork CS session/service control with IMS session/service control over the I2 reference point after the session has been transferred to macro CS.

· Satisfy requests for services that do not have an equivalent in IMS (e.g., Circuit Switched Data/Fax) or are not otherwise implemented within HUA.

· As an option, implements a communication service setting conversion function between CS signalling (e.g. as described in TS 24.010 [18] for systems based on TS 24.008 [4]) and communication service setting procedures (as defined in TS 24.173 [16]).
6.6.3
Reference Points

6.6.3.1
Hm reference point

This is the reference point between the HUA and the Proxy-CSCF element that is defined in TS 23.228 [11]. The Hm reference point is based on the Gm reference point as defined in TS 23.002 [9], but without the need of a dedicated IPsec tunnel per HUA, and I2 as defined in TS 23.292 [6]. Signalling messages communicated on the Hm reference point utilize the Iuh and the Hi interface for transport.

IMS authentication of the HUA is achieved inline with the principles of early IMS security according to TS 33.203 [x], whereby a secure binding in the HSS between the IMS HNB identity, IMSI, and the HUA IP address is created and verified before access to IMS from an IMS HNB is authorized. Further details are provided in clause 1.5.1. 

The Hm reference point supports also functionality based on the I3 reference point described in TS 23.292 [6] and it is used to interwork CS signalling (e.g. as described in TS 24.010 [18] for systems based on TS 24.008 [4]) and communication service setting procedures (as defined in TS 24.173 [16]).

6.6.3.2
Hi reference point

This is the reference point between the IMS HNB GW and a packet data network, e.g. the entry point of IMS, RADIUS Accounting or Authentication, DHCP. The Hi reference point is similar to the Gi reference points provided by the PS domain. 

It is used to provide IP access for control plane and user plane of IMS sessions established by the IMS HNB on behalf of the CS UE. Use of the Hi on behalf of a UE that uses CS procedures for voice service obviates the need to establish on behalf of the UE a standard PS domain user context over the Iu-ps reference point. 

IMS services offered by the IMS HNB via the Hi reference point are addressable through the operator's public addressing scheme or through the use of a private addressing scheme.

6.6.3.3
Iuh reference point

This is the reference point between the (IMS) HNB and the (IMS) HNB-GW as defined in TR 23.830 [5]. The Iuh reference point supports the establishment of an IP-based security association between the (IMS) HNB and the (IMS) HNB-GW, and is also used to transport Hm messages to the IMS. 

6.6.3.4
Iu-cs reference point

This is the reference point between the (IMS) HNB-GW and the MSC Server. Enhanced procedures (e.g., for handover to macro cellular) are specified for the HNB and the MSC Server Enhanced for IMS HNB using standard protocols.

Editor’s Note: It is FFS whether Iu-cs has to be enhanced to support the handover procedures.
6.6.4
Protocol Architecture

Figure 1.4-1 presents the user plane protocol stack for CS services (e.g. voice calls) handled in IMS.
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Figure 6.6.4-1: User Plane Protocol Architecture 

The CS user plane is translated in the IMS HNB into RTP traffic (e.g. VoIP) and is securely transported over the Iuh user plane interface to the IMS HNB GW, which provides direct IP access to IMS via the Hi interface. 

NOTE: 
This solution avoids unnecessary tunnelling overhead and PS bearers between the IMS Capable HNB subsystem and SGSN/GGSN or (S-GW/P-GW).

The remote IP layer is used by the HUA to be addressable in the external packet data networks, i.e. it represents the HUA IP address. The IMS HNB GW routes the remote IP packets without modifying them. 

The tunnelling layer (IPSec) is used for secure communication between the (IMS) HNB and (IMS) HNB GW. 

Figure 1.4-2 presents the control plane protocol stack for CS services handled in IMS.
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Figure 6.64-2: Control Plane Protocol Architecture

The CS control messages for which equivalent IMS functionality exists are translated into IMS/SIP signalling and also transported over the Iuh user plane interface. The IMS signalling is transported transparently through the HNB GW.

Figure 6.6.4-3 shows the control plane protocol stack for CS services/procedures for which no equivalent IMS services/procedures exist.
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Figure 6.6.4-3: Control Plane Protocol Architecture for Mobility and legacy CS services
This protocol stack is identical to the control plane stack for the general (non-IMS) HNB as described in TS 25.467 [8]. 

For the IMS HNB, it is only used for the control of legacy CS services, for which no equivalent IMS service exists, and for CS registration/authentication, mobility management and handover procedures. Further details are provided in the individual information flows in clause 1.5.

6.6.4a
Signalling and Bearer Paths

6.6.4a.1    
Paths for CS Attach/IMS Registration

The following figure illustrates the signalling paths for the following situations: 
· CS Location Update with authentication upon network attach of a CS UE through IMS-HNB (dashed line)

· IMS registration of a CS UE through the IMS-HNB (solid line)
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Figure 6.6.4a.1-1: Interworking of IMS at HNB – Paths for CS Attach and IMS registration
6.6.4a.2
Paths for UE in CS Call

The following figure illustrates the signalling and bearer paths when an IMS-HNB-attached UE, which uses CS procedures for voice service, is involved in a voice call.
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Figure 6.6.4a.2-1: Interworking of IMS at HNB – Paths for UE in CS voice call

6.6.5
Information Flows

6.6.5.1
Registration of CS UE in IMS 
In order to use IMS to provide the services for the CS UE within the IMS HNB coverage, the IMS HNB shall register the CS UE in IMS when the UE camps on the IMS HNB and attaches to the CS network. 
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Fig. 6.6.5.1-1 Registration of CS UE in IMS
1.  
The IMS HNB performs the HNB registration procedure to the HNB-GW according to 3GPP TS 25.467 [8].
2.  
When the UE attempts to access the HNB via an initial NAS message (e.g., LAU or RAU Request) and there is no context in the HNB allocated for that UE, the HNB performs the UE Registration to the HNB-GW according to 3GPP TS 25.467 [8] and the CS update location procedures are executed via the MSC Server enhanced for HNB and HSS (including HLR) and/or previous VLR with standard procedures. In this step, the IMS HNB creates and stores a security context for the UE so that it can later perform NAS signalling with the UE without the MSC intervention.
3.  
Upon successful CS Attach, the IMS HNB requests IMS Access Authorization by providing necessary identifying information for the IMS HNB and UE, e.g., HNB Identity, IMSI, etc. via Hi to a RADIUS server associated with HSS. 
This will be based on equivalent procedures as defined for GIBA in TS 33.203 [21] between the GGSN and a RADIUS server associated with the HSS for early IMS security. For this purpose the IMS HNB behaves as a RADIUS/Diameter client.

4-5. The HSS grants the IMS access authorization and stores the HUA IP address after verifying one or more of the following criteria, as established by operator policy:

· access is granted to the user via this IMS based HNB subsystem;

· the user has been authenticated by the CS Core Network; 

· the CS Attach has been performed through the HNB requesting the IMS Access Authorization.

NOTE: 
The HSS behaviour described above is new functionality. It is used to support IMS access authentication with an approach similar to “early IMS” security.

6. 
HNB initiates IMS Registration including HUA IP address as the contact address and IMSI derived IMPU. It does not include the authorization header. The IMS Register request is processed according to the already defined early IMS security procedures defined in TS 33.203 [21]. In case the UE was already IMS registered via another IMS HNB, IMS will de-register the UE from the previous IMS HNB.
NOTE: 
The HNB-GW implements measures to prevent IMS SIP signalling from an HNB that has not performed a successful IMS Authorization Request procedure.
7. Completion of standard IMS registration procedures. Execution of IMS AKA is bypassed for this registration event.  

6.6.5.2
Voice call origination from an IMS HNB
The figure below shows the signalling flow that takes place when a voice call is originated from a UE that camps on an IMS HNB. The UE is already registered to IMS from the IMS HNB, e.g. because it has previously performed a LAU procedure.
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Figure 6.6.5.2-1: Message flow for voice call origination from an IMS HNB

1.
The UE decides to initiate a voice call by using the normal 24.008 CC procedures. The UE establishes a normal RRC connection with the IMS HNB.

2.
The UE sends a CM Service Request as per TS 23.060 [14]. The IMS HNB receives the CM Service Request and decides to forward this message to the MSC Server, e.g. in order to have the MSC Server perform access control and confirm that the UE is allowed to use the selected CSG cell.
As per normal procedures, the MSC Server may decide to authenticate the UE. If the UE is also a CSG capable Rel-8 UE, the MSC performs access control as specified in TR 23.830 [5] in order to confirm that the UE is allowed to use services in the selected CSG cell.
NOTE: It is FFS under what circumstances the IMS HNB can buffer the CM Service Request and not forward it immediately to the MSC Server Enhanced for HNB. If the CM Service Request in not forwarded to the MSC Server Enhanced for HNB, then access control cannot be done in the core network, as required for CSG-capable Rel-8 UEs.
3.
In case the UE is correctly authenticated and authorized to use the selected CSG cell, the normal Security Mode procedure is executed and a security context for this UE is created / updated in the IMS HNB.
4.
The UE sends a Setup message that contains the Bearer Capabilities of the impeding voice call and the MSISDN of the called party, as per TS 24.008 [4].

5.
The IMS HNB decides if the requested service can be provided by IMS. If the requested service can be provided by IMS and if an IMS Registration exists for this UE, the IMS HNB decides to take over the control of this call. 

6.
The IMS HNB sends an Iu Release Request and the Iu-cs signalling connection is released.

7.
The IMS HNB maps the received Setup message to an IMS Invite message and sends this message to IMS. The media transport information in the SDP payload includes the HUA IP address of the IMS HNB. Security procedures similar to the “early IMS” security procedures are used to authenticate the Invite message.

NOTE: 
All SIP messages go through the IMS HNB GW because the IMS HNB GW is the endpoint of the IPsec tunnel. The IMS HNB GW does not process these messages however; it only serves as a normal IP transport element.
8.
The call is connected with normal interworking procedures between SIP and 24.008. The alerting tone can be generated by the IMS HNB if necessary.
9.
The user plane is established. The IMS HNB GW does not act as an RTP relay and does not provide RTP functionality. User-plane traffic goes through the IMS HNB GW since the IMS HNB GW terminates the IPsec tunnel.

NOTE: 
LI for VoIMS user plane traffic can take place on HNB GW in the same way this is handled on PDG/GGSN.
6.6.5.3
Voice call termination to an IMS HNB

This section specifies the procedures that take place when a MT voice call request arrives for a UE that is registered to IMS through an IMS HNB.

It is assumed that: 

-
the MT voice call request arrives via IMS (see Note 1);

-
the UE is in Idle mode when the MT voice call request arrives;

-
when the MT voice call request arrives, the UE may still be in the coverage of IMS HNB or may have moved to a macro cell controlled by the MSC Server Enhanced for IMS HNB (see Note 2).

Note 1: 
When a MT voice call request arrives through the CS domain, then, either the call can be delivered to UE by using the normal CS call control procedures (via Iu-cs), or the call can be redirected to IMS by using e.g. CAMEL triggers. The UE can be provisioned with Terminating CAMEL Subscription Information in the HSS so that, when a MT call arrives at the MSC, a forwarding number is obtained from gsmSCF and the MSC forwards the call to this number, which points to an IMS network element. The details are FFS.
Note 2: 
The UE does not perform a Location Area Update when it reselects a macro cell that is controlled by the MSC Server Enhanced for IMS HNB. This is particularly important for minimizing the MM signalling pertaining to mobility to/from CSG cells. However, if the UE reselects a macro cell that is controlled by an MSC Server other than the MSC Server Enhanced for IMS HNB, then the UE must do a LAU in order to attach to this MSC Server. 
Figure 6.6.5.3-1 shows the main steps involved when a MT voice call arrives for the UE via IMS. 
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Figure 6.6.5.3-1: Voice call termination for a UE registered to IMS by an IMS HNB.
1.
A new MT voice call request is received by SCC AS. After invoking the terminating access-domain selection (T-ADS) function, the SCC AS decides to route the request to the IMS HNB contact address. Since the UE is in Idle mode, the IMS HNB starts paging the UE with the normal CS paging procedures. At the same time, the IMS HNB triggers a paging procedure at the MSC Server Enhanced for IMS HNB as described in step 2.
2.
The IMS HNB sends a new INVITE request to the MSC Server Enhanced for IMS HNB in order to start paging the UE also in the neighbour macro cells. This is required because the IMS HNB does not know if the UE is still in the coverage area of the IMS HNB or if it has reselected to a neighbour macro cell that belongs to the same LA. Therefore, the UE is paged in parallel in the entire LA including the CSG cell.
NOTE: 
If the CSG cell is deployed in a separate/different LA from the macro CS cells, then this parallel paging by the MSC Server Enhanced for HNB is not required. 
3.
If the UE is still in the IMS HNB coverage, it establishes an RRC connection with the IMS HNB and responds to the paging sent in step 1. Subsequently, the normal call control messages (as per TS 24.008) are exchanged between the UE and the IMS HNB, in order to setup the voice call.

4.
After the IMS HNB finds out that the UE is still in the IMS HNB coverage (e.g. after establishing the RRC connection or after receiving the paging response from the UE), the IMS HNB cancels the INVITE request sent to MSC Server Enhanced for HNB in step 2. As a result, the MSC Server Enhanced for HNB stops paging the UE in the macro cell.

5.
After the IMS HNB receives the CONNECTED message from the UE (i.e. the user has answered the call), the IMS HNB responds with a 200 OK to the INVITE received in step 1.

6.
The user plane is setup as normally and voice communication between the UE and the remote party is established.

7.
If the UE has reselected a macro cell, it establishes an RRC connection with the UTRAN/GERAN radio access network and responds to the paging sent in step 2. Subsequently, the normal call control messages (as per TS 24.008) are exchanged between the UE and the MSC Server Enhanced for HNB in order to setup the voice call.

8.
When the MSC Server Enhanced for HNB finds out that the UE is in a macro cell (e.g. when receiving the paging response or when the call is connected), it responds to the IMS HNB with a message that stops paging in the IMS HNB. For example, the MSC Server Enhanced for HNB responds with a 200 OK after the call is connected.

9.
The IMS HNB responds to the INVITE received in step 1 with a 200 OK message. The session description protocol (SDP) in this message contains the media address of the CS domain media gateway (CS MGW), so that subsequent voice traffic flows between the remote party and the CS MGW.

10.
The IMS HNB may trigger IMS deregistration to deregister the UE from IMS. Before deregistration however, the session leg between the MSC Server Enhanced for HNB and the SCC AS (established in step 8) should be bind to the remote leg, between the remote party and the SCC AS.

11.
The user plane is setup as normally and voice communication between the UE and the remote party is established through the CS domain.












6.6.5.4
Idle-Mode Mobility Procedures


6.6.5.4.1
Idle-mode mobility from IMS HNB to Macro CS 
When the UE moves from an IMS HNB to a macro-cell, the HUA registration will be removed from IMS as the re-registration timer expires in the S-CSCF. The IMS HUA will then be informed about the deregistration via a reg-event package notification.

If the MSC that covers the macro-cell towards which the UE has moved is enhanced for ICS, both the HUA registration and the ICS MSC registration will coexist in IMS, until the IMS HUA deregistration has occurred in IMS.
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Figure 6.6.5.4.1-1: Idle-Mode Mobility from IMS HNB to Macro CS









6.6.5.4.2.
Idle-mode mobility from Macro CS to IMS HNB 

When the UE enters the IMS HNB coverage and the LA of the IMS HNB is different from the LA of the macro cell, the UE performs a Location Area Update, which triggers the UE Registration procedure as defined in clause 5.1 of TS 25.467 [8] and the IMS Registration of the HUA according to clause 6.6.5.1.
In case the IMS HNB is configured to be part of the same LA as the neighbouring macro cells, the IMS Registration of the HUA according to clause 6.6.5.1 takes place subsequently to the UE Registration procedure defined in TS 25.467 [8].
If the MSC that covers the macro-cell towards which the UE has moved is enhanced for ICS, both the HUA registration and the ICS MSC registration will coexist in IMS, until the IMS HUA deregistration has occurred in IMS.
6.6.5.4.3
Idle-mode mobility from IMS HNB to IMS HNB 

When the UE enters the IMS HNB coverage and the LA of the target IMS HNB is different from the LA of the source IMS HNB, the UE performs a Location Area Update, which triggers the UE Registration procedure as defined in clause 5.1 of TS 25.467 [8] and the IMS Registration of the HUA according to clause 6.6.5.1.
In case the target IMS HNB is configured to be part of the same LA as the source IMS HNB, the IMS Registration of the HUA according to clause 6.6.5.1 takes place subsequently to the UE Registration procedure defined in TS 25.467 [8].

As the IMS HNB does not apply the mechanism for simultaneous registrations for the identities it uses, the registration of the target IMS HNB will overwrite the one of the source IMS HNB in the S-CSCF.
6.6.5.5
Handover from IMS HNB to Macro CS 
This section proposes two alternative flows for handover from IMS HNB to macro CS: one that requires changes to Iu-cs reference point and another that does not require changes to Iu-cs but uses direct SIP signalling between the IMS HNB and the MSC Server Enhanced for HNB to perform the handover.
The decision of whether both alternatives can be used or one should be selected as a way forward, is expected to be taken at a later stage.
6.6.5.5.1
Handover from IMS HNB to Macro CS Network with Iu-cs changes 
Service continuity is provided when the UE session is handed over from the IMS HNB coverage to Macro CS coverage. 

The MSC Server enhanced for IMS HNB initiates the Session Transfer towards the SCC AS upon receiving a handover request from the IMS HNB. 
From the UE perspective, the call is handed over to the macro cell by use of the standard CS handover procedure.
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Fig. 6.6.5.5.1.1-1 Handover of single IMS session from IMS HNB to macro CS with Iu-cs changes

1.  
UE-A sends measurement reports to IMS HNB.

2.  
The IMS HNB decides to transfer the session to macro CS based on the measurement reports.

3. 
The IMS HNB sends a Handover Request (STN,TI, …) message to the MSC Server enhanced for IMS HNB. 

NOTE: 
Step 3 may consist of one or more signaling messages on the Iu-CS interface.  
4. 
The MSC Server enhanced for IMS HNB determines that this handover request is a transfer from IMS HNB to macro CS and establishes the contexts for the session based on the information received in the request. 
NOTE:  
The details of how the session context is established at the MSC Server are to be provided after the conclusion of mid call service continuity studies in TR 23.838 [x]. The session context is to be established such that the UE-A shall be able to use the same TI as allocated within the IMS HNB coverage to perform service control after the call is handed over to macro CS.
The MSC Server then initiates a CS inter‑MSC handover request by sending a Prepare Handover Request message to the target MSC.

5.
The Target MSC performs resource allocation with the target BSS.

6.
The Target MSC sends a Prepare Handover Response message to the MSC Server.

7.
Establishment of circuit connection between the target MSC and the MGW associated with the MSC Server, e.g. using ISUP IAM and ACM messages.

8.
The target MSC Server enhanced for IMS HNB sends a session transfer request to IMS to initiate a session transfer according to procedures specified in TS 23.237 [y]. For this, the MSC Server sends an INVITE (STN) message to the I/S‑CSCF. The MSC Server includes the Instance ID into the session transfer request if the IMS Registration of the MSC Server via I2 took already place.

NOTE:
This step can be started after step 6.

Editor’s Note:  Whether and when the IMS Registration of the MSC Server enhanced for IMS HNB via I2 takes place is FFS and shall be aligned with the resolution of this general issue for SR-VCC.

9.
Standard procedures are used at I/S-CSCF for routing of the INVITE to the SCC AS.

10.
The SCC completes the establishment of the Access Leg to the MSC Server enhanced for IMS HNB and triggers the completion of the IMS Session transfer as according to TS 23.237 [y]. This step includes the update of the Remote Leg and the release of the Source Access Leg towards the IMS HNB.

11. The MSC Server enhanced for IMS HNB sends the Handover Command message to the IMS HNB.

12. The IMS HNB indicates to the UE to perform the handover by sending the Handover Command.

13. The UE tunes to the macro cell.
6.6.5.5.2
Handover from IMS HNB to Macro CS Network with SIP signalling
Mobility of voice calls to macro cellular can also be supported by using direct SIP signalling between the IMS HNB and the MSC Server Enhanced for IMS HNB, as shown in the figure below. By using such direct SIP signalling, there is no impact on the Iu-cs interface.
Figure 6.6.5.5.2-1 shows the main steps involved when a voice call is handed over from an IMS HNB to a UTRAN/GERAN cell supporting voice on CS domain. Similar steps are used when the UE has a voice call and a non-voice component concurrently. This is further explained in the steps below.
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Figure 6.6.5.5.2-1: Handover of single IMS session from IMS HNB to macro CS with SIP signalling
1.
The UE has an ongoing voice call established with a Remote UE through the IMS HNB. The IMS HNB is configured with a list of neighbour macro cells (as specified in TS 25.467 [8]) and instructs the UE to measure the neighbour cells and transmit measurement reports as per the normal procedures specified in TS 25.331. Based on the measurement reports and on other implementation-based criteria, the IMS HNB decides to handover the ongoing call to a neighbour macro cell (either UTRAN or GERAN).

2.
The IMS HNB sends a SIP REFER request message to the MSC Server Enhanced for IMS HNB. This message includes the STN-SR for this UE (which can be received by IMS HNB during the IMS registration), as well as Session State Info and other handover parameters (e.g the target UTRAN/GERAN cell identity), required to complete the impeding handover. The Session State Info includes information that is required in order to synchronize the call state machine in the UE and in the CS domain. The REFER request message is routed to the MSC Server Enhanced for IMS HNB with normal IMS routing procedures.


According to the normal SIP procedures (see RFC 3515), the REFER request creates an implicit subscription to the refer event and the MSC Server Enhanced for IMS HNB is subsequently expected to send NOTIFY requests to IMS HNB and order to report the progress of the refer procedure.

3.
Based on the target cell identity the MSC Server Enhanced for IMS HNB determines that the target cell is controlled by another MSC, referred to as the Target MSC. This Target MSC does not implement any enhancements specific to the IMS HNB. When the target cell is controlled by the MSC Server Enhanced for IMS HNB, there is no need for a target MSC to be involved (i.e. the MSC Server Enhanced for IMS HNB performs also the role of the Target MSC). 


The MSC Server Enhanced for IMS HNB starts a normal inter-MSC handover procedure (as per TS 23.009) by sending a Prepare HO Request message to the Target MSC. The Target MSC prepares the appropriate resources in the target cell and responds with a Prepare HO Response including a HO number. Subsequently, a call is setup towards the HO number with the IAM / ACM messages.

4.
The MSC Server Enhanced for IMS HNB responds to the REFER request with a 202 Accepted, as normally. This is an indication to the IMS HNB that the handover request has been accepted and is being processed.
5.
The MSC Server Enhanced for IMS HNB starts the normal IMS session transfer procedure (as per TS 23.237) by sending an INVITE request to the STN-SR received from the IMS HNB. This request is routed to the SCC AS. 

6.
The SCC AS starts updating the IMS leg with the Remote UE, as per TS 23.237. In parallel, the 100 Trying response from the SCC AS triggers the MSC Server Enhanced for IMS HNB to send a NOTIFY (Trying) message to the IMS HNB. This triggers the IMS HNB to send a HO Command to UE that contains the target cell identity.
7.
The UE moves to the target call.

8. 
The updating of the IMS leg with the Remote UE is completed and the SCC AS responds with a 200 OK. Optionally, the SCC AS may send Session State Info to the MSC Server Enhanced for IMS HNB, as per TS 23.838. Note that Session State Info may be sent to the MSC Server Enhanced for IMS HNB either in step 2 by the IMS HNB, or in step 8 by the SCC AS.


In addition, the MSC Server Enhanced for IMS HNB sends a NOTIFY (200 OK) message to the IMS HNB to report that the session transfer initiated by the REFER request in step 2 is completed.

9. 
When the handover is completed the Target MSC sends an Answer message to MSC Server Enhanced for IMS HNB, which triggers the user plane redirection. 

10.
The new user plane path is established.

11.
The IMS HNB may start the IMS Deregistration after receiving the NOTIFY (200 OK).
End of change
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5.  Network Initiated IMS De-registration of the HUA in the IMS HNB triggered by HSS according to clause 5.3.2.2.1 of TS 23.228





4. IMS Deregistration using I2 reference point (steps 4-9) according to clause 7.2.1.3 of TS 23.292
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5.  Network Initiated IMS De-registration of the HUA in the IMS HNB triggered by HSS according to clause 5.3.2.2.1 of TS 23.228





4. IMS Deregistration using I2 reference point (steps 4-9) according to clause 7.2.1.3 of TS 23.292
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7. Completion of session setup procedures
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�NOTE: The changes here are possible as SA3 currently defines the necessary procedures to makes the HNB upon successful authorization and integrity check a trusted entity. I.e. the information provided by the IMS HNB during IMS Access Authorization can be trusted by the RADIUS server.





A discussion for this change will need to be included in the discussion part of this paper.
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