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**** FIRST PROPOSED CHANGES ****
4.5
Concurrent Location Requests

The LCS Server is enabled to support concurrent location requests for the same target UE. The following principles apply.

1.
Under certain conditions, an entity may combine concurrent location requests by fully executing one request and using the ensuing location estimate result(s) to satisfy the other request(s) without fully executing the latter and as allowed by QoS requirements. The allowed conditions for each type of entity are defined below:

a)
An R‑GMLC may combine concurrent MT‑LR requests for the same target UE‑LCS Client pair.

b)
An H‑GMLC may combine concurrent MT‑LR requests for the same target UE if privacy requirements can be fully resolved by the H‑GMLC (e.g. no notification or verification needed for the UE for any MT‑LR that will not be fully executed).

c)
A V‑GMLC may combine concurrent MT‑LR and NI‑LR related location requests for the same target UE provided it is clear and unambiguous for any MT‑LR that will not be fully executed (e.g. from the contents of any MAP Provide Subscriber Location request received from the H‑GMLC) that no outstanding privacy related actions are required for the UE (e.g. no privacy notification and/or privacy verification interaction with the UE and no privacy subscription verification in the VLR or SGSN).

d)
An MSC, MSC server, SGSN or MME may combine concurrent MT‑LR, MO‑LR and NI‑LR location requests once any needed privacy related actions (e.g. UE notification and verification) have been performed for each MT‑LR.

e)
A UE may combine concurrent MO‑LR requests for LCS Clients internal to or associated with the UE.

2.
Except under the conditions permitted in (1), different concurrent location requests shall be treated separately and shall not be visibly combined or made dependent on one another by any entity within the LCS Server. This means that the procedures defined here in clause 9 continue to apply to each separate location request and do not visibly impact one another.

3.
Implementation limitations are allowed whereby an entity that, either itself or in association with another entity, cannot support concurrent location requests or more than a certain number of concurrent location requests is allowed to reject or defer a new concurrent request or cancel one or more existing requests.

4.
In support of principles 1, 2 and 3, an entity (e.g. GMLC, MSC, MSC server, SGSN, MME, UE) that receives a new location request (e.g. MT‑LR, MO‑LR, NI‑LR) while already supporting previous location requests for the same target UE may reject the new location request, defer (i.e. queue) the new request, cancel one or more previous requests (where a procedure for cancellation has been defined), allow the new location request to proceed concurrently with and separately from the previous requests if allowed on applicable interfaces or, for the specific cases defined in principle 1, combine the new request with one or more previous requests if this will not impair or affect service support for the new request (e.g. privacy and QoS).

5.
In support of principle 4, LCS Client priority and any other relevant priority information (e.g. UE subscription preferences) should be considered. In particular, location requests associated with emergency services or lawful interception clients should be given priority over other location requests.

**** NEXT PROPOSED CHANGES ****
8.7
LCS State description for MME

8.7.1
MME States
An MME supports at most one location session for any UE at any one time. A location session is invoked by the MME in order to obtain the location of the UE or perform some other location related service such as transferring assistance data to the UE.
8.7.1.1
LCS IDLE State

In this state, the MME location service is inactive for a particular UE. The UE is known in the MME and a mobility management connection for the UE may or may not be active.

8.7.1.2
LOCATION State

In this state, the MME is awaiting a response from an E-SMLC after requesting a location service for a particular UE. In this state, the UE is known in the MME and a Mobility Management connection to the UE is active.

8.7.2
State Functionality

8.7.2.1
State Transitions
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Figure 8.4: State Transitions in the MME
Moving from LCS-IDLE to LOCATION state:

After a request has been received for a particular location service for a particular UE and the UE subscription options have been verified where applicable to allow this, the MME sends a location request to an E-SMLC. The MME then enters the LOCATION state. Before entering this state, the MME must have setup a Mobility Management connection to the UE if none was previously active.
Moving from LOCATION to LCS IDLE state:

After the return of a location result from the E-SMLC, or if the Location Timer described below expires, the MME shall re-enter IDLE state.

8.7.2.2
LOCATION Timer Function

The MME runs a timer while in the LOCATION state, whose value may depend on the location service, to limit the amount of time waiting for a location response from the E-SMLC. If the timer expires before such information is received, the MME indicates a location failure to the original requesting entity and re-enters IDLE state.
**** NEXT PROPOSED CHANGES ****
9.4
Exception Procedures

The procedures in this clause apply to all variants of an MT-LR, NI-LR and MO-LR where a Location Request message has been sent either to RAN, for a UE with GERAN or UTRAN access, or to an E-SMLC, for a UE with E-UTRAN access, in order to request some location service (e.g. provision of a location estimate for a target UE or transfer of assistance data to a target UE).

9.4.1
Procedures in the VMSC /MSC server

After the VMSC /MSC server has requested a location service for a particular UE from RAN, certain events may occur that may temporarily or permanently interfere with the location service attempt. For each such event notified to the VMSC /MSC server, the VMSC /MSC server shall employ one of the following error recovery actions.

Restart the Location Service
This action shall be employed for any event that temporarily impedes a location service attempt and cannot be delayed until the location service attempt is complete. When such an event is notified to the VMSC /MSC server, it shall immediately cancel the location service attempt and the associated signalling dialogue with RAN, if this still exists by sending a "stop reporting" message to RAN. The "stop reporting" message shall contain the reason for the location procedure cancellation in A/Gb mode or the indication about the type of location request to cancel (e.g. direct) in Iu mode.

After aborting the location request dialogue with RAN, the VMSC /MSC server may queue the location service request until the event causing the restart has terminated (if not already terminated). The VMSC /MSC server may optionally wait for an additional time period (e.g. if the queuing delay is minimal) to ensure that any resources allocated in and by RAN have time to be released. The VMSC /MSC server may then send another location service request to RAN associated with the target UE.

Abort the Location Service
This action shall be employed for any event that permanently impedes a location service attempt, such as loss of the dedicated signalling channel to the target UE. When such an event is notified to the VMSC /MSC server, it shall cancel the current location service attempt and the associated signalling dialogue with RAN, if still existing, by sending a "stop reporting" message to RAN. The "stop reporting" message shall contain the reason for the location procedure cancellation in A/Gb mode or the indication about the type of location request to cancel (e.g. direct) in Iu mode. The VMSC /MSC server shall then return an error response to the client or network entity from which the location request was originally received. The VMSC /MSC server shall also release all resources specifically allocated for the location attempt.

The following table indicates the appropriate error recovery procedure for certain events. For events not listed in the table, the VMSC /MSC server need take no action.

Table 9.1: LCS Error Recovery Procedures in the VMSC /MSC server for certain Events

	Event
	VMSC /MSC server Error Recovery

	Release of radio channel to the UE
	Abort

	Any error response from RAN except for SRNC relocation or inter-MSC handover
	Abort

	In Iu mode inter RNC hard handover, SRNC relocation and inter- MSC or MSC server handover
	Abort on Iu level

Restart after process is completed



	In A/Gb mode inter-MSC Handover and inter-BSC handover
	Restart after handover is completed

	InterSystem handover
	Restart after handover is completed


If RAN is in an overload condition, it may reject a location request by indicating congestion. The VMSC /MSC server may reduce the frequency of future location service requests until rejection due to overload has ceased.

9.4.2
Void

9.4.3
Procedures in the SGSN

After the SGSN has requested a location service for a particular UE from RAN, certain events may occur that may temporarily or permanently interfere with the location service attempt. For each such event notified to the SGSN, the SGSN shall employ one of the following error recovery actions.

Restart the Location Service
This action shall be employed for any event that temporarily impedes a location service attempt and cannot be delayed until the location service attempt is complete. When such an event is notified to the SGSN, it shall immediately cancel the location service attempt and the associated signalling dialogue with RAN, if this still exists by sending a "stop reporting" (Iu mode) or "location abort" (A/Gb mode) message to RAN. The "stop reporting"/"location abort" message shall contain the reason for the location procedure cancellation.

After aborting the location request dialogue with RAN, the SGSN may queue the location service request until the event causing the restart has terminated (if not already terminated). The SGSN may optionally wait for an additional time period (e.g. if the queuing delay is minimal) to ensure that any resources allocated in and by RAN have time to be released. The SGSN may then send another location service request to RAN associated with the target UE.

Abort the Location Service
This action shall be employed for any event that permanently impedes a location service attempt, such as loss of the radio channel to the target UE. When such an event is notified to the SGSN, it shall cancel the current location service attempt and the associated signalling dialogue with RAN, if still existing, by sending a "stop reporting"/"location abort" message to RAN. The "stop reporting"/"location abort" message shall contain the reason for the location procedure cancellation. The SGSN shall then return an error response to the client or network entity from which the location request was originally received. The SGSN shall also release all resources specifically allocated for the location attempt.

The following table indicates the appropriate error recovery procedure for certain events. For events not listed in the table, the SGSN need take no action.

Table 9.2: LCS Error Recovery Procedures in the SGSN for certain Events

	Event
	SGSN Error Recovery

	Release of radio channel to the UE
	Abort

	Any error response from RAN causing unavailable signalling connections
	Abort

	Inter RNC hard handover, Inter SRNC relocation (Iu mode only)
	Abort on Iu level

Restart after process is completed



	Suspend of GPRS services (A/Gb mode only)(During CS connection for class B UE)
	Abort

	Intra SGSN Routing Area Update (A/Gb mode only)
	Restart

	Inter SGSN Routing Area Update, inter SGSN relocation
	Abort (Note: GMLC may restart)

	Standalone P-TMSI Reallocation (A/Gb mode only)
	Restart


9.4.3a
Procedures in the MME

After the MME has requested a location service for a particular UE from an E-SMLC, certain events may occur that may temporarily or permanently interfere with the location service attempt. For each such event notified to the MME, the MME shall employ one of the following error recovery actions.

Update the E-SMLC

This action shall be employed when the serving eNodeB but not the MME is changed due to an intra E-UTRAN handover or tracking area update. When this event occurs, the E-SMLC shall send an update message to the E-SMLC indicating the new eNodeB for the UE.
Abort the Location Service
This action shall be employed for any event that permanently impedes a location service attempt, such as loss of the radio channel to the target UE or handover to a different MME. When such an event is notified to the MME, it shall cancel the current location service attempt and the associated signalling dialogue with the E-SMLC by sending a "location abort" message to the E-SMLC. The "location abort" message shall contain the reason for the location procedure cancellation. The MME shall then return an error response to the client or network entity (e.g. GMLC) from which the location request was originally received. The MME shall also release all resources specifically allocated for the location attempt.

The following table indicates the appropriate error recovery procedure for certain events. For events not listed in the table, the MME need take no action.

Table 9.2a: LCS Error Recovery Procedures in the MME for certain Events

	Event
	MME Error Recovery

	UE Detach or RRC or S1 connection release
	Abort

	Inter MME Tracking Area Update
	Abort 



	E-UTRAN to UTRAN Routing Area Update
	Abort 

	Inter MME and inter RAT handover
	Abort

	Intra MME Tracking Area Update
	Update

	Intra MME E-UTRAN handover
	Update


**** NEXT PROPOSED CHANGES ****
10
Information storage

10.2a
MME

The MME contains the same LCS permanent data for each registered UE subscriber, as does the HSS. This data is downloaded to the MME as part of the Attach and Tracking Area Update procedures between the MME and HSS for a UE subscriber.

10.5
Interworking between network nodes in different releases

This clause describes possible scenarios for interworking between network nodes in different releases. It is noted that LCS is only supported in A-mode and Iu-mode in the CS domain in Rel-99. LCS is supported in A-mode and Iu-mode in UTRAN CS and PS domains, but not in Gb-mode, in Rel-4. LCS is supported in A/Gb mode and Iu mode in CS and PS domains for UTRAN and GERAN in Rel-5, Rel-6, Rel-7 and Rel-8. LCS is supported in A/Gb mode and Iu mode in CS and PS domains for UTRAN and GERAN and in the PS domain for E-UTRAN in Rel-9 onwards 
The concept of LCS capability set is introduced in Rel-4, so it does not appear in the specifications for R98 and R99 LCS.

10.5.1
LCS capability set

The following LCS capabilities are identified in the current version of this specification. The HLR/HSS is notified the LCS capability of the serving node by an indication, which indicates all the LCS the serving node supports, from the serving node during location update procedure.

-
LCS capability set 1:
R98 and R99 LCS (pre-Rel'4 LCS)

-
LCS capability set 2:
Rel'4 LCS

-
LCS capability set 3:
Rel'5 LCS

-
LCS capability set 4:
Rel'6 LCS
-
LCS capability set 5:
Rel'7 or later LCS

NOTE 1:
the concept of LCS capability set is introduced in Rel4 so that R98 and R99 serving nodes do not notify HLR/HSS this parameter. Therefore, even if this parameter is absent the serving node may support at most LCS capability set 1.
NOTE 2:
for E-UTRAN access, LCS capability sets 1 through 3 are not applicable. An MME that does not signal an LCS capability to the HSS shall be assumed to provide no LCS support.
The serving node, which notified the HLR/HSS that it supports LCS capability set 2, shall be able to handle the extended LCS Client list and LCS Client List for call-related class from the HLR/HSS.
The serving node, which notified the HLR/HSS that it supports LCS capability set 3, shall support the following capabilities:

-
capability to perform the service type privacy check.

-
capability to send the codeword to target UE for notification/verification.

-
capability to send the requestor ID to target UE for notification/verification.

The serving node, which notified the HLR/HSS that it supports LCS capability set 4, shall support the following capability:

-
capability to perform the privacy related action (i.e. checking the on-going call/session and/or notification/verification procedures) which is requested by H-GMLC.

The serving node, which notified the HLR/HSS that it supports LCS capability set 5, shall support the following capability:

-
capability to perform the privacy related action (i.e. checking the on-going call/session and/or notification/verification procedures) for notification based on current location which is requested by H-GMLC. 

**** NEXT PROPOSED CHANGES ****
11
Operational Aspects

11.1
Charging

Charging Information collected by the PLMN serving the LCS Client.

The following charging information shall be collected by the PLMN serving the LCS Client:

-
type and identity of the LCS Client;

-
identity of the target UE;

-
results (e.g. success/failure, method used if known, response time, accuracy) - to be repeated for each instance of positioning for a deferred location request;

-
identity of the visited PLMN;

-
LCS request type (i.e. LDR or LIR);
-
requested Quality of Service information;
-
state;

-
type of event (applicable to LDR requests only);

-
time stamp;

-
type of co-ordinate system used.

11.2
Charging Information Collected by the Visited PLMN

The following charging information shall be collected by the visited PLMN:

-
date and time;

-
type and identity of the LCS Client (if known);

-
identity of the target UE;

-
location of the target UE (e.g., MSC, MSC Server, SGSN, MME, tracking area ID, location area ID, cell ID, location co-ordinates);

-
which location services were requested;
-
requested Quality of Service information;
-
results (e.g. success/failure, positioning method used, response time, accuracy) - to be repeated for each instance of positioning for a batch location request;

-
identity of the GMLC or PLMN serving the LCS Client;

-
state;

-
type of event (applicable to LDR requests only). 





















































































































































































































































































































�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





3GPP


_1302976155.doc


Timeout







E-SMLC or







results from the







Location







Receive







Messages







Positioning







Transfer







the  E-SMLC







Location from







Request







LCS-IDLE







LOCATION












