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	Title
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	Summary
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Conclusion

	S2-043423
	LS on Generic Access to A/Gb Interface – Feasibility Study
	GP-042292
	To: SA WG1 Cc: SA WG2

GERAN has completed the feasibility study on Generic Access to the A/Gb Interface. Attached please find TR 43.901, Feasibility Study on Generic Access to A/Gb Interface which is now under change control.
TSG GERAN is now awaiting confirmation from SA WG3 on the feasibility of the security mechanisms that have been identified during the feasibility study. These security mechanisms are an adoption of the work performed by SA WG3 for the WLAN-Inter-working feature. 

TSG GERAN has found that in general terms Generic Access to the A/Gb Interface can meet all the service requirements defined for the 3GPP system including support of all services requiring support of CC, MM, GMM, SNDCP, LLC and SS as well as SMS, MMS and IMS supported by GERAN. Some of the services which are provided by the Radio network such as CBS, VGCS and VBS cannot be supported in a generic manner. However, it was seen feasible to support CBS services through alternate access-specific mechanisms for e.g. use of multiple IP-unicast. Support of VGCS and VBS would require dedicated support from the alternate access technology. For ongoing development of Release 6 features such as MBMS it was found difficult to conclude in the absence of final solutions for Rel-6. 

With the above background, if SA WG1 can live with the above mentioned limitation, TSG GERAN has determined a simple and cost-effective solution. TSG GERAN has approved the attached WID to formally specify the protocols for enabling generic access and believe that this should not require any substantial work to define new requirements by SA WG1.


	Noted

(A reply was sent in the end of the last SA2 meeting.)

	S2-043424
	LS on RIM routing addressing between GERAN and UTRAN
	N4-041133
	To: TSG GERAN WG2, TSG RAN3 & TSG SA2

CN4 would like to thank GERAN WG2 for their LS initiating this issue and RAN 3 for their guidance on the coding of the proposed information element.

CN 4 have approved the attached CR to 29.060.

A concern was raised in CN 4 as to whether this change to 29.060 would have an impact on 23.060 and so asks SA 2 to look into this and if so make the appropriate change.

Actions to SA2: CN3 asks SA 2 group to check whether any change is required to 23.060 by this change to 29.060?

If this is so then SA 2 is asked to make the appropriate change.
	Open, handle on agenda point 9 (R6)

(Postponed from last SA2 meeting)

	S2-043425
	Reply to LS from SA2 in S2-042341 concerning Location information issues
	04TD344r1
	To: SA2

TISPAN EMTEL project (Emergency Telecommunications) thanks SA2 for their analysis of our draft document for TS 102 164 mentioned in your liaison statement. We note your comments with interest and offer replies in the annotated copy of your liaison attached below. However we would like to inform you that the document has progressed beyond draft status and is now published.

We would be interested in your reaction to our comments.  We invite a reply at your convenience, preferably before the next plenary meeting of TISPAN in January 2005.

TISPAN comments are in Blue text.

LS to TISPAN on Open Issues in TISPAN TS 102 164 

Release: 6
Work Item: LCS2
Source: SA2
To: TISPAN
Cc: SA1
Contact Person:
Name:

Robert Beeson, Lucent Technologies Tel. +1 623 572 4715


E-mail Address:
rbeeson@lucent.com

1. Overall Description:

TISPAN, in the Informative Annex C to their current draft specification for the Emergency Le interface, has identified a number of issues that impact wireless networks.  In comparing the issues with current 23.271 (plus the proposed changes to standardise the emergency call capabilities for the EU), a number of incompatibilities are identified.  These incompatibilities must be corrected in order to provide a workable E112 system.

In the text below the Section Headers are extracted from the Annex C describing various issues, while the red italicised text represent 3GPP SA2 position regarding those issues.

General Comment

It is SA2s understanding that TISPAN feels that the issues they have identified in Annex C are to be solved in future releases.  It is our position that the issues identified below must be included in the first release of the TS 102 164 or else there will be severe interoperability problems.

The Document TS 102 164 was produced for Emergency Service organisations to use a basic set of features aligned with LIF 3.0 in the EFA/EU area for fixed and mobile positioning as requested by the EU commission. It is agreed there may be interoperability problems once Emergency Service Organisations in the EFTA/EU area require a support a more complex scenario beyond compliance with Lif 3.0. This will be pursued in future releases and TISPAN are willing to resolve these issues with SA2 to ensure backward compatibility. 

C.1
 - Circle Location configuration – Additional shape to ellipse

Already defined in MLP TS 101 V3.0.0 [1] from LIF Forum

3GPP SA2 response:  In most cases, the wireless networks will report the shape of a cell as a polygon.  TISPAN should implement their specification to allow all shapes identified in 3GPP TS 23.032.  Note: this must be agreed between 3GPP and TISPAN, as procedures in 23.271 might be affected, since otherwise somewhere a translation from polygon to ellipse or circle must take place (along with corresponding loss of accuracy).

Shapes will be added as and when required by EFTA/EU countries. At present in the published document the Elliptical shape is supported see subsection 6.2 of the published specification. 
C.2
 - In-Bound Roamers

In summary the visited MNO needs to know which of their MSC’s the InBound roamer is connected in order to enable their Cell-ID based location to be found

This would normally required the Visited MNO Operator to request this information from the InBound roamers Home MNO

The Swedish 112 Mobile Location standard requires the MSC number to be passed to the Emergency Operator entity in the “Location Number” field of an ISUP “Initial Address Message”.

The Emergency Operator entity can then pass this MSC Number to the visited network as part of the MLP message (standard optional field).

Protocol compatibility issue, need to investigate the availability of ISUP v4 EN 300 356

3GPP SA2 response:  We agree, MSC Number would then be part of the correlation information that is needed.  Note:  This must be agreed between TISPAN and 3GPP, as procedures in 23.271 are affected.

Agreed TISPAN are willing to co-operate with SA2. This issue was not solved and as such it is not part of the published specification

C.3
 - Cell-ID Based Location Performance

When an Emergency call is made, the 3GPP standards specify that the Cell-ID which is in use is stored – this is called INITIAL location in the standards and can be retrieved by a location server very quickly (typically about 1 sec)

A location server can also cause a handset to be paged and the Cell-ID currently in use to be obtained and stored. This is called CURRENT location in the standards. Because paging the handset takes time, this CURRENT location can only be retrieved by a location server after a longer time (typically 3-8 secs?)

As well as the retrieval time difference, the INITIAL location may well be different to the CURRENT location if the Caller is moving eg in a vehicle or train.

Already offered, performance of current CellID or CellID at the start of call, differs in different network implementations and technology.

3GPP SA2 response:  There has never been any requirement from EMTEL regarding “current” vs. “last known”, or “initial”.  This has little to do with Performance, but nevertheless does impact the specification.  Our proposal is that the original request from the PSAP towards the network asks for “initial” position, as this allows networks to implement privacy procedures that prevent PSAPs from obtaining position of subscribers that have not made emergency calls.

This text is a note of the fact that operators cache the data differently. It is factual not a proposal. The text in subsection 10 states the position clearly from information supplied by MNO’s.

C.4
 - Proposed additional functionality - Position fix type

C.4.1
Location Technology Selection

An issue with the ideas in MLP Lite was that the request would not allow the requestor to specify which location technology to use if more than one was implemented by an operator

Eg MNO implements both Cell-ID and Assisted GPS technologies. Cell-ID gives a quick inaccurate response whereas A-GPS gives a slow accurate response. The Emergency Operator may require both. Eg Cell-ID based to initiate response despatch and then A-GPS to locate the caller more exactly.

MLP 3.1 allows the “eqop” element (already defined for Standard Immediate requests) to be included in Emergency Immediate requests

Within “eqop” the element “resp_req” allows the Location technology required to be implied.

Values of “resp_req” allowed are as follows –

NO_DELAY

No delay: The server should immediately return any location estimate that it currently has.  

LOW_DELAY

Low delay: Fulfilment of the response time requirement takes precedence over fulfilment of the accuracy requirement.

DELAY_TOL

DEFAULT - Delay tolerant: Fulfilment of the accuracy requirement takes precedence over fulfilment of the response time requirement.

The interpretation of these values is defined in 3GPP documents 22.071 and 29.002

This parameter indicates what is important to the Emergency Operator (ie speed or accuracy) but how that is achieved within an MNO Domain with a particular User and a particular handset would be an implementation decision for each Operator.

3GPP SA2 response:  3GPPSA2  is proposing that the “initial” position request determined at the start of the call, be of type “no_delay”, in order to get the cell id accuracy level quickly  (It will have been pushed to the server).   Note: this must be agreed between 3GPP and TISPAN, as procedures in 23.271 are affected.

This will be considered further as alignment with OMA/LIF 3.2 is considered in the next release of TS 102 164. However subsection 10 outline the procedures etc. regarding the positioning of the location data etc. It may be that TISPAN has misinterpreted the ability of MNO’s in this area and TISPAN would be happy to correct any misunderstandings.

2. Actions:

To group: TISPAN

SA2 kindly request TISPAN to consider SA2 position on the identified issues, and effect changes to ETSI TS 102 164 to match the current capabilities of wireless networks.
	Open, handle on agenda point 9.6 (LCS)

(Postponed from last SA2 meeting)

	S2-043426
	LS to 3GPP about signalling compression
	OMA-PoC-2004-765R02
	To: 3GPP TSG-SA WG2, 3GPP2 TSG-X Copy: 3GPP TSG-CN WG1

1 Overview

The OMA POC WG is currently doing “stage 3” work including the control plane work for Push-to-talk over Cellular (PoC). 

In PoC, user requirements [OMA POC RD] stipulate that the right-to-speak (RTS) indication for PoC should be in less than [2.0] seconds. 

The OMA POC WG recognizes that the RTS indication delay is heavily dependent on transport delay of the session initiation messages that in its turn depends on the available bandwidth provided by the radio bearer and the sizes of the messages sent over the radio bearer. Therefore it is concluded that the RTS indication delay is dependent on SigComp performance, especially on low bit rate links (e.g. GSM/GPRS).

To ensure that combinations of different implementations from different vendors interoperate well and that the system performance in such cases meets the user requirements, the OMA POC WG recognize that it may be beneficial with a more detailed description of how SigComp should be used.

It should be noted that none of the SigComp related specifications referred to in the OMA PoC Control Plane specification: IETF RFC 3320, RFC 3321, RFC 3485, RFC 3486, 3GPP2 X.S0013-004 and 3GPPTS24.229 specifies a end-user service. The mentioned documents describe SigComp as a general SIP compression framework that may be used for a set of different services and the mentioned specifications do not specify in detail how SigComp can be used to meet a set of defined user requirements. 

The OMA POC WG recognize that the following specifications IETF RFC 3320, RFC 3321, RFC 3485, RFC 3486, 3GPP2 X.S0013-004 or 3GPPTS24.229 do not specify or recommend: 

· The use of separate transport ports or a common transport port for SIP and SigComp messages

· Minimum requirements for the endpoints like decompression memory size (DMS) and state memory size (SMS)

· When the UDVM byte code should be exchanged

It should therefore be noted that different implementations that follows IETF RFC 3320, RFC 3321, RFC 3485, RFC 3486, 3GPP2 X.S0013-004 or 3GPPTS24.229 could behave very differently. 

Therefore, the RTS indication delay may be dependent on the combination of the implementations of SigComp in the nodes even though the implementations follows IETF RFC 3320, RFC 3321, RFC 3485, RFC 3486, 3GPP2 X.S0013-004 or 3GPPTS24.229.

2 Proposal

N/A

3 Requested Action(s)

Since the OMA POC WG specifies the application layer mechanism for PoC and 3GPP/3GPP2 specifies the IMS/MMD layer, the OMA PoC WG kindly requests the 3GPP SA WG2 and the 3GPP2 TSG-X to investigate the need to give more detailed guidelines addressing the implementation of SigComp for PoC in order to meet the user requirements for PoC.  

The OMA POC WG recognize that 3GPP SA WG2 have a PoC related working item and asks the 3GPP SA WG2 if they are willing to consider to include guidelines of how signalling compression should be used in the PoC TR currently being developed (if the 3GPP SA WG2 finds that the inclusion of such guidelines is beneficial).

Attached to this document are the signalling compression related contributions that have been discussed in the OMA PoC WG.


	Open, handle on joint session with CN1

Postponed to Joint session with CN1

	S2-043427
	Security aspects of early IMS systems
	S3-040880
	To: CN1, CN4, SA2 Cc: T2
SA3 has produced the attached draft TR 33.878 on security aspects of early IMS. The TR includes details of how stage 3 CN1 and CN4 specifications may be modified to accommodate a security solution for early IMS systems. SA3 has made good progress with this work and believe that the TR is now stable enough to be used as the basis for the development of the necessary stage 3 CRs to CN1 and CN4 specifications. 

It is planned to progress the TR at SA3 meeting #36 with the aim of presenting it to SA plenary in December 2004 for approval. According to a decision at SA meeting #25, the approval of the necessary stage 3 CRs shall be conditional on the approval of the TR at SA plenary and the upgrade of the TR to 33.9xx series.

SA3 believe that the TR does not impact any SA2 specifications, but SA2 are asked to verify this.

Actions to CN1 and CN4: SA3 ask CN1 and CN4 to take note of the attached draft TR.

To SA2: SA3 ask SA2 to verify that the attached TR does not impact any SA2 specifications.


	Open, handle on joint session with CN1

(Postponed from last SA2 meeting)

	S2-043428
	LS on Revisiting forwards compatibility towards TLS based access security
	S3-040882
	To: SA2, SA1 Cc: CN1, CN4

SA3 has continued discussions on potential future backwards compatibility problem related to the way IMPI, IMPU and Home Network Domain Name are specified in ISIM related specifications. An updated CR has been provided in S3-040868 that proposes that the naming restrictions are relaxed: it is not necessary that these naming rules are visible to the end-user, and consequently there will be no new requirements related to IMPUs, while IMPI and Home Network Domain Name are still affected. SA3 needs to further study if the naming requirements resolves the potential future backwards compatibility problem for the roaming case.

SA3 would like to ask if the naming requirements are acceptable from SA1 and SA2 point of view.

Actions to SA1 and SA2: SA3 kindly asks SA1 and SA2 if the naming requirements are acceptable from SA1 and SA2 point of view.
To SA2: SA3 kindly asks SA2 to take note of the above decision
	Open, handle on agenda point 9.2 (IMS2)

(Postponed from last SA2 meeting)

	S2-043429
	LS on GUP Security Recommendations
	S3-040885
	To: CN4, SA2

1. Overall Description

SA3 thanks CN4 for the liaisons related to GUP Security (N4-041202).

SA3#35 discussed some still open issues on GUP security. In particular, SA3 was concerned in providing recommendations related to the following issues: 

· authentication over the Rg interface in case the GUP requestor is a UE (i.e. the possible use of GBA for client authentication to avoid client certificates needs still to be analysed). 

· suitable traffic protection recommendations to minimize the impact of double encryption

During these discussions SA3#35 had also the opportunity to look into CN4 concerns in N4-041202.

CN4 Specific Questions in N4-041202

SA3#35 had the opportunity to discuss around the specific questions as indicated in LS N4-041202. 

· How do peer authentication and message authentication co-exist?
 [LAP-WSF Security Mechanisms] specification defines a set of combinations of peer authentication and message authentication mechanisms necessary to accommodate various deployment scenarios. 

Not all combinations of available security mechanisms make sense in a given setting but a concrete selection cannot be done a priori. This is a matter of deployment, operational and security policy and the trust model the policy accords. 

Normatively, [LAP-WSF Security Mechanisms] recommends that peer authentication is performed in general, combined with message authentication in the presence of active intermediaries.
· Are both server and client certificates used?

Some of the peer entity authentication and message authentication combinations defined in [LAP-WSF Security Mechanisms] support mutual (sender and recipient) peer entity authentication for which both server and client certificates would be required.

However, [LAP-WSF Security Mechanisms] also supports the use of other combinations not requiring client side certificates (e.g. urn: liberty:security:2004-04:TLS:Bearer) or not even requiring peer entity authentication at all (e.g. urn: liberty:security:2004-04:null:Bearer). 

Furthermore, [LAP-WSF Conformance Reqs] specifies that Web Services Clients (GUP requestors) and Web Services Providers (GUP Servers) MUST support null and TLS peer entity authentication mechanisms and null, x509, SAML and Bearer message authentication mechanisms as described by [LAP-WSF Security Mechanisms]. This is, the support of combinations including clientTLS profile and client certificates is not mandated neither for GUP requestors nor for GUP Server.  

· What is the topology of Certification Authorities (CAs) for these certificates?

This would be matter of deployment and thus not under the scope of GUP specifications. 

· Are there GUP specific attributes in the X.509 v3 certificates (e.g. ESN number)?
This is a question where additional clarifications would be required.

Although some later versions of the X.509 certificate specification (e.g. X.509 Version 3) support the notion of extensions to convey any kind of extra info appended to the certificate, our view is that it was not the intention to include GUP specific attributes in the certificate itself. GUP attributes will be, in general, retrieved as part of the body of the SOAP message.

Although, as mentioned, it is not clear which is the specific functionality that has originated this question, we understand that there are another mechanisms for the retrieval of asserted attributes that could be used in the scope of GUP. One possible scenario would be a trusted entity (e.g. the GUP server or any other trusted authority) being able to assert the validity of a specific attribute by means of attribute assertions. I.e., the attribute would be returned in the form of a SAML or any other kind of assertion, inside the body of the SOAP request. 

It must be highlighted though that if CN4 is willing to provide this kind of functionality, then CN4 should make sure that the retrieval of this kind of data at protocol definition time it is catered for (e.g. by ensuring that the type of the "Data" XML element allows the conveyance of such kind of structures).
· Does the use of Web Services Security SAML profile require introducing a new functional entity in the GUP architecture?
This is a question where additional clarifications would be required. 

[LAP-WSF Security Mechanisms] supports SAML Assertion message authentication and regarding authorization, recommends the use of the Web Services Security SAML Profile. These mechanisms rely on a Trusted Authority issuing assertions including Authentication and/or Authorization statements. 

Authentication and Authorization Authorities may be co-located. When the Sender is relying on a particular Trusted Authority for both authentication (through SAML holder-of-key) and either types of authorization decision, some optimizations may be possible through that Trusted Authority issuing “combined” assertions. 

Liberty ID-WSF specifications also assumes that a service exists which aids in the discovery of identity-based web services. [LAP-WSF Discovery Service] defines protocols and schema for the description and discovery of ID-WSF identity services. GUP specification [23.240] already makes reference to this discovery functions as one of the possible options for GUP Requestors to get the contact reference information of the GUP Server if not known by other means.
In addition to managing the registration and discovery of identity-based web services [LAP-WSF Discovery Service] also defines protocols for the DS to act as this Trusted Authority issuing authentication and/or authorization assertions (according to rules defined in [LAP WSF Security Mechanisms]), which are subsequently used in conjunction with the accessing of the discovered identity-based web service acting as centralized policy information and decision point. 

DS would be also capable of informing the GUP Requestor of the preferences of the GUP Server in terms of peer entity and message authentication mechanism to be used. 

However the DS is not a completely new functional entity in the GUP architecture. The support of a Discovery Service for GUP server discovery purposes is already included in stage2 specifications where it shall be also clarified that DS may be used as a Trusted Authority. 

DS is defined as optional in TS 23.240. It is the understanding of SA3 that this allows operators to use other means to provide trust within the operator’s network. SA3 thinks that a trusted authority is needed, and would like to ask SA2 what component would suitable in the case there is no DS. 

Required Actions from SA3

In LS N4-041202 CN4 would appreciate to receive from SA3:

· an end-to-end example of the security mechanisms involved in GUP security, based on the Liberty Alliance security framework. This example would clarify – among other things – the various entities involved, the kind of messages exchanged and security methods used,

· a recommendation in terms of preferred security methods in the context of GUP.
To this respect and based on related SA3#35 discussions, SA3 would like to highlight that the scope of applicability of GUP specifications is probably already too wide as to being able to provide simple and straightforward optimizations and recommendations of the security mechanisms to be used.

Simply take a look to the following example of mapping the GUP reference architecture to current infrastructure environment (based on [23.240]) …
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In this example, it can be clearly seen that GUP specifications are also applicable for multiple deployment scenarios where for example GUP requestors could very well be internal applications to the operator domain, external applications to the operator domain or even UE implementations where different security, privacy and trust considerations apply.

This makes rather difficult to SA3 to provide a recommended subset of security mechanism to be used in the context of GUP. Deployers of GUP architecture should instead select the most suitable security mechanisms depending on the specific scenario, trust model and policies they would like to see applied.

UE acting as GUP Requestor over Rg-interface 

There is however some recommendations that SA3 has discussed in the scenario where a UE acts as a GUP requestor over the Rg interface and that can be suggested to CN4. In particular it is recommended to CN4 to make reference to Section 3 in [LAP-WSF Client Profiles] where guidelines that would apply in this case are defined. 

Amongst other recommendations given in this chapter, Liberty states that …

“A LUAD-WSC that wishes to interact with a WSP SHOULD support at least the urn:liberty:security:2004-04:TLS:Bearer security mechanism as specified in [LAP-WSF Security Mechanisms].”. 

While defining the urn:liberty:security:2004-04:TLS:Bearer security mechanism [LAP-WSF Security Mechanisms] states that …

“The primary function of these mechanisms is to provide for the authentication of the receiving entity and to leverage confidentiality and integrity features at the transport layer”. 

Obviously, the support of other peer entity authentication and message authentication combinations is not precluded but at least this one does not require the use of client certificates. The use of this profile seems also suitable for deployment scenarios where double encryption at transport and message level needs to be avoided.

SA3 agreed that the urn:liberty:security:2004-04:TLS:Bearer security mechanism shall be mandatory for use in case the UE is acting as a GUP requestor over the Rg-interface. All other authentication mechanisms are optional for use for the UE.
End-to-End Example
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What follows is a purely informative example that shows protocol interactions and security considerations in a generic GUP scenario. 

Step 0: 
GUP Requestor requires a GUP component. 

Next step from GUP Requestor would depend on the particular deployment configuration in place. 

· For example, GUP Requestor could have been already provisioned with all necessary data to access the GUP Server (e.g. GUP Server url, security mechanism that GUP Server is willing to use with GUP Requestor and even required security credentials to access the GUP Server). In this case, GUP Requestor would be able to directly query the GUP Server as in Step 3. 

· In a more general case, the GUP Requestor might have the need to discover the exact location of the GUP Server and/or rely on a Trusted Authority in order to find out which security mechanisms and/or security credentials to use with the GUP Server. In these cases, GUP Requestor could rely on the functionality of a Discovery Service and proceed as in Step 1. 

Step 1: 
GUP Requestor queries a Discovery Service. 

GUP Requestor issues a SOAP message to the Discovery Service conforming to [LAP WSF SOAP Bindings] and [LAP WSF Discovery Service] specifications asking for the exact location of the GUP Server. 

Step 2: 
GUP Requestor receives necessary information to access GUP Server from DS. 

In its response, the Discovery Service will include the url of the GUP Server, an indication of the peer entity and message authentication mechanism to be employed and optionally, required security credentials to be able to access the GUP Server.  

Step 3: 
GUP Requestor queries for the desired GUP component to the GUP Server. 

GUP Requestor establishes the required transport security and issues a SOAP message over the Rg interface conforming to [LAP WSF SOAP Bindings] specification including the required bearer security tokens. The actual query request conforms to [LAP WSF Data Services Template] Query Request operation, which is included in the Body of the SOAP message to the GUP Server. 

Step 4: 
GUP Server proxies the request of the desired GUP component to GUP Repository. 

GUP Server issues a similar request to the GUP Repository hosting the desired GUP component, this time over the Rp interface. Typically, GUP Server and GUP Repositories would belong to the same security domain so security mechanisms employed at Rp could be less demanding than the ones used over Rg interface. However, the use of one of the available option over the others is still a deployment issue.  

Upon reception of this message, GUP Repository will execute access control policies and if everything is correct will proceed to return the desired GUP component all the way up to the GUP Requestor via the GUP Server. 

Step 5: 
GUP Repository returns the desired GUP component to the GUP Server.

Step 6: 
GUP Server proxies the desired GUP component to the GUP Requestor.

Relationship between GAA and Liberty

SA3 wants to inform that the relationship between GAA and Liberty was discussed at SA3 #35. SA3 agreed that further study of the relationship is needed to identify if there are overlaps between these two authentication frameworks, and to study potential synergies between them. This study is independent of the ongoing work on GUP Security, so SA2 and CN4 can progress the work on GUP security based on the current agreement to adopt the Liberty Alliance Project ID-WSF security solutions as the basis for the GUP security work.

Actions to SA2 and CN4: SA3 kindly asks SA2 and CN4 to clarify the role of DS as a Trusted Authority in TS [23.240] and TS [29.240]. Especially, SA3 would like to ask SA2 what component would suitable in the case there is no DS.

CN4 is also asked to take into account the agreement in SA3 that urn:liberty:security:2004-04:TLS:Bearer security mechanism shall be mandatory for use in case the UE is acting as a GUP requestor over the Rg-interface.
	Open, handle on agenda point 9.1 (GUP) 

(Postponed from last SA2 meeting)

	S2-043430
	LS on Session Start repetition
	R3-041397
	To: SA2
RAN3 is currently completing the stage 3 work for MBMS.

One issue was raised in RAN3#43 about the creation of the MBMS Service Context in those RNCs which do not belong to the indicated MBMS Service Area when the Session Start is received.

Two interpretations were discussed:

First interpretation

Based on the current SA2 TS saying (section 8.3 “MBMS Session Start procedure”, third bullet):

“The SGSN sends an MBMS Session Start Request message including the session attributes (TMGI, QoS, MBMS service Area, Session identifier, estimated session duration…) to each BSC and/or each RNC that is connected to this SGSN….”

Then:

“The BSC in Iu mode/RNC stores the session attributes in the MBMS Service Context, sets the state attribute of its MBMS Service Context to ‘Active’ and responds with an MBMS Session Start Response message”

It is understood that an SGSN sends the Session Start to all its RNCs and that all RNCs receiving the Session Start are supposed to store the session attributes. Therefore the storage applies also for those RNCs which do not belong to the indicated MBMS Service Area.

Second interpretation

Some companies in RAN3 felt uncomfortable to have to store this data in those RNCs which are not part of the MBMS Service Area because it may never be used afterwards if those RNCs are finally not taking part to the session. The concerns were in particular raised for the case of small MBMS Service Areas indicated in the Session Start. 

This lead to a second interpretation where those RNC would store the session attributes from a Session Start only if at least one UE linking exists. However, this assumes that in the case the first UE linking takes place in the middle of a session, a repeated Session Start has to be sent by the SGSN to the concerned RNC. 

The SGSN could infer the need to repeat the Session Start to that particular RNC based on the fact that no signalling connection exists for this MBMS Service towards that particular RNC meaning that the initial Session Start sent from the BM-SC had not been positively acknowledged by that particular RNC.   

Actions to SA2: Since the second interpretation introduces a Session Start repetition in the SGSN which seems to not exist currently in the SA2 TS, RAN3 kindly asks SA2 to guide RAN3 on which of these two interpretations should be followed. 
	Forward to MBMS DG

(Postponed from last SA2 meeting)

	S2-043431
	LS on MBMS Information Element coding
	R3-041407
	To: CN3, SA2 Cc: CN4, RAN2, CN1, GERAN

RAN3 is currently completing the stage 3 work for MBMS. 

During RAN3#44 discussion, the coding of the MBMS Session Duration IE over Iu interface and over other interfaces where it is carried was discussed. The following questions were raised:

· Should it indicate MBMS session that could last for more than a day?

· Should it have an “infinite” value that would correspond to very long MBMS session for which the session stop is difficult to predict.

Furthermore RAN3 would like to inform SA2 that the MBMS NSAPI indicated in the LS on MBMS NSAPI (S2-042922) will be included within the UE linking information carried over Iu interface. RAN3 plan is to code it as “BIT STRING (8)“ (as done for RAB ID in R99).

Finally RAN3 would like to inform SA2 and CN3 about following RAN3 agreements about some MBMS Information Elements:

· RAN3 will specify for the MBMS Service Area Information Element a special code point indicating to the RNC that all its cells are part of the MBMS Service Area. Such code point should avoid the O&M configuration of all RNCs and cells for geographically wide MBMS bearer service e.g. full PLMN.

· RAN3 does not plan to provide the estimated time between the reception of the MBMS Session Start and the actual start of the data transfer for that specific session to UTRAN over Iu interface. However RAN3 will continue to monitor GERAN needs in order to align Iu interface for GERAN Iu-mode.

Actions to CN3 and SA2 groups: RAN3 would like to ask CN3 and SA2 to provide answer to the above question for the MBMS Session Duration IE.


	Forward to MBMS DG

(Postponed from last SA2 meeting)

	S2-043432
	Information on ongoing activities concerning Location Based Services
	EM08td028
	To: 3GPP SA1, 3GPP SA2, ETSI TC AT, ETSI TISPAN

Location Based Services are one of the growing applications on the communication market. A lot of different location methods are already available or will be implemented accordingly in the near future. Today commonly (enhanced) Cell-ID can be provided as a best effort location enhancement for emergency call services by network operators, but other network- and satellite-based solutions are raring to go.

The requirements on the provision of the caller location to emergency services in the Directives and the Recommendation of 25 July 2003 are not written in a way as to prefer a specific solution. Keeping neutrality of technologies is one of the important points, which have to be considered by standardising and implementing caller location methods for emergency calls. 

Nevertheless it seems that currently satellite-based positioning is emerging, as the following two examples indicate.

· Japanese Telecommunication Council Committee released a report which stipulates that mobile phones released in or after April 2007 and that support the third-generation mobile communication (3G) service have basically to be able to identify a user's position information by using the GPS system. 
Position information is expected to include the latitude, longitude and accuracy information, and the actual measurement to start at the time of a voice call initiation.
· European Commission, ACEA and ERTICO recently signed a Memorandum of Understanding on introduction of eCall for road crash victims across Europe, where GPS is considered as a possible and appropriate solution. 
eCall position information shall mandatory include Time stamp, Precise Location, Vehicle identification, Service Provider Identifier, E-call qualifier (as a minimum a indication stating if the eCall has been manually or automatically initiated).
Considering the examples it becomes clear, that standardised solutions for transmitting position information from mobile terminal via fixed network to PSAP will most likely be asked for very soon.
Therefore OCG EMTEL recommends to take the scenarios mentioned above into account for further standardisation activities, therewith requirements may be incorporated in a timely manner. Considering these requirements, sight of other location positioning systems should not be lost.
 

Action/Decision Requested: None.
	Noted

Postponed from last SA2 meeting

	S2-043433
	LS proposing work split 3GPP/3GPP2/OMA on Presence
	3GPP2
	To: OMA PAG  Cc: 3GPP2 SC, 3GPP CN WG1, 3GPP SA WG2, 3GPP2 TSG-X 
Re: LS proposing work split 3GPP/3GPP2/OMA on Presence

Dear Ihab,

3GPP2 thanks OMA PAG for its liaison statement about proposing work split on the Presence

work.

3GPP2 would like to make the following points about the scope of Presence work in 3GPP2 as

specified by OMA PAG:

• Define IMS message profiles for the OMA Presence framework.

• 3GPP/3GPP2 is proposed to define the SIP/XCAP procedures how the presence-related

content is transferred between different network entities in an IMS network, (using

PUBLISH, NOTIFY etc.) including header fields.

3GPP2 X.P0013-004-A specifies the IMS Call Control Protocol based on SIP and SDP including

the SIP/SDP message profile definitions. OMA can rely on this specification to be used with the

OMA Presence framework assuming that the SIP/IP core network in the OMA PAG presence

architecture is implemented by the 3GPP2 MMD network. 3GPP2 believes that this work is

already covered by the above mentioned 3GPP2 specification.

3GPP2 X.P0027-003 specifies the presence service protocol communication between an IMS UE

and an IMS AS based on the IETF SIP/SIMPLE work (including SIP/XCAP procedures).

• Define how the Presence IETF SIP framework is used in a well defined IMS architecture

to transfer Presence Information from the UE to AS and the opposite (e.g. definition of

the mandatory and optional headers of the SIP methods used by the Presence event

framework) or between ASes.

3GPP2 X.P0027-001 specifies the functional architecture for the presence service.

3GPP2 X.P0027-003 specifies the presence service protocol communication between an IMS UE

and an IMS AS based on the IETF SIP/SIMPLE work.

As said in the previous point, 3GPP2 X.P0013-004-A specifies the SIP/SDP message profiles

used in IMS networks (i.e. including mandatory and optional headers of the SIP methods used by

the Presence event framework).

3GPP2 believes that this work is already covered by the above mentioned 3GPP2 specifications.

• Specify the mechanisms for transporting presence information from 3GPP/3GPP2

specific network elements (e.g.GGSN, IMS elements, etc) to the Presence Network

Agent.

• 3GPP/3GPP2 is proposed to define a SIP interface for the Presence Network Agent

(3GPP/3GPP2 Pen).

3GPP2 X.P0027-003 also specifies the Pi reference point (as how it is defined in 3GPP2

X.P0027-001), i.e. the communication between the IMS Serving-CSCF and the PNA, in order to

gather presence information from the S-CSCF to the PNA.

The 3GPP2 X.P0027-004 specification defines the Pk reference point, i.e. the communication

between the HAAA and PNA in order to gather presence information from the HAAA to the

PNA. The presence information carried over other network interfaces (Pc, Ph, Pl) is currently not

in the scope of this specification.

3GPP2 recently agreed to choose the SIP protocol for the Pen reference point (between the PNA

and the Presence Server). The detailed specification of the Pen reference point will also be

documented in 3GPP2 X.P0027-004.

3GPP2 believes that this work is already (partly) covered by the above mentioned 3GPP2

specifications.

• Specify all other procedures required to support network specific aspects of presence, for

example, charging and security.

3GPP2 X.P0027-002 specifies the security mechanisms for presence. This specification mainly

concentrates on user aspects of presence security, at the moment. If any network aspects of

presence security should be covered based on the ongoing work in 3GPP2 X.P0027-004, 3GPP2

will make sure that the specification will cover that. Additional security mechanisms for the

presence service are described in various IMS security documents.

The charging aspects of the 3GPP2 presence service are covered by various IMS charging

documents.

• 3GPP/3GPP2 is also proposed to define the mappings between the presence information

available from interfaces on those networks, and the presence elements defined by OMA

such that presence sources (PNAs, PUAs.) can publish their information to the Presence

Server in a standard format.

As it has been recently agreed, the Pen reference point is a standard IETF SIP/SIMPLE based

interface utilizing the SIP PUBLISH method.The format to represent the network-specific

presence information is currently under discussion, the standard IETF PIDF representation is

being considered. 3GPP2 X.P0027-004 will contain such information mapping to PIDF.

• 3GPP/3GPP2 is proposed to define the normative text for how the HTTP headers are

populated. If not, it is expected that this will cause problems when defining the security
to be used and also when describing how the Authentication proxy work. It is therefore

proposed to cover also this aspect in the 3GPP/3GPP2 specifications.

In the 3GPP2 Ut interface, the HTTP headers are populated according to the HTTP RFC,

therefore 3GPP2 does not see the need to further specify it in 3GPP2 specifications.

3GPP2 will consider meeting OMA PAG, if a specific need arises in the future.

Regards,

Richard Robinson

Chair, 3GPP2 TSG-S
	Noted

	S2-043434
	LS on MBMS Information Element coding
	R3-041407
	Duplication of S2-042331


	Duplication of S2-042331

	S2-043435
	LS on Clarification of TMGI format
	S1-040903
	To: RAN2 Cc: RAN3, GERAN, CN4, CN1, SA2
SA1 would like to thank RAN2 for their liaison in which RAN2 expressed its concern w.r.t. the MBMS service ID size in the currently agreed TMGI format.

In this LS, which was addressed to CN4 and copied to SA1, RAN2 questioned the need for a 3-octet MBMS service-ID. Would e.g. a 2-octet MBMS service-ID not be sufficiently large to handle all realistic scenarios ?

While the actual TMGI format needs to be decided in the relevant working groups SA1 believes, that the number of realistic scenarios that should be supported may become fairly high, i.e. could exceed 64K (which would be the limit for a 2-octet MBMS service-ID).

This conclusion is based on the following observations:

· There may exist several BMSCs, for which an operator may want to distinguish services

· The capability to join/combine several MBMS bearer services into distinct MBMS user services may require a larger number of  MBMS service-IDs.

· For "Carousel Mode" of MBMS user services it may be useful to include counters in the MBMS service-IDs, which again would increase the required number-range of such IDs.

For the reasons indicated above SA1 believes that it would be safer to assume a fairly large number of realistic scenarios, for which MBMS services would need distinct identifiers, potentially exceeding 64K.

Actions: to S2: None
	Forward to MBMS DG

	S2-043436
	LS on 3GPP Cooperation with TISPAN for NGN Supplementary Services
	S1-040962
	To: ETSI TISPAN Cc: SA2, CN1, CN3, CN4

3GPP SA1 thanks TISPAN for their liaison and would like to inform TISPAN that SA1 will help them in defining the requirements needed for supporting appropriate supplementary services for NGN as listed in the originated LS.

However, SA1 does believe that TISPAN need to refine their request towards 3GPP before anything can be specified. IMS as currently specified does provide some features and enablers that could allow TISPAN to offer some of the needed supplementary services. As such, TISPAN would need to identify what is missing in 3GPP specifications and in particular IMS specifications to support the listed supplementary services (e.g. TS 22.004). 

With the analysis done, TISPAN is welcome to liaise back with 3GPP SA1 to express the missing requirements and request SA1 to modify their specification accordingly by means of liaison statements backed up by company contributions. 

Actions to SA2: None
	Noted

	S2-043437
	Response to GERAN WG1 on Generic Access to A/Gb Interface Feasibility Study
	S1-040968
	To: GERAN WG1 Cc: SA WG2

SA WG1 like to thanks GERAN for the information sent as TR 43.901, Feasibility Study on Generic Access to A/Gb Interface.
SA1 WG1 is not currently in the position to assess the requirements related to the mentioned services (MBMS, CBS, VGCS and VBS) in the “Generic Access to A/Gb Interface” context. This requires an appropriate evaluation of related business cases and the related user and system requirements.

SA1 cannot express now a final opinion about the requirement for services such the mentioned ones (MBMS, CBS, VGCS and VBS) even we are not identifying issue regarding the mentioned limitations regarding VCGS and VBS. Therefore, for the time being, entrust these evaluations to GERAN.

SA1 notices that not all the 3GPP defined access technologies support the full set of 3GPP defined services. 

Action None
	Noted

	S2-043438
	OSA Stage 2 - A cross-releases Overview
	N5-040779
	To: CN, SA, SA1, SA2

[See the LS] 

Actions to SA2: 
CN5 kindly asks SA2 to withdraw from Rel-6 onwards TS 23.127 as it is not needed for OSA Stage 2 description anymore (see new CN5 TS 23.198 submitted for CN#26 12/2004 approval) and hence it does not seam to serve any another purpose.

CN5 warmly thanks SA2 and its Chair for the support provided in the elaboration of the Stage 2 OSA‑only specification TS 23.198 which is based on SA2’s TS 23.127.
	Open, handle on agenda point 9 (R6 General)

	S2-043439
	LS on completion of network initiated SCUDIF support
	R3-041408
	To: CN3, CN4, SA2

During RAN3#44, RAN3 reviewed the status and support for the Release 6 network-initiated SCUDIF from Iu interface perspective.

Based on the discussion papers in R3-041292 and R3-041318, RAN3 discussed how currently the stage 2 TS 23.172 fulfils the stage 1 requirement for network-initiated SCUDIF (see section 7.2.1 of TS 22.101).

RAN3 came to the conclusion that the current solution described in TS 23.172 (section 4.2.5) does not fulfil completely the stage 1 requirement for the following main reasons:

· The solution for network initiated service change from speech to multimedia is not described at all.

· The current solution for the network initiated fallback from multimedia to speech is not the best one as it relies on difficult assumptions:

· The usage of certain value of the Service Handover IE field, because it is misused to enable the trigger of handover upon detection of lack of resource instead of preventing it,.

· The reuse of relocation messages to signal the need to fallback to speech whereas the radio conditions for the fallback may be set differently compared to relocation,

· The lack of clear indication for the CN to understand that a fallback process is requested when it receives the RANAP RELOCATION REQUIRED message from the RNC because it cannot differentiate from a usual radio reason handover.

To improve the network-initiated fallback from CS multimedia to speech, as well as fully support the network-initiated service change from CS speech to multimedia, RAN3 discussed one possible solution from RANAP perspective as described in R3-041292 and in R3-041318: 

· A new optional flag indicating the network-initiated service change possibility in RAB ASSIGNMENT REQUEST and RELOCATION REQUEST message to the RNC, so that the RNC knows whether it can later indicate to the MSC for this RAB the existence of suitable radio conditions for a service change.

· The re-use of RAB MODIFY REQUEST message with a new optional IE (cause or flag) to indicate to the MSC the existence of suitable conditions for a service change (fallback to speech or upgrade to multimedia) for a given RAB, for which the network-initiated service change possibility was indicated to the RNC beforehand.

Actions to CN3, CN4 and SA2:

· RAN3 would like to ask CN3 to consider RAN3 reasoning and update the stage 2 TS 23.172, based on the possible solution discussed by RAN3.

· RAN3 would like to ask CN4 to check potential impact of the solution discussed by RAN3 to MAP protocol for the inter-MSC cases e.g. when BSSAP is used in E-interface.

· RAN3 would like to inform SA2 about the discussion on this topic and welcome any comment from SA2’s overall architecture perspective. 


	Forward to CS VV DG


	Actions to the RAN2: SA4 Kindly asks RAN2 to consider the above information about the unsuitability of the proposed solution described in [1]. SA4 does also kindly ask RAN2 to provide SA4 with any further information on the progress of this work. 


	Noted

	S2-043441
	Liaison Statement on Reception Acknowledgement for MBMS
	S4-040631
	To: 3GPP TSG SA WG3, 3GPP TSG SA WG5, 3GPP TSG SA WG2

CC: 3GPP TSG SA WG1

SA4 is in the process of specifying a reception reporting mechanism that can be used for acknowledging reception of file-objects over MBMS. This procedure is one of several post-delivery procedures used by MBMS user services after the MBMS-bearer-based delivery. With reception reporting an HTTP POST request is used to report to the BM-SC that a file has been successfully received by the UE. The report is encoded in XML format. The capability of providing several reception reports in one HTTP POST request is being considered as well. S4-AHP174 attached provides a list of agreed principles for future SA4 work on reception reporting.

SA4 sees reception reports being used for both statistical purposes (i.e. collecting information on service performance from a sub-set of the UEs) and for acknowledgement collection. A reception acknowledgement could be used, for example, by the BM-SC to compile a list of receivers that have successfully received the content using MBMS. This list’s complement is then used to take corrective action towards those receivers that could not receive the MBMS content (e.g. send the content using MMS). 

SA4 has also discussed the possibility of using delivery acknowledgements for charging purposes. In this case, the acknowledgement would be used to charge the user for the delivery of a file. However, it is clear that in this case the UE might refrain from sending a reception report in order to avoid the associated charge. 

2. Actions:

SA3: SA3 are kindly asked to consider the implications of using reception reports for acknowledgement collection noting that acknowledgement collection may be used by the BM-SC to take further action. 
Further SA3 are kindly asked to consider the feasibility of extending the delivery acknowledgement mechanism for charging purposes and to report back to SA4 on whether this is possible

SA5: SA5 are kindly asked to consider the possibility of using the acknowledgement mechanism for charging purposes and provide feedback on charging options for MBMS

SA2: SA2 are kindly asked to consider the possibility of using acknowledgement for charging purposes and to provide feedback on whether alternative mechanisms exist or if the proposed mechanism can be enhanced.
	Forward to MBMS DG

	S2-043442
	Liaison Statement on MBMS User Service architecture
	S4-040633
	To: SA2 CC: SA3, SA5, RAN2, RAN3, GERAN2, CN1, CN3

SA4 is currently describing the MBMS User Service architecture in the TS 26.346 "MBMS User Service Protocols and codecs". The latest working draft of this TS is attached to this LS.

SA4 would like SA2 to review the MBMS system description in section 4 of this draft. In particular, as part of this description, SA4 made several assumptions on MBMS architecture regarding the Gmb proxy (see the editor's notes in sections 4.4 and 4.4.3). SA4 would like to receive feedback on these assumptions.

Actions: SA2 are kindly invited  to give general feedback on the MBMS User Service architecture and procedures in TS 26.346 to check the assumptions made in section 4.4 "Functional Entities to support MBMS User Services" and 4.4.3 "" of TS 26.346 regarding the Gmb proxy, and to feedback any SA2 decision that affects these assumptions.

	Forward to MBMS DG

	S2-043443
	Reply on Mapping between ITU-T and 3GPP QoS Classes and Traffic Descriptors

	04bTD204r2
	To: SA2 cc: ITU-T SG 12, ITU-T SG 13, ITU-T NGN Focus Group, ATIS PRQC

Action/Decision Requested: Please respond by 14th January 2005.

At its meeting on 2nd and 3rd November 2004, ETSI TISPAN WG5 considered the most recent liaison from 3GPP TSG SA2 on the mapping between ITU-T and 3GPP QoS classes and traffic descriptors.

TISPAN WG5 supports the proposals on this issue set out in the USA contribution to the February 2004 meeting of ITU-T SG13 (COM 13–D 533–E), namely:

· The 3GPP requirements for SDU transfer delay should be expressed as means rather than as maxima. This will facilitate performance apportionment or concatenation, since means can generally be added while maxima cannot. If specifications for maxima must be retained, the means should be specified as well.

· The 3GPP specifications should define and establish at least one numerical objective for SDU transfer delay variation. Delay variation must be limited to support interworking and the operation of jitter buffers in customer equipment, and it cannot be limited adequately by specifying only a transfer delay maximum. The delay variation should be expressed using the same statistic defined in Y.1541, i.e., upper 10-3 quantile minus minimum.

· The 3GPP specifications should define numerical target values for the various “priority levels” in the interactive QoS class, to enable quantitative support for Y.1541 classes 2-4. As TS 23-107 notes, there is a definite need to differentiate between quality levels for bearers within the interactive class. Users envision substantially different applications for services in this category and will expect them to be supported with numerical objectives.

· ITU-T Recommendation Y.1541 should be reviewed in light of emerging applications to determine whether it is necessary and practical to specify more stringent objectives for IPLR and IPER, consistent with the relatively stringent UMTS SDU error ratio requirements specified in TS 23-107.

TISPAN WG5 recognises that there might be difficulty in adopting these changes in the existing 3GPP specifications. As a first step towards a harmonised or interworking solution to this problem TISPAN WG5 proposes that the mapping of Y.1541 QoS Classes and 3GPP Traffic Descriptors described in COM 13–D 533–E should be adopted and expects SA2 recommendations on how and where to specify these proposals, relevant to the current NGN standardization.

Action Requested: TISPAN WG5 would appreciate SA2 comments on the specific proposals outlined above and on the general proposal that the ITU-T SG 13 document D.533 proposed class mapping be accepted as the first step towards solving this problem.

In addition, TISPAN WG5 welcomes SA2 recommendations on specific documents and fora to reflect these proposals.


	Open, handle on agenda point 10 (R7 General)

	S2-043444
	On NGN QoS Framework and Requirements
	04bTD205r2
	To: SA2 cc: ITU-T SG 12, ITU-T SG 13, ITU-T NGN Focus Group, ETSI STQ  
Action/Decision Requested: For Information (and comment if desired)

At its meeting on 2nd and 3rd November 2004, ETSI TISPAN WG5 considered the first draft of the new ETSI deliverable DTS/TISPAN-05008 "NGN QoS Framework and requirements". This document is attached for information and 3GPP TSG SA2 is invited to comment on this document if desired (in which case feedback by 14th January 2005 would be appreciated).

TISPAN WG5 would also like it to be noted that at its November 2004 meeting it was decided that WG5 will not recommend the use of a hop-by-hop QoS negotiation method. It was agreed that there is insufficient value in developing a signalling mechanism in which network performance degradations are accumulated as a session is being established, and network actions (such as call rejection) are taken on the results of this accumulation. 

It is acknowledged that user or application requirements may need to be signalled and relevant signalling mechanisms may also be required to allocate the appropriate network resources.

(Attachment: 04bTD062).


	Open, handle on agenda point 10 (R7 General)
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