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Introduction

Over the past couple of meetings we have been looking at information flows related to flow based bearer charging. One of the difficulties in making a decision on these flows is a lack of a decision on who contacts whom first. This contribution discusses this issue and proposes an overall mechanism for entity contact for flow based charging.

Discussion

One of the difficulties in deciding on the mechanism(s) for establishing interactions among the AF, CRF, and TPF functional entities is that we have not come to a consensus on the possible physical layout of these entities. In particular, while it is clear that there must be support in the standard for multiple AF and TPF entities to exist, it is not so clear how many instances of the CRF should exist.

In the most general case, the AF, CRF, and TPF might all exist in separate administrative domains. I believe that all would agree that the one entity that must exist in a home network is the CRF. The TPF and the AF could be located in a visited serving network and in a partner third party network respectively. And, although it has not been agreed that we should address support for these entities existing in separate domains for this release, it seems clear that we should not develop a solution that would preclude such support. 

The role of the CRF in flow based charging is similar to other administrative/control entities that exist in a home network and that require interaction with related administrative/control entities in other networks. Entities, such as an HSS or AAA, are contacted by entities in a visited network to interact to exert control over a roaming client. This contact is normally made based on information supplied by the terminal that identifies the home network and based on there being a single point of contact for this home network interaction. 

The ability to allow a visited network TPF to contact a home network CRF for the purposes of obtaining default charging rules for a roaming user can be modelled on the method of contacting a AAA to obtain authorization for service. We should follow a similar architecture and operating principles for flow based charging. We should assume that the CRF for a user can be found by using some information provided by the terminal indicating the “home” network authority for charging rules. The information provided by the terminal might be information such as an IMSI, an NAI, a FQDN or similar information depending on the specific type of terminal and IP-CAN being used. This same ability to contact the appropriate home CRF would be able to be used by an AF that might reside in a partner third party network.

This proposed architecture is simple and flexible. It would support the two basic AF interaction scenarios (initial pull by CRF, initial push by AF):

1.
The UE and AF have some interaction and the AF provides a token to the terminal with information identifying the AF and a specific session. The terminal passes this token to the TPF when requesting resources. The TPF contacts the CRF based on the CRF locating information (e.g., IMSI, NAI,…) and passes the token to the CRF. Based on this token, the CRF can contact the appropriate AF to obtain specific rules information related to the identified session and then pass the appropriate rules to the TPF.

2.
The AF contacts the CRF directly and provides rules information regarding a user. This might be done at any time prior to the user accessing the network. No token needs to be passed to the terminal in advance. When the terminal attaches to or requests resources from a TPF, the TPF contacts the CRF based on the CRF locating information (e.g., IMSI, NAI, …). The CRF already has rules information from the AF and based on this can pass the appropriate rules to the TPF.

In either of these scenarios, subsequent updates might be provided based on a push or pull model since all entities now know about each other.

Conclusion

The above outlined architecture and procedures are well established in several areas of the system today. They are well understood and will simplify the development of the flow based charging system specifications. Based on this it is recommended that the following changes be made to the document.

The following changes are proposed:

***** First Change *****
6.2.4
Traffic Plane Function

The Traffic Plane Function shall be capable of differentiating user data traffic belonging to different service data flows for the purpose of collecting offline charging data and performing online credit control. 

The Traffic Plane Function shall support pre-defined charging rules, and pre-defined filters. See subclause 5.3 for further filtering and counting requirements.

For online charging, the Traffic Plane Function shall be capable of managing the aggregation of the credit/resource used for some or all of the service data flows of a user. The Traffic Plane Function shall also be capable of managing the credit/resource of each individual service data flow of the user.

For GPRS, it shall be possible to provide flow based charging functions for different service data flows even if they are carried in the same PDP Context. For GPRS, the traffic Plane Function is a logical function allocated to the GGSN. 

Editor’s Note: The effects of this co-location to the interfaces still needs to be studied e.g. Gy, Gz, Gi. Gi radius extensions for charging purposes are not precluded.

For GPRS, the TPF/GGSN shall be able to do separate counts per PDP context for a single service data flow if it is transferred on more than one PDP context. How this can be achieved is FFS. 

For each PDP context, there will be a separate OCS request/reporting, so this allows the OCS and offline charging system to apply different rating depending on the PDP context.

At initial bearer establishment the Traffic Plane Function shall request charging rules applicable for this bearer from the charging rules function. The appropriate CRF is contacted based on identity information provided by the UE (e.g., IMSI, NAI, FQDN, …). As part of the request, the Traffic Plane Function provides information on the user and the bearer characteristics to the charging rules function. The Traffic Plane Function shall use the charging rules received in the response from the charging rules function. In addition, the Traffic Plane Function shall use any applicable pre-defined static charging rules. Pre-defined charging rules may apply for all users or may be activated by the CRF.

If the bearer is modified by changing the bearer characteristics relevant for the selection of the charging rules, the Traffic Plane Function shall request charging rules for the new bearer characteristics from the charging rules function. 

If the Traffic Plane Function receives an unsolicited update of the charging rules from the charging rules function, the new charging rules shall be used.

If another bearer is established by the same user (e.g. for GPRS a secondary PDP context), the same procedures shall be applied by the Traffic Plane Function as described for the initial bearer.

The Traffic Plane Function shall evaluate received packets against the service data flow filters in the order according to the precedence for the charging rules. When a packet is matched against a SDF filter, the packet matching process for that packet is complete, and the charging rule for that SDF filter shall be applied.

Editor’s Note: The relationship of the Traffic Plane Function and WLAN interworking nodes (e.g. WLAN PDGw) is FFS.

6.2.5
Application Function

The Application Function provides information to the service data flow based charging rules function, which can then be used for selecting the appropriate charging rule, and also used for configuring some of the parameters for the charging rule. The operator configures the charging rules in the service data flow based charging rules function, and decides what data from the application function shall be used in the charging rule selection algorithm.

The Application Function might contact the appropriate CRF for a user at any time based on identity information (e.g.,, IMSI, NAI, FQDN, …). This might be done by an AF to provide information useful for determining default rules for some application types. Alternatively, the AF might provide a token to the UE with AF address and other AF identifying information. This token would be passed to the CRF via the UE and TPF, allowing the CRF to make an initial contact with the AF.

The Application Function shall provide information to allow the service data flow to be identified. The Application Function shall also provide some other information that may be used in the charging rule selection process.
The information provided by the application function is as follows:

 -
Information to identify the service data flow: refer to subclause 5.3. 
The application function may use wildcards to identify an aggregate set of IP flows.

· Information to support charging rule selection:

· Application identifier;

· Application event identifier;

· Type of Stream (e.g. audio, video) (optional);

· Data rate of stream (optional).

Editor’s Note: Additional information is FFS.

The “Application Identifier” is an identifier associated with each service that an AF provides for an operator (e.g. a packet streaming service application function would have one application identifier for the service).

The “Application event identifier” is an identifier within an Application identifier. It is used to notify the Service Data Flow Based Charging Rules Function of such a change within a service session that affects the charging rules, e.g. triggers the generation of a new charging rule.

***** Next Change *****
6.3.1
Gx reference point

The Gx reference point enables the use of service data flow based charging rules such as counting number of packets belonging to a rate category in the IP-Connectivity Network. This functionality is required for both offline and online charging.

Note: The reuse of existing protocols over the Gi reference point for Gx shall be evaluated in stage 3.

The Gx reference point supports the following functions:

1. Initialisation and maintenance of connection

2. Request for Charging Rules (from TPF to CRF)

3. Provision of Charging Rules (from CRF to TPF)

4. Indication of Bearer Termination (from TPF to CRF)

6.3.1.1
Initialisation and Maintenance of Connection
A single connection shall be established between a CRF and TPF pair. The initial connection is made by the TPF contacting the appropriate CRF based on identity information provided by the UE (e.g., IMSI, NAI, FQDN, …). The connection can be direct, or established via a relay/proxy node. A connection may be redirected to an alternate node. 

At a failover, commands which have not been successfully received shall be queued to the alternate peer.

The detail specification of the connection establishment and maintenance is for specification in stage 3.

***** Next Change *****
6.3.4
Rx reference point
6.3.4.1
General
The Rx reference point enables transport of information (e.g. dynamic media stream information) from the application function to the charging rules function. An example of such information would be filter information to identify the packet flow.

6.3.4.2
Initialisation and Maintenance of Connection

A single connection shall be established between a CRF and AF pair. The initial connection may be made by the AF contacting the appropriate CRF based on identity information provided by the UE (e.g., IMSI, NAI, FQDN, …), or may be made by the CRF contacting the appropriate AF based on AF address information passed to the CRF in a token via the UE and the TPF. The connection can be direct, or established via a relay/proxy node. A connection may be redirected to an alternate node. 

At a failover, commands which have not been successfully received shall be queued to the alternate peer.

The detail specification of the connection establishment and maintenance is for specification in stage 3.







