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1. Introduction

In 3GPP WLAN inter-working, a policy control interface is necessary for carrying the service provisioning information to the WLAN. This interface connects the 3GPP’s Policy Server to the WLAN function. A few types of policy information pass through the interface. They are Service Provider Policy, and User Service Policy. Service Provider policy is comaprativly static, and should be provided to the AN before any roaming terminal enters the AN.  This kind of policy configuration can be done manually, or through the policy interface if required, e.g. using COPS-PR for the tunnelling information. 

The User Service Policy needs to be managed dynamicly. The information only needs to be passed to the AN when the user presents at the WLAN, and certain service is requeted. For example, it is improper for the 3GPP network to send a user’s information to the WLAN that is not serving the user. Sometimes, the service control information becomes available only after the service is initiated, e.g. a filter rule can only be set after the session initiation, since the other end’s address is required.

In this document, the signalling flows for a few scenarios are presented using the policy control interface for the WLAN inter-working. 

2. Policy Control Procedures

2.1 Network Policy Configuration
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1. The WLAN and the 3GPP’s policy server must have certain kind of sercurity association before the service provider’s policy could be exchanged through the Wp interface. This could be be manually set as part of the roaming agreement. Otherwise, the policy could be set at each network manually.

2. Through the Wp interface, the service provider’ policies are downloaded to both the networks. The Wp interface is based on IETF COPS, and this procedure could be achieved through COPS-PR message exchanges.

2.2 Service Setup Procedure
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1. WLAN connection is established with Authentication and Authorization procedure carried out using the scheme specified in this document. With those procedures, the UE is informed of the necessary information for access the service, e.g. in case of IMS, the address of P-CSCF is given. This would require the participation of the 3GPP network (AAA server). 

2. UE request certain service in the WLAN, this request would be forwarded to the Application Function that control the services. In case of IMS, this Application Function should be the P-CSCF of the 3GPP network.

3. The Application Function would process the request accordingly. In case of IMS, this corresponding to the SIP request processing at the P-CSCF, I-CSCF, and S-CSCF. During the process, the Application Function would consult the 3GPP Policy Server for the approval of the QoS to be used. This is done through the Gq interface. 

An example of this Application function is the P-CSCF, and Policy Server is PDF if the service is IMS, for example, as defined in 3GPP TR 23.917

4. The Application Function would inform the UE of the service request’s result according to the decision of the policy server. 

5. Policy Server delivers the policy decisions to the WLAN using the Wp interface. 

Note: In this process, the policy server would push the policies regarding this user to the WLAN. Policy server is able to know the information through the message exchange at step 3. Therefore, the UE is able to start using the service after received the reply at step 4. 

6. WLAN functions intercept the decisions, and adapt it according to the WLAN situation and technologies used, and enforce it accordingly. The detail process is without the scope of 3GPP
7. The WLAN would report its enforcement result, and status to the Policy Server if necessary.
2.3 Service Update or Resource Revoke Procedure
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1. If any changes occurred at the Application Function. In case of IMS, this could be the SIP BYE message sent from the UE. Application function would process accordingly.

2. After receive a reply from the processing peer, the Application Function would inform the Policy Server of the change through the Gq interface. In case of IMS, this could be the Revoke message send from the P-CSCF to the PDF after it received a SIP-200 OK message from the S-CSCF.

3. Policy server would modify the service policy accordingly, and inform the WLAN through the Wp interface. 

4. WLAN would interpret the new policy decision, and act accordingly. For example WLAN would release certain reserved resource for the service if necessary.

5. If necessary, WLAN would inform the Policy Server of the result of the modification or revoke.

3. Proposed text

To insert the section 2 of this document into the TS as Section 7.7
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