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	01
	
	S2-023236
	N1-022216
	LS on Subscriber and Equipment Trace Impacts
	
	
	
	
	
	
	Copied to the SA2.

CN1 comments on the SA5 liaison statement regarding Trace Activation. CN1 acknowledges that there are certain failure cases in P-CSCF that are not local to the visited network, nor are visible in the S-CSCF. Some examples of such cases are listed below:

· During the successful registration of the subscriber, the S-CSCF may put a non-routable URI in the Service-Route header, resulting in failure of routing the mobile originating requests from P-CSCF to S-CSCF.

· All failure cases, which are answered with 420 (Bad Extension) response.

CN1 further acknowledges, that tracing of SIP activities of a specific subscriber at entities within the IM CN subsystem would help troubleshooting in the above described failure cases. 

There are however, some failure cases, which are not traceable at SIP layer. One such example is the IPSec layer failures because of incorrect use of the session keys or security parameters.

CN1 would like to inform SA5 that in case a protocol mechanism using SIP will be required for trace activation, that will need extension(s) to the protocol. As the SIP protocol and its extensions to it are under IETF control (with no capabilities for third-party extension without submission to IETF), any new extension will need to be defined in IETF first, before it can be used by CN1.
	
	Noted.

CN1’s response to SA5 LS in S2-023253 (see later). 

	
	01
	
	S2-023237
	N1-022226
	LS on verification of the identity of watchers
	
	
	
	
	
	
	CN1 is developing the stage 3 specifications for the Presence service. CN1 has created the Technical Report 24.841 as placeholder for the Release 6 documentation, with the idea of moving the agreed text to the Release 6 version of the specifications under CN1 control.

During the discussion of tdoc N1-022225 (attached), some concerns were raised with respect to the authentication of non-IMS watchers. 

Problem Description:

- According to the stage 2 documentation for the Presence service, TS 23.141, the Presence Server (PS) is an application server, which is located in the presentity's home network.

- The PS will receive SUBSCRIBE request coming from watchers who are interested in receiving the presentity's presence information. When the PS receives one of this requests, the PS has to verify the identity of the watcher and, if Subscription Authorization Policy allows it, authorize the subscription.

- When the watcher is located in a trusted domain, such as the 3GPP IMS, the authentication is done according to the regular IMS procedures, that is, the P-CSCF inserts a P-Asserted-Identity with a valid identity of the watcher. 

- When the watcher is located outside the trusted domain, e.g., an Internet watcher, there is not P-Asserted-Identity in the SIP request, and therefore, the Presence Server cannot verify its identity. 

- In this case, an entity inside the home network needs to verify the identity the watcher. It is believed that the watcher may be provided with a username/password combination to access the presentity's presence information. 

One possible solution is that the Presence Server answers a SUBSCRIBE request with a 401 (Unauthorized) response, giving the opportunity to the watcher to authenticate himself, with a general authentication mechanism, such as Digest (mandatory in RFC 3261 to all User Agents and Proxies)

Another possible solution is to provide some other means to verify the identity of the watcher at the edge of the network, e.g., at the I-CSCF. The I-CSCF could insert a P-Asserted-Identity if it gets valid credentials.

CN1 has not taken a determination yet, and is investigating all the possible solutions to the described problem.

CN1 believes that verifying the identity of SIP requests coming from non-IMS networks is a general problem that may affect not only subscriptions, but also other types of SIP requests.

Action to the SA2  group:

CN1 asks SA2 to verify the assumptions described in this LS and the companion document, and provide guidance, from the architectural point of view, as how to verify the identity non-IMS watchers subscription attempts
	
	Open

(Source: Ericsson)

	
	01
	
	S2-023238
	N2-020936
	LS on CN2 conclusion on CAMEL_PS_Notification procedure
	
	
	
	
	
	
	TSG CN WG2 discussed on the SA2 LS and came into the following conclusions:

· No notification by the old SGSN in the case of inter-SGSN routeing area update: CN2 recognised that the first comment provided in the liaison was valid and added the notification to the gsmSCF by the old SGSN. As a result, even if the target SGSN (new) does not support CAMEL phase 4 in the inter-SGSN routeing area update, the gsmSCF is able to recognise that the MS has moved to the area where the notification is no more expected until the MS further moves to the CAMEL-phase-4-supported SGSN area. To realise the notification by the old SGSN, CR 23.078-457r1 (N2-020902) was approved. CR 23.060-399 shall be further modified. The procedure call of CAMEL will also be done by the old SGSN.

· Missing the return result of the CAMEL_PS_Notification: CN2 recognised that the second comment provided in the liaison was valid and added the return result "Continue" no matter which result of the mobility management, notification successful or failure, obtained in the CAMEL procedure. It is because the mobility management should be treated only as the notification to the gsmSCF and should not restrict in any way the "basic" GPRS handling hereafter specified in TS 23.060. To return the result "Continue", CR 23.078-456 (N2-020832) was approved.

Action to the SA2:

- CN2 asks SA2 group to note the above conclusion and examine whether the updated CR 23.060-399 could be acceptable in terms of the issues mentioned in the liaison. 

Since the latest version of the TS 23.060 was not available at the time of writing, an updated CR will be submitted to SA2 by CN2 or by an individual company.
	
	This same LS was also provided as S2-022792 in the SA2#27.

The LS is still open and waiting for submission of the updated CRs.

(Source: Siemens)

	
	01
	
	S2-023239
	N4-021320
	LS Response on persistent dialogs for unregistered users
	
	
	
	
	
	
	CN4 thank SA2 for their response LS on persistent dialogues for unregistered users (S2-022601) and outline that 29.228 allows for the possibility for the I-CSCF to assign an S-CSCF different from the one currently stored in the HSS (e.g. as a result of a previous assignment for unregistered services), as follows:

At initial registration or re-registration the I-CSCF may either

·
indicate to the HSS that the type of authorization is “REGISTRATION”, in which case the HSS shall return the stored S-CSCF name, or

·
indicate to the HSS that the type of authorization is “REGISTRATION_AND_CAPABILITIES“, in which case the HSS shall return the list of S-CSCF capabilities although an S-CSCF name is stored for the user. Based on the received list of S-CSCF capabilities the I-CSCF then assigns an S-CSCF, which may be different from the S-CSCF stored in the HSS.

While it is clearly stated that "REGISTRATION" is the default value for initial registration and re-registration cases, there is no description on how and when the I-CSCF shall use the "REGISTRATION_AND_CAPABILITIES" value in the CN4 specifications.

Concerns have been raised in CN4 whether the outlined description could fulfil the requirements set by SA2 in the context of S-CSCF re-selection by the I-CSCF. 

Further details on SA2 requirements would be needed in order to provide a more accurate technical solution.

Actions to the SA2:

- SA2 to clarify whether the outlined behaviour could meet their requirements.
	
	This same LS was also provided as S2-022796 in the SA2#27.

The issue is pending for resolution.

(Source: Siemens)

	
	01
	
	S2-023240
	N5-020904
	LS on clarification of Information Services requirements
	
	
	
	
	
	
	During the CN5#20 meeting in Miami, 23-26 Sept, CN5 has reviewed the TS 22.127 v6.1.0 and has started addressing the new requirements contained within.

As a result of the review of the requirements on Information Services Functions in clause 13.4 of TS 22.127, CN5 would like to receive clarification from SA1 and SA2 on a number of issues: 

1.
Is the information referred to in this requirement generic application information (in other words is the idea to offer a generic data storage capability), or is it rather a sort of application identity?

2.
How persistent does this information need to be? 

Is this persistency determined on a subscriber basis, or is it based on any other parameter?

3.
What additional capabilities, on top of Object Oriented persistent storage mechanisms, are required?

4.
Why should this information be transferred over the OSA API?

CN5 would like to point out that it is aware that this requirement was present in Rel-5 as well, but that so far CN5 has not received any contribution in this area from an interested company. 

Action to the SA2 group:

CN5 asks SA2 to reply to the question 4 above.
	
	Open

(Source: Alcatel)

See SA1 response in S2-023242.

	
	01
	
	S2-023241
	S1- 022010
	LS on Reply on Requirement for standardizing a Transcoding interface
	
	
	
	
	
	
	In LS S1-021863 (=T2-020760) T2 asked SA1 whether they see a requirement to standardize a Transcoding interface for MMS REL-6. “Transcoding” is regarded as: conversion of content from one media type/format to another, so it can be displayed on handsets with different capabilities.

SA1 would like to confirm the requirement - as stated in 22.140-500, section 5.1 “General requirements” - that MMS allows support of media type/format conversion. However it is also stated, that this support is left to the application layer and will not be further elaborated, implying that no 3GPP standardisation work on that topic is envisaged.

In a discussion within SA1 it was argued, that there might indeed arise a need for standardising an interface to a transcoding functionality in the future. Such an interface would e.g. allow manufacturers to offer interoperable transcoding units, which take media in one type/format and convert it to another. 

During the discussion the following observations were made:

·
Such an interface could be useful not only for MMS, but other 3GPP capabilities (e.g. IMS messaging) and to services.

·
Existing 3GPP capabilities (e.g. OSA) might be considered to be enhanced to allow for that new interface 

From an SA1 point of view, it seems that such functionality could be useful to operators, however we are unclear whether it is necessary to standardise this.

Actions to the SA2:

SA1 would like to ask SA2 to advise whether SA2 sees benefits from the architectural point of view in standardising a transcoding interface.
	
	Open

(Source: Siemens)

	
	01
	
	S2-023242
	S1-022070
	LS on Clarification of Information Services Requirements
	
	
	
	
	
	
	Copied to SA2. 

SA1 has reviewed CN5 LS (N5-020904/S1-022022) on Information Services requirements for R6 and provides answers to the questions:

a. CN5 question: Is the information referred to in this requirement generic application information (in other words is the idea to offer a generic data storage capability), or is it rather a sort of application identity?

SA1 answer: The Information Services function will provide the application identity and associated parameters (e.g. the service categories described in TS 22.127 (traffic information, weather, etc.)).

b.  CN5 question: How persistent does this information need to be ? Is this persistency determined on a subscriber basis, or is it based on any other parameter?

SA1 answer: This information will be stored as long as the associated application deems appropriate. This will be not be defined on a subscriber basis. 

c.  CN5 question: What additional capabilities, on top of Object Oriented persistent storage mechanisms, are required ?

SA1 answer: SA1 cannot comment on this issue and will let SA2 provide the appropriate answer.

d. CN5 question: Why should this information be transferred over the OSA API?

SA1 answer: SA1 considers that there is a requirement to transfer this information over the OSA API, especially because this information might not be updated by the network operator but by 3rd party application providers.
	
	Response to CN5 LS in S2-023240 (above).

Open (SA2 comment was asked for question 4)

	
	01
	
	S2-023243
	S1-022073
	LS on Clarifications on IP Session Function
	
	
	
	
	
	
	Copied to SA2.

SA1 has reviewed CN5 LS on IP Session Function requirements for R6 and provides answers to the questions:

- The requirement for retrieving IP address with a MSISDN has not been identified yet in SA1 as no contribution has been submitted for the time being in SA1. SA1 will keep CN5 informed on this issue.

Several use cases had been provided in SA1 to retrieve MSISDN based on IP address. None of them has been formally agreed by SA1 (i.e. added into the TS 22.127), but CN5 is invited to study the input contributions provided in SA1 on this issue.
	
	Noted.

	
	01
	
	S2-023244
	S4-020567
	Reply LS on " RTCP overhead in SDP bandwidth parameter "
	
	
	
	
	
	
	Copied to SA2.

SA4 would like to thank CN3 and CN1 for their LSs on RTCP bandwidth overhead in the SDP bandwidth parameter.

In order to clarify the doubts about the definitions of the b=AS parameter in the SDP, SA4 confirms that the mentioned SDP parameter includes only bandwidth for media + payload + RTP/UDP/IP headers. The b=AS parameter does not include RTCP bandwidth. A precise textual definition of the b=AS parameter (conforming to the above description) for PSS specifications is given in the TS 26.234, sec. 5.3.3.1.

In order to avoid the problems described by CN3 in the LS N3-020733 (over-allocation of resources in case RTCP is not used, or wrong authorization of bandwidth resource by the PCF) SA4 is considering the adoption of a new IETF RFC (the RFC number has not yet been assigned) titled "SDP bandwidth modifiers for RTCP" still to the Release 5 PSS and IMS specifications, pending the RFC number is available within remaining time for Rel-5 corrections. This IETF specification allows for defining the RTCP bandwidth for either senders or receivers, by means of two SDP bandwidth parameters (respectively b=RS or b=RR). In practice, a PSS server or a conversational multimedia endpoint would include one of those two SDP attributes into an SDP description to specify the bandwidth occupied by RTCP. This way allows to rightsize the allocation of a PDP context including the exact amount of bandwidth for the RTCP traffic (perhaps zero if RTCP is not used). It also allows the PCF to authorize the exact amount of traffic avoiding problems of over-authorization or under-authorization of resources.

The RTCP bandwidth can be computed by reading the value of the b=RS or b=RR SDP parameters. Whenever either of these parameters is missing, the RTCP bandwidth can be assumed to be 2.5% of the b=AS SDP parameter. 
	
	Noted.

	
	01
	
	S2-023245
	S4-020600
	Liaison Statement on Maximum Rate Control and Guaranteed bit rate
	
	
	
	
	
	
	S4 thank RAN3 and S2 for their liaison statements regarding the Maximum and Guaranteed bit rates.

We noticed that there was a difference in the way RAN3 and S2 describe how the Guaranteed bit rate parameter is mapped in term of AMR ACS (Active Codec Set) mode. Both RAN3 and S2 explain that the Maximum bit rate corresponds to the highest mode of the AMR ACS but while S2 indicates that the Guaranteed bit rate corresponds to the lowest mode of the ACS, RAN3 indication is that it can be any of the codec modes whose corresponding rate is lower than the Maximum bit rate.

These two contradicting indications led to a long discussion in S4 regarding what can be the impact depending on the mapping of the Guaranteed bit rate in term of ACS mode.

In case of TrFO/TFO Maximum rate control can be required by the distant side. We understand that the remote side does not know explicitly the mapping of the local side for the Maximum and Guaranteed bit rates. It can know these mapping if there’s a common rule with respect to AMR ACS applied in all UTRANs.

S2 interpretation

S4 do not foresee issues with the S2 interpretation since the rule for the mapping of the Maximum and Guaranteed bit rates is unique and therefore common to all UTRANs.

RAN3 interpretation

We understand that the Guaranteed bit rate is the lowest rate, which is rate controllable. Therefore we understand that in the RAN3 viewpoint the ACS mode(s) which is/are lower than the Guaranteed bit rate can be used in UL only on UE decision when, for example, reaching the limit of the PA.

However we wondered whether the RRC Maximum Rate Control could be nevertheless used to command the UE to use a mode lower than the Guaranteed bit rate. The RANAP Maximum and Guaranteed bit rates parameters should not be known by the UE. However this would mean that in principle it would be possible to command the mobile to use the RAB defined for SID (Comfort Noise used during the speech pauses) frames only, so no speech at all would be transmitted.

S4 think that if this is the case this is not safe. On the other hand if the RNC is not able to command the UE to use modes lower than the Guaranteed bit rate then in case of TrFO/TFO there’s a flaw that must be solved.

S4 therefore ask RAN3 and S2 to check what interpretation is the right one.

Action to the SA2:

S4 ask RAN3 and S2 to clarify which of the two mappings of the Guaranteed bit rate reported in their respective LS is to be assumed?
	
	Open

(Source: Nortel Networks)

	
	01
	
	S2-023246
	S4-020606
	Liaison Statement on RTSP and SDP versus NATs and firewalls in 3GPP service
	
	
	
	
	
	
	SA4#23 received a contribution that raises the issue of non-application aware Network Address Translators (NATs) in the case of communicating with 3GPP PSS compliant servers that reside in the public Internet or in some operator portals that are separated from the core network by firewalls. Application unaware NATs cause problem in opening the correct UDP ports for the media flows coming from operator-external network, because the address mapping between the public and private IP address and port are not available at the application level in the UE. Private IP address and port information assigned to the UE in the PDP context activation for the RTP/RTCP data flow over UDP are signalled in RTSP messages, but not interpreted and translated by the NAT and firewall devices. This causes mismatch between the layer 3 and application level signalling information at the server.

Even if NAT operation would be working properly (i.e. it’s RTSP-aware), there are cases when firewalls open ports for UDP flows only for packets received first from the private network. In use case of a contacted PSS-compliant server, first RTP/UDP/IP packets are received in downlink direction.

SA4 is afraid that there will be an amount of PSS-compatible content servers that will appeal to the 3G terminal users but the content is not going to be cached on the operator domain (optional) RTSP proxy elements. To enable interworking with these servers, the PLMN border elements interfacing towards public Internet need to be aware of application specific requirements, or provide other standardised means for the PSS application in the UE to receive its allocated public IP address and port number.

SA4 also assumes that similar problems would arise with use of IMS-compliant services which also utilise SDP within SIP messages, thus the group felt it was useful to consult with SA2 how the similar problem has so far been handled in IMS. SA4 also felt that the problem is related to network architecture, so SA2 may be the best group to handle this problem.

Actions to the SA2:

- SA4 asks SA2 to confirm, if NAT and firewall problems related to use of 3GPP compliant services from application servers that reside outside the Gi interface have been considered in architectural work for IMS, and if there already exists guidance in 3GPP specifications on how to solve this problem. 

- If this is the case, SA4 also asks SA2 to consider the PSS perspective (RTSP protocol and SDP awareness for firewalls or NATs in the Gi interface) in its future work - or provide back information and guidance on how SA4 or some other 3GPP group should  deal with this problem within the PSS(-E) service context.
	
	Open

(Source: Nokia)

	
	01
	
	S2-023247
	S4-020613
	LS on Draft TR 26.937 "RTP Usage Model" for PSS
	
	
	
	
	
	
	SA4 has drafted the version 1.0.0 of the TR 26.937 "RTP usage model" for Packet Switched Streaming (PSS) service. The TR contains information about PSS traffic characteristics and application characterization, including simulation results.

This report takes into account and analyzes the impact of the most relevant blocks of the end-to-end PSS chain, including network and protocol layers.

Actions to SA1, SA2, RAN2, GERAN:

In order to verify the assumptions made on issues non-strictly SA4-related, SA4 kindly asks SA1, SA2, RAN2 and GERAN to provide comments and/or additional information, in order to validate the content of TR 26.937.
	
	Open

(Source: Nokia)

	
	01
	
	S2-023248
	S5-024469
	Reply LS on Draft Work Item Description PSS Rel-6
	
	
	
	
	
	
	Copied to SA2.

SA5 thank SA4 for their that provides SA5 with the Draft Work Item Description for PSS Rel-6.  SA5 appreciates SA4’s addition of Charging to the WID for PSS and the offer to have fruitful future co-operation on this topic.  SA5 wishes to inform SA4 that PSS (Feature number 34001) has also been added to the draft Work Item Description for the “Charging Management” feature, that SA5 will present for approval to the next TSG meeting, SA#18.  Under the “Charging Management” feature, a Building Block titled “Charging Management for the service domain” will be proposed at SA#18 that contains a Work Task to cover charging management for the PSS.

SA5 have further reviewed the WID in S4 (02) 0483, and would like to raise the following comments:

-
anticipating that the “Charging Management” Feature will be approved at SA#18, this feature should be included in the WID PSS Rel-6 in the list of “Linked work items” (clause 2 of the WID);

-
clause 7 of the WID, “Charging Aspects”, should be enhanced as follows: “The mobile streaming application will allow various charging models, e.g. time based, volume based, service usage based. 
	
	Noted.

	
	01
	
	S2-023249
	S5-024480
	LS on Mobility management information on CDRs when using the Iu interface
	
	
	
	
	
	
	SA5 has identified some potential Iu interface related charging problems for which comments from SA2 would be appreciated.

According to SA2's TS 23.060 (subclause 15.1.1) the SGSN shall be able to collect information related to e.g. mobility management. Aligned with this principle, a Mobility Management CDR (M-CDR) can be generated in the SGSN to collect the requested information.

However, a basic principle of the Iu interface appears to be that information related to mobility management can be hidden from the core network. Due to this, the following charging related problems have been identified:

1.
According to SA5's TS 32.200, a change of routing area shall result in a ‘Change of Location’ container being added to the M-CDR. But when using the Iu interface, there seems to be cases when the core network is not informed about changes in routing area. 

2.
SA5's TS 32.200 also specifies that a partial record M-CDR shall be generated when an inter-SGSN intersystem change occurs, but when the Iu interface is used, there appears to be cases when an inter-SGSN intersystem change is not reported immediately when the event occurs.

As a consequence of this, the M-CDR does not correctly reflect the changes of location of the UE. Thus, it appears that the principle of the Iu interface (mobility management hiding from the core network) is contradictory with the need to be able to record the information on CDRs in the SGSN.

SA5 is proposing the following alternatives to overcome the identified problems:

1.
Mobility management information should not be recorded in the M-CDR when using the Iu interface, in which case this should also be reflected in concerned specifications.

2.
Introduce mechanisms to correctly report mobility management information to the core network when using the Iu interface.

Actions to the SA2:

SA5 kindly asks SA2 to check and verify the assumptions stated above regarding the Iu interface. Provided that the assumptions are correct, SA5 further asks SA2 to provide comments regarding the proposed alternatives to correct the problem.
	
	Open

(Source: Ericsson)

	
	01
	
	S2-023250
	S5-024482
	LS Requesting the identification of charging issues on HTTP.
	
	
	
	
	
	
	SA5 would like to thank SA2 for its LS requesting SA5 to comment on and investigate potential charging issues related to the use of HTTP within IMS for service related purposes.

SA5 would be pleased to investigate this issue, providing that SA5 receives charging related requirements on the use of HTTP within IMS and any usage scenarios for services that use HTTP.
	
	Noted.

	
	01
	
	S2-023251
	S5-024483
	LS Response on Inclusion of CCF/ECF addresses on Sh interface
	
	
	
	
	
	
	SA5 thanks SA2 for their Liaison Response on Inclusion of CCF/ECF addresses on Sh interface.

SA5 would, however, ask SA2 to reconsider the decision not to provide CCF & ECF addresses via Sh.

As stated in the original LS S5-024245 and clarified in LS S5-024343, the main requirement is to be able to fetch the charging addresses via the Sh interface, in addition to the already existing possibility of getting the addresses via the ISC interface.

The primary use case for the Sh interface provided charging addresses, is to properly be able to charge for AS-initiated sessions e.g. in case of prepaid charging. Even if Sh is an optional interface, the possibility of getting the charging addresses via this interface is seen as important, when the interface is used.

If SA2 still thinks that the functionality is not needed, SA5 asks SA2 to provide further guidance how to transfer charging addresses to an Application Server (AS) in such a way that they are available upon session establishment for AS-originated sessions.

Action to SA2:

SA5 kindly asks SA2 to reconsider the previous decision not to provide the CCF & ECF addresses via the Sh interface. In the case that SA2's decision will not be changed, SA5 asks SA2 to provide information on how to make the charging addresses available to an AS for AS﷓initiated sessions.
	
	Open

(Source: Ericsson)

	
	01
	
	S2-023252
	S5-024487
	LS on Structure of IMS Charging Identifier (ICID)
	
	
	
	
	
	
	SA5 was asked to provide information about the structure of ICID.

As indicated in LS S5-024238 and TS 32.225 v5.0.0, the ICID is made up of a 32-bit running count, followed by the IP-address of the node that generates the ICID. More detailed information about the ICID structure can be found in section 5.2.4.10 of TS 32.225 (see attachment).
	
	Noted.

	
	01
	
	S2-023253
	S5-028425
	Reply LS on Subscriber and Equipment Trace Impacts
	
	
	
	
	
	
	Version 1.0.0 of the specification containing the concepts and the high-level requirements for Trace (TS 32.421, Trace Concepts and Requirements) was sent for information to TSG-SA in TSG-SA #16 in June 2002. The requirements in TS 32.421 have since then been further refined, and version 1.2.0 is expected after SA5#31. SA5 SWGD plans to send the TS for approval to TSG-SA#18 in December 2002. 

Currently SA5 SWGD is working with the detailed requirements for trace configuration and control parameters and trace activation/deactivation mechanisms, which will be included in TS 32.422 (Trace Control and Configuration Management). The next step for SA5 SWGD is to get into the detailed requirements for trace data and reporting, which will be included in TS 32.423 (Trace Data Definition and Management). SA5 SWGD is planning to finish the detailed requirements by December 2002, and will send the detailed requirements to CN1, SA2 and other associated 3GPP working groups for consideration.

The basic rationale for Trace in general is that it is an additional source of information to Performance Measurements providing very detailed information at call/session level on one or more specific mobile(s) and thus allows going further in monitoring and optimisation operations. As such it plays a major role in activities such as determination of the root cause of a malfunctioning mobile, advanced troubleshooting, optimisation of resource usage and quality, RF coverage control and capacity improvement, dropped call analysis, Core Network and UTRAN end to end UMTS procedure validation.

SA5 SWGD has come to the conclusion that two separate mechanisms are needed. The mechanism that was already used in GSM trace (GSM 12.08), i.e. network signalling based activation and deactivation of trace, is especially useful for the operator in large networks when the location of the subscriber (or MS) is not known, and therefore trace cannot be activated only to a limited/known number of NEs. On the other hand, the new mechanism for Release 6, i.e. trace activation and deactivation utilising the management interfaces towards the NEs, is very useful in cases where trace can be targeted to a limited number of NEs. 

Regarding the motivation for specifying network signalling based trace activation/deactivation mechanisms for IMS, SA5 SWGD is under the impression that there might be certain failure cases in P-CSCF that are not necessarily local to the visited network, nor would be traceable in the S-CSCF. An example of cases like this might be a case where the addressing information received from the UE in the P-CSCF is faulty, preventing P-CSCF forwarding the information to the S-CSCF. This might also be due to a fault in the routing information in the P-CSCF.

Actions to the SA2:

SA5 SWGD kindly asks SA2 group to: 

1.
Take note of the information given in this LS with respect to the motivation for having signalling based trace activation/deactivation in IMS 

2.
Reconsider their current view “it is not necessary to use a SIP based mechanism for activation/deactivation procedure for tracing of SIP requests”.
	
	Open

(Source: Nokia)

	
	01
	
	S2-023254
	SerG Doc 262/02
	Liasion Statement regarding Push specification work within
	
	
	
	
	
	
	Services based on Push capabilities are of great interest to the operator community and standardisation of this functionality is strongly desired.

GSMA SerG have reviewed progress on the Push Service in 3GPP, and are pleased to see that the Stage 1 (TS 22.174) was approved at TSG SA#17 for Release 6. This Stage 1 contains a number of operator requirements that were identified within SerG as essential to this work and subsequently adopted by SA1.

SerG now look forward to seeing the completion of the necessary 3GPP Stage 2 and Stage 3 work within the Release 6 timeframe, with GSMA member companies actively contributing to this work within 3GPP. 

SerG also reviewed and endorsed the proposed Work Item for Push in SA2, believe that this provides a pragmatic way forward in developing the architecture to meet the operator requirements captured within TS 22.174.

Action to the SA2:

SerG respectfully requests SA2 and other relevant groups within 3GPP undertake the Stage 2 and Stage 3 specification work to standardise this feature within 3GPP.
	
	Noted.

	
	01
	
	S2-023255
	S1-021942
	LS reply on Situation dependent profiles and logical versus physical view of a profile component
	
	
	
	
	
	
	This LS is sent to SA2 and T2 for INFORMATION.

SA1 thanks SA2 for the liaison statement on Situation dependent profiles and logical versus physical view of a profile component. 

SA1 confirms that there are no requirements on Situation dependent profiles in the GUP stage 1 TS. At this point in time SA1 does not plan to incorporate requirements on situation dependent profiles. Situation dependent profiles can be solved on application level and there is not enough reason to add complexity to GUP this late in the release 6 work.

On logical versus physical profile component SA1 has been looking through the T2 storage model and has come to the conclusion that additional investigations needs to be done in order to confirm SA2’s assumption. SA1 has started this work.
	
	Noted.

	
	
	
	S2-023416
	S1-022109
	Requirement to allow access to IMS by means of SIM
	
	
	
	
	
	
	Requirements on access to the IMS services via existing R99/R4 USIMs were agreed by SA1 some time ago to enable a smoother customer transition towards new IM services. However this decision has been proposed to be re-evaluated as now there seems to be a need among some operators to launch the first IMS services with SIMs. SA1 believe that this option will help significantly the rollout and availability IMS services.

SA1 only identified one potential issue, which seems to be the authentication. Currently the access to the IMS has to be performed using the UMTS AKA, this will imply that access to the IMS will be denied to subscribers using a SIM rather than a USIM. Other methods based on GSM SIM algorithms (e.g. EAP SIM) could be applied to IMS authentication to enable access via legacy SIMs as well, although they don’t guarantee mutual authentication like IMS AKA.

Several, but not all, incumbent GSM operators supported the requirements and its meaningfulness was agreed in principle. Nevertheless S1 delegates are recognizing that S1 is not in the position to completely evaluate the implementation impact of such requirement, and therefore is kindly asking S2 and S3 to provide:

·
evaluation about the feasibility of the implementation of this requirement for Rel 5, 

and 

·
an general feedback about its introduction in Rel 6.

Two CRs were drafted at the IMS SWG ad hoc meeting in Beijing (one for Rel 5 and the other for REL 6, attached also to this LS) and will be presented for S1 approval at the Busan S1 meeting (11-15 November 2002). These CRs are heavily dependant on S2 and S3 feedback; especially the release 5 CR due to imminent timeframe.

Actions to the SA2:
·
Verify urgently the technical impact of the requirement (especially on security and terminal impacts) and its feasibility within the Rel 5 timeframe.

·
Provide general feedback on its introduction in Rel.6
	
	Open

(Source: Telecom Italia and T-Mobile)
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